![](data:image/png;base64,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)

Assignment Title:

Offensive and Defensive Actions

By

Blue Team

Joshwa Edsall, Michael Moore,

Kristen Netter, Courtney Roberts, Steven Trudell

OPSC-590

Fall 2 2024

By submitting this assignment I acknowledge that I have read and agree to abide by the Champlain College Academic Honesty Policy. I declare that all work within this assignment is my own or appropriately attributed. I accept that failure to follow the academic honesty policy may result in a failure grade, or expulsion from Champlain College.

Date Due: November 24, 2024

Date Submitted: November 24, 2024

**Introduction**

The Blue Team entered Phase Two of the Cyber Warfare simulation. The Blue Teams is functioning smoothly while attempting to maintain the learning objective while entering offensive barriers. The Blue Team was able to establish a network device scanner and enable further implementations of the team’s SIEM. Additionally, the Blue Team was able to identify unauthorized access through the Windows Server Guest Account and a false positive.

Below are the actions and findings the Blue Team performed throughout Phase Two.

*Brief Overview*

* The Blue Team focused on enhancing network defenses, establishing and maintaining real-time monitoring, and addressing vulnerabilities. The Blue Team also took offensive steps to infiltrate the Red Team’s environment.

*Defensive Actions*

* Conducted a device scan with Atera. Atera was able to discover three devices on our network: 1) Windows Desktop; 2) Kali Linux Desktop; 3) pfSense Firewall.
  + Atera was linked to the Kali Linux Desktop. All patch management, device scanning, etc., can be conducted from the GUI within the Windows Desktop.
  + Atera recommends one operating system patch for the Windows Desktop: Feature update to Windows 10, version 20H2. This update requires a reboot.
  + No critical patch updates were identified.
* System Monitoring (Sysmon) data was reviewed and analyzed on a regular basis for suspicious activities. To date, nothing was identified as suspicious or concerning.
* Attempted to install a system monitoring tool on Kali Linux (Glances, Nedata, Conky, and Grafana and Prometheus); however, kept receiving error messages stating there was no public key available. Need to conduct additional research into identifying public keys to implement system monitoring on Kali Linux.
* Configured Snort for real-time network monitoring and intrusion detection.
  + Added a lot of custom rules to detect suspicious activities, including ICMP pings, unauthorized SSH access attempts, malware downloads, and SQL injection attacks.
* Monitored network connections and listening ports.
  + No listening ports were detected.
* The Blue Team established a SIEM using Elastic in the first phase. The Blue Team add several items to the SIEM
  + Installed over 200 alerts including: Threat Intel IP Address Indicator Match, Rapid7 Threat Command CVEs Correlation, Potential Invoke-Mimikatz PowerShell Script, Ransomware Machine Learning Detection and others.
  + While the Rules were installed cybersecurity professionals must enable notifications and the rules for a SIEM to be effective.
  + Further, The team member responsible for the SIEM started to examine integrations and working with dashboards.
  + The Blue Team member is trying to find a method to import Windows Server Logs into the SIEM.
* The other tools continuing to be used are Windows Event Monitor, Procmon, and system internal tools including Sysmon to identify potential events in coordination with the SIEM.
  + SOC/SIEM activities are a specialized skill within the Cybersecurity industry and take extensive experience and knowledge to execute the activities well.

*System Hardening:*

Additional resources were further limited during the course of the second week in order to promote a more robust defensive posture. Networking protocols were examined, in depth, to exhume any potential areas of vulnerability which led to the discovery of multiple alternate accounts within the Windows 10 environment. These accounts were immediately disabled to deny potential avenues of attack, and permanently deleted from the group policy settings following deactivation.

Furthermore, all account settings, password complexity requirements, user permissions, and group policy objectives were redefined to prevent potential vulnerabilities from becoming exploited. During the course of these events, multiple low criticality vulnerabilities were discovered in relation to the above mentioned objects and were remediated expeditiously.

*Fail2Ban Implementation:*

Fail2ban is implemented and currently monitoring for failed login attempts over SSH and IP address documentation of attempted logins. Currently no detection have been observed.

*Service and Update Challenges:*

Continuous issues resolving certification resolution for updating and upgrading service via Linux desktop environment. Ongoing research will be conducted to resolve this issue in upcoming efforts.

*Blue Team Offensive Operations*

Over the course of the second week in the environment Blue Team offensive members attempted to gain access to the Red Team’s environment. This included the utilization of new tools and resources in an attempt to garner additional information from potential targets.

In conjunction with Blue Team defensive operations, we were able to definitively identify the following Red Team Environment:

* Kali Linux Terminal (RED): 192.168.6.1

Tenitive identification remains the same for the following Red Team Environments:

* Windows Server (RED): 192.168.3.1
* Linux Server (RED): 192.168.3.2
* pfSense Firewall (RED): 192.168.5.1
* Windows Terminal (RED): 192.168.5.250

During the course of operations multiple exploits were launched against identified vulnerabilities on the Red Team network. These vulnerabilities mainly revolved around Ports 22(TCP), Port 80 (http/nginx) and Port 123 (NTP). The objective of the multiple exploits launched was to gain persistence access to the Red Team Environment; as of this report persistence was not achieved nor were additional vulnerabilities detected.

*Blue Team Detections*

The Blue team had two major detections. The Blue Team’s offensive team was able to identify the Red Team’s Kali Linux machine. This discovery led to the identification that the Red Team’s Kali Linux was able to access the Guest Account on the Windows Server. This is a common exploit that malicious actors tend to use to gain persistence. The Blue Team responded to the discovery and immediately disabled the account. Additionally, the Blue Team did not identify further information that the Red Team managed to gain persistence within the Windows Server. The individual responsible for the SIEM was using Sysinternal tools such as Sysmon and Procmon. After running Sysmon processes the individual discovered a buffer overflow. The Individual traced the file system and examined Windows debuggers. The identified file was a log for the Blue Team’s Elastic SIEM. The assumed conclusion is that the SIEM is running in a limited academic environment with constrained memory and power which may provide the reason why the Sysmon internal tool identified it. The debugger did not identify other findings.

**References**