My own cyberattack experience was when I paid for new shoes by internet, it was a false website and I gave my bank card identity. I received the shoes but they were fake. So I asked to my bank to cancel the paiement. And it worked, the paiement was locked. Sometime it could be difficult to make difference between official website and imitation site. So I pay more attention now with url link. I’m using a website wich verify url control. But I think the best is to stay on most used website like Amazon for example. It happens that one of my friend had his facebook account hacked, and someone used his account to speak with me but I directly saw that there was a problem. But I recognize that this type of attack could be ingenious