Cyber sécurité

1 La nature de la menace

2 S’assure que les données ne peuvent être modifiées pendant leur transfert, leur traitement ou leur stockage

3 La sécurité

4 L’infection du site internet d’une organisation pour contaminer les ordinateurs des visiteurs du site et accéder au réseau de l’organisation

5 Sont composées de données qui peuvent identifier directement ou indirectement une personne

6 L’authentification, l’imputabilité et la traçabilité

7 Un service est rendu inaccessible par l’envoi d’une multitude de requêtes

8 Englobe toutes les opérations de la collecte à la diffusion des données

9 Faire respecter les droits de protection des données à caractère personnel

Rendre opérationnel l’ensemble des serveurs de bases de données

10 La perte de crédibilité dans les décisions stratégiques de l’organisation

Des pertes financières

RGPD

1 Le nom d’une entreprise cliente

L’adresse d’un client saisie à l’aide d’un formulaire sur le site vitrine

La vidéo de surveillance du portail d’entrée d’une entreprise

2 Assure à toute personne la possibilité de demander que ses données soient effacées

3 Les entreprises de plus de 250 salariés

4 Mettre en place une politique de sécurité du SI

Mettre en œuvre la conformité au RGPD

5 Le principe de sécurité et de confidentialité

6 Selon le droit à notification

7 C’est une autorité indépendante qui veille à ce que l’informatique ne porte pas atteinte aux libertés des citoyens

8 Le consentement

9