1. 共享密碼 (password management-2)

劇情:同事想要跟你借你的工作帳號，玩家需要拒絕她。

點擊物品:ID卡

場景:茶水間

進入關卡後NPC會來和玩家聊天。

NPC:「我突然忘記我員工ID卡的密碼了，臨時要開會，你能借我你的ID卡和密碼嗎?」

玩家需要明確表達拒絕，如果玩家願意借ID卡，否則出現系統提示:「請勿和同事共用ID卡和密碼，應多加注意資訊安全!!」

1. ***社交媒體帳戶的隱私設定 (Social media use-1)***

***劇情:某天有個陌生人突然私訊你的工作帳號，此時系統提示你應該檢查檢查你社群帳號的隱私設定。***

***點擊物品:信封***

***場景:咖啡廳***

***系統提示:今天是你的休假日，你在咖啡廳使用筆記本時收到一封陌生郵件，為了資訊安全著想，你最好該檢查檢查你社群帳號的隱私設定。***

***玩家畫面會有一台電腦可以操作，玩家需要點擊電腦右上角的齒輪(設定)去更改社群帳號的隱私設定，其中包括:陌生訊息、帳號狀態(未公開)。***

1. 偷看機密機訊 (Mobile devices-3)

劇情:同事會在你工作時偷看你的電腦畫面，你必須阻止她。

點擊物品:電腦

1. 透過wifi發送敏感訊息 (Mobile devices-2)

點擊物品:wifi路由器

劇情:今天你剛做完一份重要的報告，並準備傳給你的上司，但此時你人在合租房間，你必須注意不可使用公用wifi。

1. 留下敏感文件(和文本類似)(列印)(Information handling-3)

點擊物品:文件堆

玩家正在辦公桌前，桌面上有一份機密文件，電腦螢幕上開著一份內部機密報告。

NPC坐在旁邊的辦公桌上處理自己的工作

突然，玩家的手機響了，引起了NPC的注意，

玩家收到通知需要離開座位 5 分鐘。

玩家選擇行動有以下可能

A. 沒讓電腦進入鎖定狀態，將文件留在桌上，直接起身離開(一定距離)

NPC：(叫住玩家)「這種重要文件怎麼可以隨便放在桌上？電腦也沒有進入鎖定狀態!這樣資安風險太高了!! 」，此時出現系統提示:請回去把重要文件放進上鎖的抽屜，並讓電腦進入鎖定狀態!請確保資訊安全後再離開!

B. 沒讓電腦進入鎖定狀態，將文件放進抽屜，無鎖上……

NPC：(叫住玩家)「你太大意了啊，這種文件要記得上鎖 ？」，此時出現系統提示:請回去把抽屜上鎖，並讓電腦進入鎖定狀態!請確保資訊安全後再離開!

C. 將文件存進有上鎖的抽屜，但是電腦沒有進入鎖定狀態(沒關螢幕或只關螢幕)。

NPC：(叫住玩家) 「單單只關閉螢幕是不夠的，畢竟只要再打開，內容依舊一覽無遺」，此時出現系統提示:請回去把電腦進入鎖定狀態! 請確保資訊安全後再離開!

D.讓電腦進入鎖定狀態，但將文件留在桌上

NPC：(叫住玩家)「這種重要文件怎麼可以隨便放在桌上？這樣資安風險太高了!!」，此時出現系統提示: 請回去把重要文件放進上鎖的抽屜!請確保資訊安全後再離開!

玩家須同時達成以下條件:

1.令電腦進入鎖定狀態

2.將機密文件放入抽屜並鎖上

3. 離開座位前，NPC 檢查並確認安全

1. 撿到USB(和文本類似) (Information handling-2)

點擊物品:USB

NPC: 同事

場景: 辦公室(櫃子上有鐵鎚，角落要有垃圾桶)

劇情(有數字標記就是會死) :

開場NPC檢到了一個隨身碟，詢問正在座位上的玩家

NPC:這個隨身碟是公司的嗎?

玩家:我也不知道，我們問一問其他人吧(主旨要問其他人，沒問其他人都算失敗死，失敗舉例:不知道欸，直接丟掉好了/打開來看看)

失敗則出現系統提示:應該先詢問其他人這個隨身碟是誰的，隨意丟棄可能導致機密資訊外流/不可打開來路不明的隨身碟，避免電腦中毒

玩家開始問各路同事

同事X、Y:不知道，打開來看看吧!

1. 玩家必須阻止其他同事打開(EX:不要打開，萬一裡面有病毒就糟了)

同事Z:這好像是主管的，打開來看看吧!

2. 玩家必須阻止其他同事打開(EX:不要打開，萬一裡面有病毒就糟了)

主管:這不是我的，按照流程把它報廢吧

3. 玩家必須阻止主管打開(EX:不要打開，萬一裡面有病毒就糟了)

4. 玩家須按鐵鎚互動，進行破壞，最後把殘渣丟進垃圾桶。

1. 忽視同事不良的安全行為 (Incident reporting-2)(額外一張圖)

劇情:辦公室會有很多其他人，其中有些人會做容易產生資安危機的行為，你必須發現這些行為並阻止!