**Privacy Policy**

In this Privacy Policy you will find how this site handles your data when you use IDEF and related websites and Services.

What & Why

When you registry for an account, this site stores the following data about you in order to provide the Service:

* Your email
* Your username – whatever you pick
* The Data stored on your account

This data will only be used to reset your password upon your request, or to contact you in case of crucial service announcements. Your email address needs to be a working email address to be able to reset your password. Your username will be publicly displayed only on your ACCOUNT homepage by default

Your password is saved in hashed form. The hashed password is saved so that your identity can be verified when logging in to your account.

Your data will not be shared outside of this site and legally contracted this site service providers.

This site does not use your data for providing targeted advertising.

This site will not use this data for any purpose other than providing it to those who have been given read access to it by the ACCOUNT owner(s).

When you browse on the websites [https://www.this site.com](https://www.inrupt.com/) and [https://IDEF.this site.com](https://solid.inrupt.com/), this site collects the following data through cookies:

* User IP Address
* User ID
* Date and time of the request
* Title of the page being viewed
* URL of the page being viewed
* URL of the page that was viewed prior to the current page
* Screen resolution being used
* Time in local users’ time zone
* Files that were clicked and downloaded
* Links to an outside domain that were clicked
* Page generation time, i.e., the time it takes for webpages to be generated by the webserver and then downloaded by the user
* Location of the user (country, region, city, approximate latitude and longitude)
* Main language of the browser being used
* User agent of the browser being used, including the random unique visitor ID, time of the first visit for the user, time of the previous visit for the user, and number of visits for the user

This cookie data is used to understand which parts of the website are being viewed in which order and on which browsers as well as if there are any variations per country and time of day.

Tracking cookies will be used if you accept the tracking cookies function before accessing the websites [https://www.this site.com](https://www.inrupt.com/) and [https://www.IDEF.this site.com](https://www.inrupt.com/), but the websites will continue to function even if you do not give permission to the tracking cookies.

When you browse on the website [https://this site.net](https://inrupt.net/), there are no tracking cookies, only a functional cookie that temporarily stores your WebID on this site servers if and when you are logged in so that you stay logged in.

This site requests feedback on instructions via a pop-up survey, participation in which is completely voluntary. Information includes mood icon and text submitted as feedback which is used to improve the quality and clarity of the website copy.

With Whom

This site may share the data collected from you with legally contracted technology services providers that partner with this site to support this site's product, technology, and infrastructure needs. There may be circumstances where service providers’ responsibilities related to supporting production infrastructure require them to be exposed to user data.

How

User Controls. You can access, amend, download, and delete your personal information by logging into your account and going to your account settings page. You can also limit the way we collect and use your data on the user control page of your account.

Retention. When you sign up for an account with this site, we’ll retain information you store on our Services for as long as your account is in existence or as long as we need it to provide the Services to you. You can choose to terminate this site Services at any time. If you delete your account, all data on your IDEF ACCOUNT will be deleted, with no opportunity to recover such data or account information.

Security. This site, will apply its best efforts to ensure that your data is secure. If there is a breach of your data, we will exercise our best efforts to notify you as soon as we find out. If you believe you have encountered or suspect an exposure of your data or a technical vulnerability, please report it to [security@this site.com](mailto:security@inrupt.com). You are responsible for choosing a strong password that uses a combination of upper and lower case letters, numbers and symbols to keep your password safe.

This site may disclose data and information as necessary to satisfy any applicable law, regulation, or legal process. This site will apply its best efforts to notify you about government requests or inquiries that involve your data.

Where

Your IDEF ACCOUNT data will be stored on our hosting providers’ servers. This is currently Amazon Web services [https://aws.amazon.com](https://aws.amazon.com/), in the USA.

Changes

Terms of Service may change, in which case this site will notify you beforehand. It will not be assumed that you agree to new Terms of Service because of previous agreements to previous Terms of Service. You will be asked for renewed consent to the new Terms of Service. If you do not wish to consent, Services you have already will be provided under the Terms of Service you agreed to when you accepted the Service. This site will provide publicly accessible archives of its Terms of Service so that changes can be viewed over time.

If this site is involved in a reorganization, merger, acquisition, or sale of our business or assets, your data may be transferred. We will notify you promptly by email of any such event and outline your choices at that time.

Your Rights

To make requests regarding your rights, you can contact this site on security@this site.com. You have control over your personal data and how it is collected, used, and shared. For example, you have a right to:

* Request access to your personal data (commonly known as a "data subject access request"). This enables you to receive a copy of the personal data we hold about you and to confirm that we are lawfully processing it.
* Request correction of the personal data that we hold about you. This enables you to have any incomplete or inaccurate data we hold about you corrected, though we may need to verify the accuracy of the new data you provide to us.
* Request erasure of your personal data via [https://this site.net/account/delete](https://inrupt.net/account/delete). This enables you to ask us to delete or remove personal data where there is no good reason for us continuing to process it. You also have the right to ask us to delete or remove your personal data where you have successfully exercised your right to object to processing (see below), where we may have processed your information unlawfully or where we are required to erase your personal data to comply with local law. Please note, however, that we may not always be able to comply with your request of erasure for specific legal reasons which will be notified to you, if applicable, at the time of your request.
* Object to processing of your personal data where we are relying on a legitimate interest (or those of a third party) and there is something about your particular situation which makes you want to object to processing on this ground as you feel it impacts your fundamental rights and freedoms. You also have the right to object where we are processing your personal data for direct marketing purposes. In some cases, we may demonstrate that we have compelling legitimate grounds to process your information which override your rights and freedoms.
* Request restriction of processing of your personal data. This enables you to ask us to suspend the processing of your personal data in the following scenarios: (a) if you want us to establish the data's accuracy; (b) where our use of the data is unlawful but you do not want us to erase it; (c) where you need us to hold the data even if we no longer require it as you need it to establish, exercise or defend legal claims; or (d) you have objected to our use of your data but we need to verify whether we have overriding legitimate grounds to use it.
* Request the transfer of your personal data to you or to a third party. We will provide to you, or a third party you have chosen, your personal data in a structured, commonly used, machine-readable format. Please note that this right only applies to automated information which you initially provided consent for us to use or where we used the information to perform a contract with you.
* Withdraw consent at any time where we are relying on consent to process your personal data. However, this will not affect the lawfulness of any processing carried out before you withdraw your consent. If you do not want to receive promotional or other e-mail from us, you can remove yourself from our mailing lists.
* Submit a complaint to the supervisory authority for data protection in your country.
* If you are a European national or resident, you have the right to submit a report to your local data protection supervisory authority if you do not get a response from us within 30 days.