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# SPIS TREŚCI

# INDEKS SYMBOLI

# INDEKS SKRÓTOWCÓW

IoT – Internet rzeczy (ang. Internet of Things)

ID – Identyfikator (ang. Identification)

IoMT – Internet przedmiotów medycznych (ang. Internet of Medical Things)

# STRESZCZENIE

# CZĘŚĆ TEORETYCZNA

## Wprowadzenie

Internet rzeczy (ang. Internet of Things) to system powiązanych ze sobą urządzeń komputerowych, wyposażonych w unikalne identyfikatory (IDs) oraz możliwość wymiany informacji między sobą poprzez sieć teleinformatyczną bez konieczności interakcji człowieka z człowiekiem lub człowieka z maszyną [1]. Pierwsze wzmianki o inteligentnej sieci IoT pojawiają się już w 1982 r., w którym to automat Cola-Coli na Uniwersytecie Carnegie Mellon został podłączony do Internetu [2]. Urządzenie potrafiło wysłać informacje o aktualnym inwentarzu i czy nowo załadowane napoje są zimne czy nie. Termin Internetu rzeczy (ang. Internet of Things) pierwszy raz został użyty przez Kevina Ashtona w trakcie prezentacji dla firmy Procter & Gamble [3] w 1999 r. Z roku na rok liczba urządzeń podłączonych do sieci Internet stale rośnie. Firma Cisco w swoim artykule „How the Next Evolution of the Internet Is Changing Everything” [4] pokazuje, że już w 2003r. liczba ta wynosiła około 500 milionów, a w roku 2010 była już większa (12,5 biliona) niż populacja ludzi na ziemi (6,8 biliona). Przedsiębiorstwo zakłada również, że w roku 2020r. liczba połączonych ze sobą urządzeń wynosić będzie około 50 milionów, co daje 6.58 urządzenia na osobę. IoT znalazło zastosowanie w wielu dziedzinach życia takich jak: automatyka domowa, przemysł motoryzacyjny, ochrona zdrowia, wojsko, transport i wiele innych [5]. Dzięki inteligentnym urządzeniom zainstalowanym w domu użytkownik może zaoszczędzić pieniądze dzięki automatycznemu wyłączaniu i włączaniu świateł. Zautomatyzowany dom może być oparty na specjalnych hubach które sterują systemami IoT. Przykładem takiego rozwiązania jest HomeKit firmy Apple, dzięki któremu użytkownik może kontrolować wszystkie urządzenia poprzez telefon z systemem IOS [6]. Oprócz systemów komercyjnych istnieją również rozwiązania typu open source, takie jak Home Assistant, OpenHAB czy Domoticz [7], które w prosty sposób pomagają zarządzać urządzeniami składającymi się na inteligentny dom. Jednym z kluczowych zastosowań automatyzacji domu jest zapewnienie pomocy osobom niepełnosprawnym i starszym. Systemy te wykorzystują technologię wspomagającą w celu dostosowania się do niepełnosprawności właściciela [8]. Sterowanie głosowe może pomóc użytkownikom w ograniczeniu wzroku i mobilności, podczas gdy systemy alarmowe mogą być podłączone bezpośrednio do implantów ślimakowych noszonych przez użytkowników z upośledzeniem słuchu [9]. Kolejną bardzo przydatną dziedziną życia w której rozwinął się przemysł IoT jest medycyna. Internet przedmiotów medycznych (IoMT) opisuje urządzenia związane ze zdrowiem, gromadzeniem i analizowaniem danych do badań [10]. IoMT jest określane również jako „Smart Healthcare” [11].

## 1.2. Analiza dostępnych platform sprzętowych służących do realizacji zadań sensorowo-transmisyjnych

Intensywny rozwój Internetu Rzeczy (IoT) powoduje, że coraz częściej urządzenia wykorzystują bezprzewodową łączność pomiędzy sobą, zaczynając na elektronice osobistej, poprzez rozmaite systemy czujnikowe aż do zaawansowanych układów przemysłowych. Zróżnicowanie urządzeń, sposób konstrukcji, warunku pracy oraz ich przeznaczenie wymusza na producentach stosowanie różnych systemów komunikacji, najlepiej dopasowanych do ściśle określonych potrzeb klienta. Wybierając rozwiązania bezprzewodowej łączności warto zwrócić uwagę na kilka aspektów, nie zawsze najlepszym systemem będzie ten o największym zasięgu czy przepustowości danych. Ważne są również koszt danego systemu, jego wytrzymałość w określonych warunkach czy czas działania bez konieczności wymiany zasilania. Pierwszym ważnym aspektem podczas

## 1.3. Opracowanie scenariuszy pomiarowo-transmisyjnych

## 1.4. Opracowanie scenariuszy eksperymentalnych
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