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| **本周预期完成任务：**阅读软件漏洞分析技术的第三章内容 |
| **本周实际完成进度：大概**了解几种漏洞分析技术，对漏洞分析技术有一定的认识。 |
| **详细内容：**   1. **漏洞分析技术体系**   **理论描述**  从分析对象、漏洞形态等因素出发，可以将软件漏洞分析划分为软件架构安全分析技术、源代码漏洞分析技术、二进制漏洞分析技术和运行系统漏洞分析技术。根据软件模型、黑盒、或白盒分析等因素又可以继续划分，包含各种具体技术。这些技术之间的关系具体参见书本p.57。（这是全书的技术概览）   1. **四种分析技术** 2. **软件架构安全分析**   软件架构是软件开发生命周期中编码和开发的基础，该分析是为了减少在软件设计过程的缺陷。其基本原理是：首先对软件架构进行建模，并对软件的安全需求或者安全机制进行描述，然后检查架构模型是否满足所有安全需求，如不满足，需要根据相应信息重新设计架构，直至满足所有安全需求。在设计模型时应使用相同的标准。目前，已产生的技术分为两大类：形式化分析和工程化分析。  ①形式化架构分析技术  主要使用形式化方法统一描述软件架构和安全需求，然后检测软件架构是否满足安全需求。具体方法见于p61表3.2。  ②工程化架构分析技术  该技术从攻击者角度考虑软件面临的安全问题，实用性强但自动化程度较低。包括场景分析法、威胁建模法、错误用例分析法。具体原理详见p61表3.2。   1. **源代码漏洞分析技术**   该分析技术是直接针对高级语言编写的程序进行分析以发现漏洞的方法。源代码是软件的最初原始形态，其安全缺陷是导致软件漏洞的直接根源。通常使用静态分析法，静态分析过程不受程序输入或者执行环境的影响。源代码漏洞分析一般包括四个步骤见p62表3.4。已有的源代码分析技术划分为两类：基于中间表示的分析技术和基于逻辑推理的分析技术。  ①基于中间表示的分析技术  以编译原理为主要基础技术，基本思想是首先将源代码翻译为便于分析的中间表示，同时根据需要构建一些用于分析的数据结构，如控制流图、调用图，然后根据一些预定义的分析规则对中间表示进行遍历，以判断分析规则所描述的漏洞是否存在。漏洞分析的主要过程也就是对中间表示的检查过程，将中间表示和一些检查规则作为输入，按照一定方式分析中间表示并对比检查规则，判断漏洞。  包括数据流分析、符号执行和污点传播。具体见p63 。  ②基于逻辑推理的分析技术  该漏洞分析方法以数学推理为基础，是一类不分析程序代码的语义等价模型的方法。将源代码进行形式化的描述，并在形式化的基础上，利用推理、证明等数学方法验证或者发现形式化的描述的一些性质，以此推断程序是否存在某种类型的漏洞。为了获取更多性质，研究人员通常借用形式化方法来扩展基本分析技术，代表性的技术有模型检测、定理证明。  源代码漏洞分析技术对比图见于p65 表3.3 。   1. **二进制漏洞分析**   该技术是一种面向二进制可执行代码的软件安全性分析技术，通过对二进制可执行代码进行多层次、多角度、内部的分析，发现软件中的漏洞。对象是源代码编译后的二进制代码。分析涵盖的技术有反汇编逆向分析、汇编代码结构化、中间表示、漏洞建模、动态数据流分析/污点分析、控制流分析/符号执行等。  从书中的表中，我们可以从软件运行的角度进行简单的理解：静态分析是通过反汇编得到模拟的源代码，然后中间构造表示，进行基于模式的漏洞分析和二进制代码比对；动静结合分析：动的一方面是对二进制代码输入数据得到指导信息再结合模拟的中间表示，进行动态污点分析和智能灰盒测试；而单一的测试属于动态分析。三者的技术比较见于书本p69表3.4 。  **4. 运行系统漏洞分析**  该分析具有一定特殊性具体表现在：运行系统比单个软件更加复杂，难度更大，分析人员只能通过像运行系统输入具体的数据并分析和验证输出的方式来分析漏洞，并且运行系统内部的信息往往不公开，分析人员需要利用手工或者利用工具获取信息。。目前来说，分析人员通过信息搜集、漏洞检测和漏洞确认三个步骤对运行系统进行漏洞分析。具体见p71图3.9 。而这小节的技术对比是漏洞检测技术的对比，书上很详细，但没有给出实现方法。 |
| **相关文件及参考资料：** 软件漏洞分析技术的第三章内容 |
| **遇到的问题及该阶段学习的想法：**第三章对已有的软件漏洞分析技术的基本原理及具体分类进行了概括性的介绍。问题就是：在源代码漏洞分析里基于中间表示的分析技术里包含三个子技术，我觉得这三个子技术对中间表示并没有支持。 |
| **接下来的进度计划：** 下周阅读第五、六章 |