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| **本周预期完成任务：**阅读软件漏洞分析技术的第十二章内容 |
| **本周实际完成进度：**二进制代码比对技术的目的就是通过分析软件开发商提供的补丁的信息，定位出补丁所修补的软件漏洞。本周了解基于二进制代码比对的漏洞分析，以及三个工具。 |
| **详细内容：**   1. **基本原理**   **1. 研究现状**  补丁及其所发布的信息相当于；漏洞研究者的指南针，所以软件厂商近年来向公众封闭与补丁相关的漏洞技术细节。漏洞研究者唯一能够得到的是软件系统在打补丁前后的二进制代码。  通过二进制比对分析技术,可以快速定位补丁发布前后代码的差异,从而确定原程序中代码被修补的位置,也就可以确定原代码中存在漏洞代码的精确位置,为后续进行漏洞的利用提供重要线索。所以,二进制比对分析技术是进行1day漏洞快速利用的基本方法。  但是,二进制比较有着诸多的难点:**由于信息的不对称,对源码简单修改后重新编译,就会导致逆向工程中对目标代码的分析需要完全重做来检测修改;一个补丁往往多个问题,使得代码变化较多;编译器对二进制代码的优化,如指令顺序的颠倒、寄存器选择的不同等,增加了比较的难度。**这些难点使得传统的基于文本比对的补丁比较方法不能很好地工作,如二进制字节对应比较只适用于若干字节变化的补丁比较。而通过对反汇编后的文本进行比较,由于缺乏对程序逻辑的理解,只适用于小文件和少量变化。  **2. 基本原理**  (1) **补丁比对技术原理**  补丁比对技术是一种通过比对打补丁前后的目标代码,分析发现两个版本的程序之间差异的技术。这里所说的差异是指语义上的差异,即程序在执行时所表现出的不同的逻辑行为。通过二进制代码比对定位出有差异的函数,再经过进一步的人工分析,可以确定出二进制补丁对程序执行逻辑上的修改,从而推测漏洞位置及成因,辅助漏洞挖掘工作。  目前在补丁对比中可以利用多种二进制比对技术来实现，其中，基于结构化的二进制比对技术是目前采用最多的一种。  (2) **二进制比对技术原理**  基于文本的比对  基于图同构的比对  基于结构化的比对  综合比对技术   1. **方法实现**   **在这三种技术中，基于结构化的二进制对比方法是目前最适合补丁比对技术的方法。**   1. **基于文本的比对** 2. **二进制字节的对应比较**   二进制字节比较并不涉及逻辑分析,仅适用于查找文件中极少量字节差异。字节级别的比对方法一般不需要对二进制文件进行处理,可以直接从二进制文件中读入数据进行比较。较为常用的算法是最长公共子序列算法。  这种方法很直接，但是缺乏比对方法缺乏对语义和程序整体逻辑的理解，比对的效率很低。当比对对象体积较小、逻辑简单时，该算法能够发挥其简单快速的优势。   1. **反汇编文本比较**   字面意思理解，就是将二进制代码进行反汇编得到的文本进行比对。该比对实际上是一种指令级别的比对方法，它把汇编指令作为分析对象，研究指令之间相似性和差异性，指令之间比较关系可以分为“相似”“相近”“可忽略”“不同”。具体说明可参考p310底部。   1. **基于图同构的比对**   图形化比对技术是以图论为基础，通过对可执行程序的图进行抽象，将可执行程序转化为一个有向图，从而把二进制代码比对问题转化为了图的同构问题。在进行问题的转化后，也需要进行相应的同构问题调整，根据二进制文件进行以下假设:  (1)不同版本的两个目标文件从本质上是不同构的,算法的目标是找到一个“最佳”匹配映射,而不需要穷尽所有匹配。  (2)可执行文件提供的基本信息可作为匹配的起点,例如程序入口点、DLL文件的导出函数等。  (3) 生成的有向图中,大部分顶点只有一个入口和一个出口。  (4)图中的顶点有可比较的属性,包括操作码、操作数等  (5)不对整个图进行同构匹配,而是寻找图中某一部分的同构匹配,例如以函数为单位进行同构匹配。  有了上述的前提假设,就可以对具体的二进制代码进行图同构比对。按照比对的层次,基于图同构比对的二进制比对技术可以分为两种,即指令级图同构比较和函数级图同构比较。   1. **指令级图同构比对算法**   指令级图同构比对的基本思路是:两个需要比较的可执行文件分别构造成图,以指、数据常量、函数调用指令等作为顶点,以控制流图的边作为图的边。对生成的两个图做同构识别,用同构算法找到最相似的两个部分作为同构部分。然后,对两个图的非同构部分继续识别，直至结束。  分析二进制文件，获得函数、引用表、字符串等。  识别比较的开始点。对于PE文件，可以用IMAGE\_OPTIONAL\_HEADER结构中的成员EntryPoint，也可以分析导出函数表，匹配相应的导出函数，作为比较的开始点。  处理队列   1. 函数级图形化比对算法 2. 基于结构化的比对   结构化比对技术区别于指令比对技术,其注重点是可执行文件逻辑结构上的变化,而不是某一条反汇编指令的改变,这自然也就规避了上述问题。一般的,描述二进制代码文件需要用到如下两种类型的图  函数调用图,描述函数之间的调用关系。可执行文件的二进制码通常由多个函数所组成。假设其函数集合为:{(f1…f},在函数调用图里面,每一个结点代表一个函数从到f的边则代表了调用关系,说明f是f的子函数。函数调用图描述了整个二进制文件的函数调用关系,其中的每一个节点代表了一个函数。  具体描述一个函数的控制流图(CFG)。控制流图是一个有向图,它被用来描述进制文件中的一个函数。一个函数所有的语句序列可以被分为若干基本块。基本块是一个连续的语句序列,控制流从它的开始进入,从它的末尾离开,不可能出现中断或者分支(末尾除外)。控制流图的节点由基本块组成,表示计算;节点之间的边表示控制流向。每一个函数控制流图都只有一个入口,但可以有多个出口。   1. 基于结构化签名的二进制比对   不安全函数主要包含c函数中的一些没有判断输入长度的内存和字符串操作函数，比如：strcpy、strcat、sprintf等，针对参数量固定和不固定，又分为两类（详细见于p290）   1. 基于可信基点的结构化签名二进制比对 2. **软件补丁的二进制比对技术**   相比较而言,在用于软件补丁比对方面,结构化的比对技术更适合软件补丁。软件的补丁往往修复的是软件逻辑上的漏洞,因此,软件补丁与软件之间的差异更多是结构层面上的。结构化比对技术的关键在于函数的签名技术,而函数签名的设计、实现都相对容易。但是,结构化的比对算法也存在着一定的问题需要解决。对于函数签名的碰撞问题,方面在设计上需要尽力避免碰撞,另一方面可以通过算法方面来解决碰撞问题,提高比对的准确度。对于代码耦合度较低、结构化特征不是很明显的可执行文件,可以通过算法的选择子,选择合适的算法来进行比对,以达到算法与文件特征相适应。   1. **典型工具**   **1. Bindiff**  **2. Eye Binary Diffing Suite** |
| **相关文件及参考资料：** 软件漏洞分析技术的第十二章内容 |
| **遇到的问题及该阶段学习的想法：新学期第一章，遇到了很多术语，尤其认为结构化签名和最小素数积认为比较难以理解** |
| **接下来的进度计划：** 阅读第十三章 |