**BÁO CÁO NHÓM – NHẬN DIỆN LỪA ĐẢO ONLINE**

**Nhóm:** 15  
**Môn:** Nền tảng công nghệ số

**5 EMAIL MẪU (2 THẬT – 3 GIẢ)**

**Email 1 – Thật (Trường Đại học)**  
Người gửi: [phongdaotao@ctu.edu.vn](mailto:phongdaotao@ctu.edu.vn)

Thông báo lịch thi giữa kỳ. Xem tại [https://portal.ctu.edu.vn](https://portal.ctu.edu.vn/).  
✅ Domain đúng, nội dung hợp lệ.

**Email 2 – Giả (Ngân hàng mạo danh)**  
Người gửi: [support@vietcombank-secure.com](mailto:support@vietcombank-secure.com)

“Tài khoản của bạn sẽ bị khóa trong 24h, xác minh tại link...”  
❌ Domain lạ, giọng khẩn cấp, yêu cầu đăng nhập.

**Email 3 – Thật (Google Classroom)**  
Người gửi: [no-reply@classroom.google.com](mailto:no-reply@classroom.google.com)

Giảng viên giao bài tập mới, xem tại <https://classroom.google.com/>  
✅ Domain chính hãng, không yêu cầu mật khẩu.

**Email 4 – Giả (Trúng thưởng Shopee)**  
Người gửi: [event@shopee-reward2025.vip](mailto:event@shopee-reward2025.vip)

“Bạn trúng 10 triệu, nhập thông tin để nhận thưởng.”  
❌ Domain .vip, yêu cầu thông tin cá nhân.

**Email 5 – Giả (IT Support mạo danh)**  
Người gửi: [it.support@ctu-verify.com](mailto:it.support@ctu-verify.com)

“Xác nhận lại mật khẩu trong 12h để không bị khóa tài khoản.”  
❌ Domain sai, yêu cầu mật khẩu.