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# Einleitung

Der Bedarf an Sicherheit ist heute eines der größten Bedürfnisse in der Informationstechnik. Die Bedrohung durch Wirtschaftsspionage und Cyberkriminelle nimmt weiter zu. Das wachsende Bedrohungspotential hat Auswirkung auf die Art und Weise wie Unternehmen mit der Sicherheit in der Informationstechnik umgehen. Die Unternehmen sind sich bewusst geworden, dass Sie im Firmennetzwerk, Internettechnologien wie z. B einen Browser nicht mehr ohne Sicherheitsmaßnahmen einsetzen können. Gerade in Zeiten in denen Antiviren Software keinen verlässlichen Schutz mehr bieten vor Angriffen über den Browser, erlaubt das Konzept von Browser in the Box ungehinderten Zugang zum Web und schützt das Betriebssystem vor Schadsoftware. Neben dem eigentlichen Schutz der Virtualisierten Umgebung, bekommt der Benutzer zusätzlich die Möglichkeit, die Sicherheitsrichtlinien der BitBox selber festzulegen.

## Motivation

Im letzten Teil der Einleitung wurde darauf hingewiesen, dass der Benutzer die Möglichkeit hat, die Sicherheitsrichtlinien der BitBox selber zu konfigurieren. Doch bevor auf die Möglichkeit der Einstellungen eingegangen wird, muss klar gestellt werden, dass zwei Varianten von der BitBox entwickelt wurden. Die sogenannte Standalone Variante steht für Privatanwender kostenlos zur Verfügung. Die Managed Variante ist für Unternehmer, die allerdings Geld kostet. Die Unternehmerversion bietet die zentrale Administration aller BitBox Clients. Die Standalone Variante hingegen wird auf dem lokalen System verwaltet, es handelt sich also um eine Einzelplatz Lösung.

Allerdings konnte der Benutzer bei der Standalone Variante, die Einstellungen der Sicherheitsrichtlinien bisher nur während der Installation festlegen und hatte im Nachhinein keine Benutzerfreundliche Möglichkeit, um diese zu ändern. Der Anwender muss sich also den Umstand machen, die BitBox neu zu installieren, nur um die Sicherheitsrichtlinien zu ändern. Diese Methode sorgt zudem für eine schlechte Benutzererfahrung beim Benutzer, da die heutigen Endanwender es gewohnt sind, Konfigurationsmöglichkeiten jederzeit durchführen zu können. Es ist also sehr wichtig, dem Benutzer diese Möglichkeit bei der BitBox Standalone ebenfalls zu ermöglichen.

## Zielsetzung

Im Rahmen dieser Bachelorarbeit soll die BitBox mit einer eigenständig laufenden Anwendung erweitert werden, die es dem Endbenutzer ermöglicht, die Sicherheitsrichtlinien über eine Komfortable und einfach zu bedienende Grafische Benutzeroberfläche einzustellen. Ziel ist es vor allem, dass diese Anwendung einen Benutzermodus anbietet und einen Administratormodus. Der Benutzermodus tritt in Kraft sobald die Anwendung aus der BitBox gestartet wird. Die Einstellungen des Benutzers müssen von der BitBox sofort übernommen werden, sofern diese vom Benutzer bestätigt wurden.

Der Administratormodus hingegen ist eine eigenständige Anwendung und wird vom Administrator außerhalb der BitBox gestartet. Die Einstellungen der Sicherheitsrichtlinien vorgenommen und in Form einer Policy Datei am gewünschten Ort gespeichert. Ziel hierbei ist es, dass der Administrator nicht für jede einzelne Installation der BitBox Standalone, die Einstellungen der Sicherheitsrichtlinien vornehmen muss, sondern die Policy Datei mit den gewünschten Einstellungen, der Installation beilegt und diese während der Installation automatisch übernommen werden. Dadurch soll dem Administrator überflüssige mehr Arbeit, erspart bleiben.

Der Benutzermodus muss zudem in den vorhandenen Quellcode der BitBox vollständig eingebunden sein. Die Anwendung selber startet zur Laufzeit zwar als eine eigenständige Ausführbare Anwendung, der Code selber ist allerdings mit der BitBox gekoppelt. Das bedeutet, dass der Benutzermodus teilweise vom Code der BitBox abhängig ist und somit außerhalb der BitBox nicht im Benutzermodus gestartet werden kann.

Der Administratormodus soll hingegen unabhängig vom Quellcode der BitBox funktionieren und steht deshalb in keiner Beziehung zum Quellcode der BitBox.
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