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# Einleitung

Der Bedarf an Sicherheit ist heute eines der größten Bedürfnisse in der Informationstechnik. Die Bedrohung durch Wirtschaftsspionage und Cyberkriminelle nimmt weiter zu. Das wachsende Bedrohungspotential hat Auswirkung auf die Art und Weise wie Unternehmen mit der Sicherheit in der Informationstechnik umgehen. Die Unternehmen sind sich bewusst geworden, dass Sie im Firmennetzwerk, Internettechnologien wie z. B einen Browser nicht mehr ohne Sicherheitsmaßnahmen einsetzen können. Gerade in Zeiten in denen Antiviren Software keinen verlässlichen Schutz mehr bieten vor Angriffen über den Browser, erlaubt das Konzept von Browser in the Box uneingeschränkten Zugang zum Web und schützt das Betriebssystem vor Schadsoftware. Neben dem eigentlichen Schutz der Virtualisierten Umgebung, bekommt der Benutzer zusätzlich die Möglichkeit, die so genannten Security Policies der BitBox selber festzulegen.

## Motivation

Im letzten Teil der Einleitung wurde darauf hingewiesen, dass der Benutzer die Möglichkeit hat, die Security Policies der BitBox selber zu konfigurieren. Dabei muss klar gestellt werden, dass zwei Varianten von der BitBox entwickelt wurden. Die sogenannte Standalone Variante steht für Privatanwender kostenlos zur Verfügung. Die Managed Variante ist für Unternehmer, die allerdings Geld kostet. Die Unternehmerversion bietet die zentrale Administration aller BitBox Clients. Die Standalone Variante hingegen wird auf dem lokalen System verwaltet, es handelt sich also um eine Einzelplatz Lösung.

Allerdings konnte der Benutzer bei der Standalone Variante, die Einstellungen der Security Policies bisher nur während der Installation festlegen und hatte im Nachhinein keine Benutzerfreundliche Möglichkeit, um diese zu ändern. Der Anwender musste sich also den Umstand machen, die BitBox neu zu installieren, nur um die Policy zu ändern. Diese umständliche Methode sorgt zudem für eine schlechte Benutzererfahrung beim Benutzer, da die heutigen Endanwender es gewohnt sind, Konfigurationen an der Software, jederzeit durchführen zu können. Es ist also sehr wichtig, dem Benutzer diese Möglichkeit bei der BitBox Standalone ebenfalls zu ermöglichen.

## Zielsetzung

Im Rahmen dieser Bachelorarbeit soll die BitBox mit einer eigenständig laufenden Anwendung erweitert werden, die es dem Endbenutzer ermöglicht, die Security Policies über eine Komfortable und einfach zu bedienende Grafische Benutzeroberfläche einzustellen. Ziel ist es vor allem, dass diese Anwendung einen Benutzermodus anbietet und einen Administratormodus. Der Benutzermodus tritt in Kraft sobald die Anwendung aus der BitBox gestartet wird. Die Einstellungen des Benutzers müssen von der BitBox sofort übernommen werden, sofern diese vom Benutzer bestätigt wurden.

Der Administratormodus hingegen ist eine eigenständige Anwendung und wird vom Administrator außerhalb der BitBox gestartet. Die Einstellungen der Security Policies vorgenommen und in Form einer Policy Datei am gewünschten Ort gespeichert. Ziel hierbei ist es, dass der Administrator nicht für jede einzelne Installation der BitBox Standalone, die Einstellungen der Sicherheitsrichtlinien vornehmen muss, sondern die Policy Datei mit den gewünschten Einstellungen, der Installation beilegt und diese während der Installation automatisch übernommen werden. Dadurch soll dem Administrator überflüssige mehr Arbeit, erspart bleiben.

Der Benutzermodus muss zudem in den vorhandenen Quellcode der BitBox vollständig eingebunden sein. Die Anwendung selber startet zwar zur Laufzeit als eine eigenständige Ausführbare Anwendung, der Code selber ist allerdings mit der BitBox gekoppelt. Das bedeutet, dass der Benutzermodus teilweise vom Code der BitBox abhängig ist und somit außerhalb der BitBox nicht im Benutzermodus gestartet werden kann.

Der Administratormodus soll hingegen unabhängig vom Quellcode der BitBox funktionieren und steht deshalb in keiner Beziehung zum Quellcode der BitBox.

# Grundlagen und Begriffsdefinition

Dieses Kapitel bietet einen Einblick in die Grundlagen und Begriffsdefinition der Endpoint Security und Security Policy. Zunächst werden die Grundlagen, sowie einige Begriffsdefinitionen und Konventionen vermittelt, die in Bezug auf diese Bachelorarbeit eine Rolle spielen. Anschließend wird die BitBox näher vorgestellt und auf die Eingesetzten Technologien eingegangen, mit denen die BitBox Entwickelt wurde.

## Endpoint Security

Aufgrund der nicht klaren Definition des Begriffes Endpoint Security, ergibt sich die Notwendigkeit für die Klarstellung was denn mit Endpoint Security im Rahmen dieser Arbeit gemeint ist. Es muss also entschieden werden, was denn überhaupt Endpoints sind und welche Rolle die Sicherheit dabei spielt.

### Begriffe und Konventionen

Aus traditioneller Sicht betrachtet sind Endpoint Geräte vor allem Desktop Rechner und Laptops die an das Internet angeschlossen werden. Es sind also Systeme die Menschen benutzen um Daten zu erzeugen, löschen, manipulieren und versenden. Allerdings wissen wir, dass mittlerweile zu diesem Zweck nicht nur Desktop Rechner und Laptops eingesetzt werden, sondern Smartphones, Smart Watches, Mini-PCs und andere Hardware die am Endpunkt eines TCP/IP Netzwerkes angeschlossen werden. Deshalb kann man den Begriff Endpoint nicht auf bestimmte Geräte reduzieren oder erwarten dass dieser Begriff in Zukunft nicht sogar neu verstanden werden muss. Allerdings haben all diese Systeme etwas gemeinsam: Sie sind alle am Endpunkt eines TCP/IP Netzwerkes angeschlossen, die Verbindung kann dabei Kabellos (W-LAN, Mobile Internetverbindung) oder aber auch Kabelgebunden sein.

Sobald ein Endgerät mit einem Netzwerk verbunden ist, das eine Verbindung zum Internet hat, ist es automatisch der Gefahr ausgesetzt, dass es Gehackt, infiziert oder in irgendeiner anderen unerwünschten Weise manipuliert wird. Um derartiges zu vermeiden, muss das System die Möglichkeit anbieten, es so zu konfigurieren um derartige Angriffe abzuwehren.

Das System Windows zum Beispiel ist ein Endpunkt, wo der Benutzer über den Browser Zugang zum Internet bekommt und darüber auch mit dem Netzwerk interagiert. Windows, bietet die Kapazität einen speziellen Browser einzusetzen, mit dem die aufgezählten Angriffe abgewehrt werden können. Oder um es mit der Terminologie aus der Sicherheit in der Informationstechnik zu beschreiben: Eine Endpoint Security Lösung kann angewendet werden, für die Abwehr von Angriffen, die als Angriffsfläche den Browser des Endgerätes nutzen. Das Unternehmen Rohde & Schwarz Cybersecurity hat als Endpoint Security Lösung Browser in the Box entwickelt. Das heißt Angriffe aus dem Internet die über den Browser laufen sollen, würden nur innerhalb des gekapselten Browsers stattfinden und somit ins Leere gehen.

In der Gesamtheit versteht man unter Endpoint Security: Software, die Endgeräte vor Angriffen schützen soll.

## IT - Security Policy

Vor der eigentlichen Entwicklung von Endpoint Security Software, müssen die Security Policies (Sicherheitsrichtlinien) bestimmt werden. Für eine ausgereifte Endpoint Security Software, ist eine gut definierte Security Policy unabdingbar. Sie schreibt vor mit welcher Strategie, die Ziele, für die Informationssicherheit durch die Endpoint Security Software, erreicht werden. Vor allem in dieser Arbeit spielt die Security Policy eine wichtige Rolle. Schließlich war die Aufgabe, dem Benutzer eine Grafische Schnittstelle anzubieten, mit denen er die BitBox Security Policies konfigurieren kann.

Neben der eigentlichen Definition, ist wichtig zu verstehen welche Bedeutung die IT – Security Policy für den Software Entwickler hat und welche für den Anwender. Zudem werden Security Policies nach bestimmten Normen aufgebaut, auch hier muss geklärt werden, nach was die der BitBox angefertigt wurde. Ergänzend dazu hilft die Unterscheidung der Typen von Policies, um zu verstehen aus welchen Komponenten diese überhaupt aufgebaut werden können aber nicht müssen.

### Definition

Eine Security Policy ist eine auf höherer Ebene dokumentierte Anforderung, dessen Einhaltung von den Interessengruppen erwartet wird. Die Policy selber ist in der Regel kurz und formal gehalten. Im Idealfall sollte sie bündig und einfach zu verstehen sein, so dass jeder die in der Security Policy dargelegten Weisung einhalten kann. Wichtig zu verstehen ist hierbei, dass eine Security Policy nicht beschreibt, wie die Policy umgesetzt werden soll, sondern was konkret geschehen muss um die Sicherheit zu gewährleisten. Es ist also kein Dokument, das die technische Umsetzung beschreibt oder allgemein spezifische Lösungen vorgibt, für die Umsetzung der Security Policy in der Software selber.

Die Security Policy definiert Absichten und Regeln, deren Einhaltung dabei helfen soll die erforderte Sicherheit zu gewährleisten.

### Bedeutung für Software Entwickler

Die Entwickler bekommen wie bereits oben beschrieben, keine spezifische Lösung für die Implementierung der Security Policy vorgeschrieben. Die Entwickler müssen selber eine Lösung erarbeiten, wie sie die Policy in die Enpoint Security Software Umsätzen und am Ende implementieren.

Die Entwickler sind vor allem dazu verpflichtet bereits in der Entwurfsphase des Softwareentwicklungsprozesses, die Architektur und Entwurfsentscheidungen entsprechend der geforderten Security Policies zu wählen. Das heißt, dass keine Entscheidung getroffen werden darf, welche die gewünschten Policies nach der Implementierung, völlig oder teilweise nutzlos werden lässt.

Browser in the Box bietet zum Beispiel eine Security Policy an, wie Dateien die mit der BitBox heruntergeladen wurden, behandelt werden sollen. Der Benutzer hat die Möglichkeit die Policy so zu konfigurieren, dass alle heruntergeladenen Dateien automatisch abgelehnt werden, also die Datei nicht auf dem Host System gespeichert wird. Die Einhaltung der Policy soll gewährleisten, dass Schadprogramme oder andere schädlichen Dateien, nicht unkontrolliert auf dem Host System landen. Die Entwickler könnten den Entwurf der Software nun so gestalten, dass die Datei automatisch auf dem Host System sofort gelöscht wird, ohne dass der Benutzer etwas davon mit bekommt. Dadurch wäre aber die Policy nicht eingehalten worden, denn die Policy schreibt vor, dass diese Datei innerhalb der gekapselten Umgebung der BitBox bleiben soll und auf keinen Fall das Host System betreten darf, auch wenn diese Datei sofort gelöscht wird.

Für die Entwickler ist also sehr wichtig, dass sie Ihren Entwurf der Software so gestalten, dass auf alle Fälle die Security Policy genau eingehalten wird. Eine spätere Änderung, sofern dies überhaupt noch möglich ist, kann zu teilweise aufwendige Veränderung an der Software führen. Die Entwickler müssen dafür sorgen, dass über die Software die sie entwickeln, dass jegliche Aktionen, die der Security Policy widersprechen, verhindert werden. Die Umsetzung der Security Policy auf dem Endgerät über Software, ist zugleich der einfachste und sicherste Weg für die Einhaltung der geforderten Security Policies.

### Bedeutung für Software Anwender

Sofern die Security Policy durch die Software umgesetzt wird, braucht sich der Anwender keine großen Gedanken über die Einhaltung der Policy machen. Denn wie bereits erwähnt, ist es am einfachsten und sichersten diese Aufgabe einfach der Software zu überlassen. Der Software Anwender bekommt im Falle der BitBox lediglich nur die Möglichkeit angeboten, die Policy nach Bedarf zu konfigurieren. Welche Security Policies genau zum Einsatz kommen, wird im Browser in the Box Kapitel erläutert.

### Aufbau einer Security Policy

Der Aufbau einer Security Policy sollte immer klar, verständlich und einfach zu verstehen sein. Das Dokument mit den Policies ist nicht nur für Personen mit technischem Hintergrund bestimmt. Jede relevante Person, soll die Policy auf dem Dokument verstehen können. Der Aufbau kann aus folgenden Komponenten bestehen:

* Autor: Der Policy Autor.
* Sponsor: Führungsperson.
* Bevollmächtigter: Verantwortliche Person für die Freigabe.
* Zulassung: Ab wann die Policy gilt und zulässig ist.
* Nachprüfung: Datum für erneute Prüfung der Policy.
* Ziel: Wieso existiert diese Policy und welches Ziel hat es.
* Geltungsbereiche: Wo wird die Policy angewendet.
* Ausnahmen: Wer oder was ist nicht von der Policy betroffen.
* Durchführung: Wie die Policy durchgeführt wird.
* Definitionen: Begrifflichkeiten die der Lese nicht kennen könnte.
* Referenzen: Verknüpfungen zu anderen Policies, sofern vorhanden.

Die aufgezählten Punkte sind auf keinen Fall die einzig richtige Möglichkeiten Security Policies aufzustellen. Allerdings werden dabei jedoch derartige oder ähnliche Punkte aufgestellt und bearbeitet.

#### Policy Bereiche

Die Security Policy bezieht sich nicht nur auf einen einzigen Bereich. Vielmehr widmet man sich den unterschiedlichen Bereichen eines Unternehmens, wo ein Bedarf an IT-Sicherheit vorliegt. Zur Verdeutlichung werden einige Beispiele aufgezählt, welche Bereiche darstellen, für die Security Policies angefertigt werden könnten.

* **Computer Policies**: Dieser Bereich umfasst alle PCs, Laptops und Informationssysteme. Hier müssen also Security Policies entwickelt werden, in der festgehalten wird, wie sich jeder Benutzer Authentifizieren muss. Beispielsweise mit einem Benutzernamen und dem dazugehörigen Passwort, welches nicht weitergegeben werden darf. Eine weitere Policy könnte vorschreiben, dass die Benutzer bzw. Mitarbeiter nicht in der Lage sein dürfen, eigene Accounts zu erstellen oder ihre eigenen zu Modifizieren. Selbst welche Art von Passwörtern benutzt werden dürfen und wie diese aussehen müssen, kann vorgegeben werden. Dazu gehört auch der Gültigkeitsbereich der Passwörter. Eine weitere Policy in diesem Bereich könnte das gleichzeitige einloggen von Unterschiedlichen Benutzern auf einem Server verbieten. Sollte dennoch eine Notwendigkeit dafür vorliegen, müssen derartige Ausnahmen, explizit behandelt werden.
* **Netzwerk Policies:** Die Netzwerkstruktur, welches ein Unternehmen nutzt, stellt natürlich ein hohes Risiko dar, als Angriffsfläche genutzt zu werden. Die Security Policies konzentrieren sich hier vor allem auf die Regelung von eingehendem und ausgehendem Datenverkehr. Ein Mitarbeiter zum Beispiel, der von Zuhause aus auf das Firmennetzwerk zugreifen möchte, darf dies nur nach den Vorgaben der Security Policies. Eine Policy könnte zum Beispiel vorschreiben nur über VPN (Virtual Private Network) eine Verbindung zum Firmennetzwerk aufzubauen. Und das alle anderen Verbindungen geblockt werden.
* **Datenschutz Policies:** Datenschutz ist natürlich ein großes Thema für ein Unternehmen. Unterschiedliche Policies müssen hier also genau festlegen, welche Daten dem Unternehmen gehören, die von den Mitarbeitern erstellt werden. Das heißt die Urheberrechte des Unternehmens sollten durch die Policy vorgegeben werden. Desweiteren können Policies vorschreiben, dass bestimmte Daten nur verschlüsselt permanent gespeichert werden dürfen. Also alles was die Handhabung der Daten eines Unternehmens angeht, wird anhand der Security Policies geregelt.
* **Datenintegrität Policies:** Informationen müssen stets erreichbar sein und nicht unerwünscht manipuliert, unbrauchbar oder gelöscht werden. Deshalb sind für diesen Bereich Security Polcies notwendig, die derartige Angriffe verhindern. Eine Policy könnte so aussehen, dass der Einsatz von Antiviren Software für jeden PC bzw. Laptop Pflicht ist. Eine andere Policy hingegen könnte vorschreiben, wie der E-Mail Server Mails mit einer dubiosen Überschrift oder Dateianhang, behandelt werden soll.

# Browser in the Box

In diesem Kapitel wird die Endpoint Security Software Browser in the Box genauer vorgestellt. Dieser Teil der Arbeit, soll dem Leser dabei helfen, die Idee und das Konzept, sowie die für diese Arbeit relevanten Besonderheiten besser zu verstehen. Bisher wurden die Begriffe und Definitionen der IT-Sicherheit behandelt, die in Bezug zur BitBox eine Rolle spielen. Welche unterschiedlichen Versionen der BitBox entwickelt wurden, worin sie sich unterscheiden und welche Bedeutung jene Version für die Bachelorarbeit hat, wird in diesem Teil erläutert. Zudem wird ein Einblick gewährt, aus welchen Technologien die BitBox entstanden ist und wie das Design der virtualisierten Surfumgebung aussieht.

## Varianten

Bereits mehrfach wurde auf die unterschiedlichen Versionen der BitBox hingewiesen. Sie unterscheiden sich vor allem in Ihrer Einsatzumgebung. Es existiert die Standalone Variante als Einzelplatz Lösung und die Managed Variante für das Unternehmen und Behördenumfeld.

### Standalone

Die Standalone Variante der BitBox ist als Einzelplatz Lösung konzipiert worden. In erster Linie sollen damit Heimanwender im Privaten Umfeld sowie sehr kleine Unternehmen die Möglichkeit bekommen die BitBox zu nutzen. Diese Variante macht vor allem Sinn, wenn die Infrastruktur nicht aus Internetgateways oder Firewalls besteht, sondern lediglich ein Bedarf nach einem Browser existiert, mit dem man sich geschützt im Internet bewegen kann. Die Art der Verbindung kann dabei ganz normal über die jeweilige Schnittstelle des Systems stattfinden. Das kann entweder die vorhandene DSL Leitung sein oder aber auch eine mobile Internetverbindung.

### Managed

Die Managed Variante der BitBox ist speziell für Unternehmen sowie das Behördenumfeld konzipiert, welche eine größere Netzwerkinfrastruktur haben. Der Einsatz der Managed Version macht vor allem Sinn, wenn eine Vielzahl von Anwendern im jeweiligen Unternehmen oder Organisation, die BitBox verwenden sollen. Zudem haben derart große Unternehmen oder Organisationen zusätzlich einen Administrator, der für das Netzwerk zuständig ist. Der Einsatz der BitBox soll daran nichts ändern, und dem Administrator die Möglichkeit anbieten die Administration der BitBox Clients zentral vornehmen zu können. Die Managed Variante erlaubt zudem den Einsatz, in einer Infrastruktur mit einem Internetgateway oder eines VPN (Virtual Private Network).

## Technologien

Bislang wurde allgemein das Konzept der BitBox vorgestellt. Doch aus welchen Technologien die Entwicklung erst überhaupt möglich war, soll in diesem Kapitel erklärt werden. Die Virtualisierung selber wurde nicht von Rohde & Schwarz entwickelt, sondern mit Hilfe der Open Source Virtualisierungssoftware *Virtual Box,* realisiert. Alle anderen Funktionalitäten der BitBox wurden mit der höheren Programmiersprache Python entwickelt. Für einen Einblick in den Umfang der Entwicklung, sollen auch die Bibliotheken vorgestellt werden, von denen die BitBox abhängig ist.

### Virtual Box

Die Open Source Virtualisierungssoftware VirtualBox, wurde ursprünglich entwickelt vom Unternehmen InnoTek Systemberatung GmbH, welche von Sun Microsystems übernommen wurde. Sun Microsystems wurde dann später im Januar 2010 von Oracle aufgekauft. Erst seit dieser Zeit, wird VirtualBox offiziell von Oracle vertrieben [1.1].

VirtualBox ist Plattformübergreifend und kann derzeit auf den Betriebssystemen Windows, Mac, Linux und Solaris betrieben werden. VirtualBox erlaubt den Einsatz von mehreren unterschiedlichen Virtuellen Maschinen, die einzige Einschränkung ist die Kapazität der Festplatte auf der VirtualBox installiert wurde bzw. auf der die Virtuellen Maschinen angelegt werden. Wichtig zu erwähnen ist, dass bei VirtualBox zwischen Host-System und Gast-System unterschieden wird. Das Host-System ist das Betriebssystem, welches auf dem PC oder Laptop nativ installiert wurde und auf dem wiederum VirtualBox installiert und betrieben wird. Das Gast-System hingegen, ist das Betriebssystem der Virtuellen Maschine, welches innerhalb der virtualisierten Umgebung von VirtualBox läuft.

Je nach Bedarf können Virtuelle Maschinen angelegt werden, auf denen Betriebssysteme wie Windows oder Linux laufen. VirtualBox erweitert somit die Einsatzmöglichkeiten des eigenen PCs oder Laptops. Die Bedienung von VirtualBox ist Einsteigerfreundlich aufgrund der übersichtlichen und einfach zu bedienenden Grafischen Benutzeroberfläche. Es werden also keine speziellen Kompetenzen vorausgesetzt.

Die Einsatzszenarien von VirtualBox sind vielfältig. Entwickler können zum Beispiel Ihre Software auf mehreren Betriebssystemen gleichzeitig testen, ohne dafür unterschiedliche PCs oder Laptops einzusetzen. Es müssen lediglich unterschiedliche Virtuelle Maschinen, für das gewünschte Betriebssystem erstellt werden und das funktioniert auf nur einem PC oder Laptop. Das ist sehr praktisch und spart vor allem Ressourcen, was immer im Interesse eines Unternehmens ist. VirtualBox besitzt sogar eine virtuelle Netzwerkkarte, mit der jegliche Netzwerkkommunikation zwischen den Virtuellen Maschinen und dem Host Betriebssystem gewährleistet wird. Dabei unterstützt VirtualBox fünf Netzwerkmodi [1]:

* Der *NAT* (Network Address Translation) Modus von VirtualBox emuliert einen Netzwerkrouter, für die Verbindung zwischen Gast und Host Netzwerk.
* Der *bridged* Modus von VirtualBox emuliert auf dem Host ein Netzwerkinterface, welches es erlaubt sowohl Routing als auch Bridging zwischen dem Gast und dem restlichen Netzwerk herzustellen.
* Der *interne* Netzwerk modus, gewährleistet die Kommunikation zwischen den Virtuellen Maschinen, die sich allerdings im selben internen Netzwerk befinden.
* Der *host-only* Modus baut die Verbindung zwischen Host und einem oder mehreren Gast Systemen über eine gesonderte Netzwerkverbindung auf. So kann der Host auf einfache Weise eine Verbindung zu den Gast Systemen aufbauen, zum Beispiel um die Gast Systeme mittels SSH zu verwalten.
* Der Anwender hat auch die Option, das Netzwerkinterface vollständig zu deaktivieren.

Der Anwender hat zudem die Möglichkeit, Verzeichnisse vom Host Betriebssystem in das Gast Betriebssystem einzubinden und somit als Gemeinsamer Ordner, für den Datenaustausch zu benutzen. Selbst bei der Zwischenablage braucht sich der Anwender keine Sorgen zu machen, denn auch dieser Kommunikationskanal zwischen Host und Gast Betriebssystem wird von VirtualBox unterstützt [1]. Die gemeinsame Zwischenablage kann folgendermaßen konfiguriert werden und dadurch nach Bedarf eingeschränkt werden:

* Host zu Gast
* Gast zu Host
* Bidirektional
* Deaktiviert

### Python

Python ist eine interpretierte höhere Programmiersprache, die im Jahre 1991 erschienen ist und unter der *Python-Software-Foundation* Lizenz vertrieben wird [2.2].

Die gesamten Funktionalitäten der BitBox wurden mit Python entwickelt. Die Sprache ist zwar stark dynamisch und erinnert mehr an eine simple Skriptsprache, doch die Unterstützung mehrerer Programmierparadigmen und das große Angebot an Bibliotheken, ermöglichte die Entwicklung einfacher sowie komplexer Funktionalitäten für die BitBox.

Python liefert alle notwendigen Bibliotheken, für die Entwicklung von Desktop Anwendungen im Windows Umfeld. Die Entwicklung beschränkt sich nicht nur auf die Python Laufzeit, sondern die Benutzung der Windows Programmierschnittstellen ist sogar möglich. Die *Win32* Erweiterung für Python ist eine Ansammlung von Bibliotheken, welche die Windows Programmierschnittstellen zur Verfügung stellen. Vor allem bei der Entwicklung der BitBox ist dies von großer Bedeutung. Da die Windows API relevanten Funktionalitäten der BitBox, über die Win32 Erweiterung von Python realisiert wurden. Als Beispiel sei hier der Umgang mit Dateien erwähnt. Wenn der Benutzer Daten zwischen BitBox und Host-System austauschen möchte, werden diese nicht ohne weiteres auf das Host-System gespeichert, sondern entsprechend der konfigurierten Policy behandelt. Ein weiteres Beispiel, welches sogar im Rahmen dieser Bachelorarbeit genutzt wurde, ist die Möglichkeit mittels der Python Win32 Erweiterung, die Windows Registry zu manipulieren und zu überwachen. Denn die Anwendung die Entwickelt wurde im Rahmen dieser Arbeit, muss in der Windows Registry die Security Policy relevanten Registry Einträge neu setzen und auf Veränderung überwachen. Im Verlauf dieser Bachelorarbeit, wird noch auf die eigentliche Entwicklung mit Python eingegangen.

### Abhängigkeiten

## Software Design

### Architektur

### Plattform

### Security Policies

Die Security Policies für den Informationsaustausch zwischen der Browser in the Box und dem Host-System, welche in Bezug zu dieser Arbeit stehen, sollen in diesem Kapitel erläutert werden. Es geht vor allem darum aufzuzeigen, welche Security Policies der Anwender selber konfigurieren kann.

#### Kopieren und Einfügen

Das kopieren und einfügen über die Zwischenablage darf nicht unkontrolliert stattfinden.

* Der erlaubte Zugriff auf die Zwischenablage sieht vor, dass der Benutzer einen markierten Text aus der virtuellen Surfumgebung in das Host-System oder aus dem Host-System in die virtuelle Surfumgebung kopiert.
* Der verbotene Zugriff auf die Zwischenablage sieht vor, dass der markierte Text aus dem Host-System in die virtuelle Surfumgebung oder umgekehrt, unterbunden wird.
* Der eingeschränkte Zugriff sieht vor, dass der markierte Text aus dem Host-System in die virtuelle Surfumgebung oder umgekehrt, über einen Dialog mit dem Benutzer stattfindet. Der Benutzer bekommt einen Hinweis, dass gerade der Inhalt der Zwischenablage kopiert wird.

Es soll noch angemerkt sein, dass diese Policies von ihrer Informationsflussrichtung getrennt konfiguriert werden können. Für welche Richtung (Host to Guest oder Guest to Host) welche Policy gelten soll.

#### Downloaden

Das Downloaden von Dateien aus dem Internet innerhalb der virtuellen Surfumgebung ist abgesichert. Jegliche Downloads werden von der BitBox überwacht. Der Benutzer kann die Security Policy der Downloadüberwachung selber konfigurieren und somit bestimmen, welche angewendet werden soll.

* Der erlaubte Download, verschiebt eine Datei die innerhalb der virtuellen Surfumgebung heruntergeladen wurde, automatisch auf das Host-System.
* Der eingeschränkte Download, verschiebt eine Datei die innerhalb der virtuellen Surfumgebung heruntergeladen wurde nicht automatisch auf das Host-System. Ein Dialog gibt dem Benutzer den Hinweis, dass eine Datei auf das Host-System verschoben werden soll. Der Benutzer kann der Verschiebung zustimmen oder verweigern.
* Die Überprüfung auf Viren, ist eine zusätzliche Policy zu den ersten beiden genannten. Diese kann zusätzlich aktiviert werden, wenn vor der Verschiebung auf das Host-System die Datei zusätzlich auf Viren geprüft werden soll. Handelt es sich bei der Datei um eine infizierte, wird diese automatisch abgelehnt, ansonsten wird sie entsprechend der gewählten Policy behandelt.
* Der verbotene Download, jegliche Datei die heruntergeladen wurde innerhalb der virtuellen Surfumgebung wird automatisch abgelehnt. Der Benutzer bekommt lediglich nur den Hinweis, dass die entfernt wurde.

#### Uploaden

* Der erlaubte Upload, verschiebt eine Datei vom Host-System sofort in die virtuelle Surfumgebung.
* Der eingeschränkte Upload, verschiebt eine Datei nur dann vom Host-System in die virtuelle Surfumgebung, wenn der Benutzer über das Dialog dem Upload zustimmt und das Passwort seines Windows Benutzerkontos richtig eingegeben hat.
* Der verbotene Upload, verhindert jeglichen Upload versuch.

#### Drucken

Das Drucken von Dokumenten und Webseiten aus der BitBox heraus, ist möglich und auch hier kann der Benutzer konfigurieren, wie gedruckt werden soll. Der Druckvorgang ist abgeleitet vom Downloadvorgang. Der Druckvorgang sieht vor, dass wenn ein Dokument gedruckt wird, dieser automatisch vom Druckdienst des Gast-Systems in eine PDF umgewandelt wird. Diese PDF wird dann in den Druck Ordner abgelegt. Die Druck-Überwachung prüft die Datei und die konfigurierte Security Policy wird agewendet.

* Das erlaubte Drucken, ermöglicht dem Benutzer das

# Implementierung

## Grafische Benutzeroberfläche

### Details der Implementierung (Technisch)

### Beurteilung (Wieso letztendlich mit PySide e.t.c)

## Primäre Ziel der Implementierung

## Umsetzung (Wie die neue Konfiguration letztendlich umgesetzt wurde und warum e.t.c)

# Ergebnis

## Beispiele

## Benutzerfreundlichkeit

### Vorher

### Nachher

# Zusammenfassung

# Literaturverzeichnis

[4] Norbert Schirmer, Marcel Selhorst, Christian Stüble : Eine Studie im Auftrag des Bundesamtes für Sicherheit in der Informationstechnik (BSI) Browser in the Box (BITB) Anforderungen an eine virtuelle Surfumbegung. Version 0.7. Rohde & Schwarz Cybersecurity, 15.07.2011

# Internetquellen-Verzeichnis

[1.1] <https://de.wikipedia.org/wiki/VirtualBox> [Stand: August 2016]

[2.2] <https://de.wikipedia.org/wiki/Python_(Programmiersprache)> [Stand: August 2016]

# Eidesstattliche Versicherung

|  |  |  |  |
| --- | --- | --- | --- |
| Name:Ferhat |  | Vorname:Özmen |  |
| Matrikel-Nr.:008204835 |  | Studiengang:Informatik |  |

Hiermit versichere ich, ,Ferhat Özmen., an Eides statt, dass ich die vorliegende Bachelorarbeit mit dem Titel Implementierung einer Grafischen Benutzeroberfläche für die Konfiguration der Browser in the Box Security Policy selbständig und ohne fremde Hilfe verfasst und keine anderen als die angegebenen Hilfsmittel benutzt habe. Die Stellen der Arbeit, die dem Wortlaut oder dem Sinne nach anderen Werken ent­nommen wurden, sind in jedem Fall unter Angabe der Quelle kenntlich gemacht. Die Arbeit ist noch nicht veröffentlicht oder in anderer Form als Prüfungsleistung vorgelegt worden.

Ich habe die Bedeutung der eidesstattlichen Versicherung und prüfungsrechtlichen Folgen (§ 26 Abs. 2 Bachelor-SPO bzw. § 19 Abs. 2 Master-SPO der Hoch­schule der Medien Stuttgart) sowie die strafrechtlichen Folgen (siehe unten) einer unrichtigen oder unvollständigen eidesstattlichen Versicherung zur Kenntnis genommen.

## Auszug aus dem Strafgesetzbuch (StGB)

***§ 156 StGB*** Falsche Versicherung an Eides Statt

Wer von einer zur Abnahme einer Versicherung an Eides Statt zuständigen Behörde eine solche Versicherung falsch abgibt oder unter Berufung auf eine solche Versicherung falsch aussagt, wird mit Freiheitsstrafe bis zu drei Jahren oder mit Geldstrafe bestraft.

Ort, Datum Unterschrift