EIT-ex12-information security based on IT  
1. 解释密码安全性的内涵.

答：密码系统有两种安全性标准:

一是无条件安全性(理论安全性、完善保密性、完全保密性)，指破译者具有无限时间、截获足够多的密文、具有无限计算资源下的抗破译能力;

二是实用安全性，指在破译者仅有一定计算资源及其它实际限制下的抗破译能力。可分为计算安全性和可证明安全性。

一个安全的密码系统通常应满足以下条件:  
 (1).系统即使不是理论上不可破译,至少也应当是实用上不可破译;  
 (2).系统保密性不是依赖于加密算法与解密算法，而是依赖于密钥的保密性;  
 (3).加密运算、解密运算简单快速、易于实现;  
 (4).密钥量适中，密钥的分配、管理方便。

2. 分别用概率论和信息论解释完善保密性(perfect secrecy)的内涵.

答：

概率论：密码系统(M,B,K,![](data:image/x-wmf;base64,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),![](data:image/x-wmf;base64,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))（（message，密文空间，密钥空间，带参数的加密变换，带参数的解密变换））称为完全保密，是指对一切![](data:image/x-wmf;base64,183GmgAAAAAAADkRngLsCQAAAABaTQEACQAAA5EBAAACABwAAAAAAAUAAAAJAgAAAAAFAAAAAgEBAAAABQAAAAEC////AAUAAAAuARgAAAAFAAAACwIAAAAABQAAAAwCYAKgDxIAAAAmBg8AGgD/////AAAQAAAAwP///6b///9gDwAABgIAAAsAAAAmBg8ADABNYXRoVHlwZQAAcAAcAAAA+wKA/gAAAAAAAJABAAAAAAQCABBUaW1lcyBOZXcgUm9tYW4A/v///xQ4CnAAAAoAoJhuAAQAAAAtAQAACAAAADIKgAH3DgEAAAAsOAgAAAAyCoABPQ4BAAAAMDgIAAAAMgqAAT8MAQAAACk4CAAAADIKgAFwCgEAAAAoOAgAAAAyCoAB5AgBAAAALDgIAAAAMgqAAaUEAQAAACx5HAAAAPsCgP4AAAAAAACQAQAAAAIEAgAQU3ltYm9sAABQIt12fGBqx/7////2NgqLAAAKAMCYbgAEAAAALQEBAAQAAADwAQAACAAAADIKgAEXDQEAAAA+eQgAAAAyCoABpAYBAAAAzjgIAAAAMgqAAeEBAQAAAM55HAAAAPsCIP8AAAAAAACQAQEAAAAEAgAQVGltZXMgTmV3IFJvbWFuAP7///8UOApxAAAKAKCYbgAEAAAALQEAAAQAAADwAQEACAAAADIK4AHKCwEAAABqOAgAAAAyCuABBQYBAAAAajgIAAAAMgrgAUYBAQAAAGl5HAAAAPsCgP4AAAAAAACQAQEAAAAEAgAQVGltZXMgTmV3IFJvbWFuAP7////2NgqMAAAKAMCYbgAEAAAALQEBAAQAAADwAQAACAAAADIKgAH0CgEAAABjOAgAAAAyCoABpAkBAAAAcHkIAAAAMgqAAfQHAQAAAEI4CAAAADIKgAEvBQEAAABjOAgAAAAyCoABKwMBAAAATXkIAAAAMgqAAToAAQAAAG15CgAAACYGDwAKAP////8BAAAAAAAcAAAA+wIQAAcAAAAAALwCAAAAhgECAiJTeXN0ZW0AdUgAigEAAAoABgAAAEgAigEAAAAA9N4ZAAQAAAAtAQAABAAAAPABAQADAAAAAAA=)有![](data:image/x-wmf;base64,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).

信息论：密码系统(M,B,K,![](data:image/x-wmf;base64,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),![](data:image/x-wmf;base64,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))（（明文空间，密文空间，密钥空间，带参数的加密变换，带参数的解密变换））称为完全保密，是指对明文空间和密文空间而言，有I(M;B)=I(B;M)=0.

3. 证明:对于完善保密系统而言,密钥空间的大小不小于明文空间的大小.

证明：![](data:image/x-wmf;base64,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)

且当i≠j时，![](data:image/x-wmf;base64,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)（否则对于不同明文将变换成同一密文，与“编码

变换是一一对应的”相矛盾）.

从而加密变换数不会小于明文数目，即密钥空间的大小不小于明文空间的大小.

4. 证明:存在完善保密系统.

证明：完善保密的密码体制是存在的。

比如，当明文P＝（x1，x2，x3……xn）是n比特长的均匀分布随机变量，密钥K＝（k1，k2，k3……kn）也是n比特长的均匀分布随机变量，加密算法为C＝P⊕K，其中 ⊕ 为逐比特异或运算。由于 ⊕ 是群运算，故容易看出C是n比特长的均匀分布随机变量，且P和C相互独立。