eit\_ex14\_AES  
1. 解释对称密码体制。

答：（1）在对称密码系统中，数据发信方将明文和加密[密钥](http://baike.baidu.com/view/934.htm" \t "http://baike.baidu.com/_blank)一起经过特殊加密算法处理后，使其变成复杂的加密密文发送出去。收信方收到密文后，若想解读原文，则需要使用加密用过的同一把[密钥](http://baike.baidu.com/view/934.htm" \t "http://baike.baidu.com/_blank)及相同算法的逆算法对密文进行解密，才能使其恢复成可读明文。

（2）对称密码系统的特点是算法公开、计算量小、加密速度快、加密效率高。

（3）不足之处是，交易双方都使用同样钥匙，安全性得不到保证。此外，每对用户每次使用[对称加密算法](http://baike.baidu.com/view/7591.htm" \t "http://baike.baidu.com/_blank)时，都需要使用其他人不知道的惟一钥匙，这会使得发收信双方所拥有的密钥数量成几何级数增长，[密钥管理](http://baike.baidu.com/view/297229.htm" \t "http://baike.baidu.com/_blank)成为用户的负担。

（4）算法公开，密钥不公开；

2. 以 AES 为例，解释对称密码体制的设计思想。

答：大多数AES计算是在一个特别的有限域完成的。

AES加密过程是在一个4×4的字节矩阵上运作，这个矩阵又称为“体（state）”，其初值就是一个明文区块（矩阵中一个元素大小就是明文区块中的一个Byte）。（Rijndael加密法因支持更大的区块，其矩阵行数可视情况增加）加密时，各轮AES加密循环（除最后一轮外）均包含4个步骤：

AddRoundKey — 矩阵中的每一个字节都与该次回合金钥（round key）做XOR运算；每个子密钥由密钥生成方案产生。

SubBytes — 通过一个非线性的替换函数，用查找表的方式把每个字节替换成对应的字节。 ShiftRows — 将矩阵中的每个横列进行循环式移位。

MixColumns — 为了充分混合矩阵中各个直行的操作。这个步骤使用线性转换来混合每列的四个字节。

最后一个加密循环中省略MixColumns步骤，而以另一个AddRoundKey取代。

在对称密码系统中，数据发信方将明文和加密[密钥](http://baike.baidu.com/view/934.htm" \t "http://baike.baidu.com/_blank)一起经过特殊加密算法处理后，使其变成复杂的加密密文发送出去。收信方收到密文后，若想解读原文，则需要使用加密用过的同一把[密钥](http://baike.baidu.com/view/934.htm" \t "http://baike.baidu.com/_blank)及相同算法的逆算法对密文进行解密，才能使其恢复成可读明文。

3. 从中间状态数据与轮密钥的叠加，能否将 AES 解释为完全保密系统?

答：密码系统![](data:image/x-wmf;base64,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)称为完全保密，是指对一切![](data:image/x-wmf;base64,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),![](data:image/x-wmf;base64,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),![](data:image/x-wmf;base64,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)有![](data:image/x-wmf;base64,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) 即![](data:image/x-wmf;base64,183GmgAAAAAAAEQINALsCQAAAACNVAEACQAAAx0BAAACABwAAAAAAAUAAAAJAgAAAAAFAAAAAgEBAAAABQAAAAEC////AAUAAAAuARgAAAAFAAAACwIAAAAABQAAAAwCAAKABxIAAAAmBg8AGgD/////AAAQAAAAwP///8b///9ABwAAxgEAAAsAAAAmBg8ADABNYXRoVHlwZQAAUAAcAAAA+wKA/gAAAAAAAJABAAAAAAQCABBUaW1lcyBOZXcgUm9tYW4A/v///+ogCtkAAAoASKdaAAQAAAAtAQAACAAAADIKYAGOBgEAAAAweQgAAAAyCmABkAQBAAAAKXkIAAAAMgpgAfgCAQAAADt5CAAAADIKYAH0AAEAAAAoeRwAAAD7AoD+AAAAAAAAkAEAAAACBAIAEFN5bWJvbAAAUCLidn9gO6n+////wSAKTgAACgCIqloABAAAAC0BAQAEAAAA8AEAAAgAAAAyCmABaAUBAAAAPXkcAAAA+wKA/gAAAAAAAJABAQAAAAQCABBUaW1lcyBOZXcgUm9tYW4A/v///+ogCtoAAAoASKhaAAQAAAAtAQAABAAAAPABAQAIAAAAMgpgAZoDAQAAAEJ5CAAAADIKYAGEAQEAAABNeQgAAAAyCmABRgABAAAASXkKAAAAJgYPAAoA/////wEAAAAAABwAAAD7AhAABwAAAAAAvAIAAACGAQICIlN5c3RlbQB3SACKAQAACgAGAAAASACKAQEAAAD03hkABAAAAC0BAQAEAAAA8AEAAAMAAAAAAA==)

而从中间状态数据与轮密钥的叠加, AES算法中的加密、解密过程要经过多次数据变换操作，每一次变换操作会产生一个中间结果，称为状态(State)，算法的执行过程如下：

⑴给定一个明文M，将State初始化为M，并进行AddRoundKey操作，将轮密钥与State异或。

⑵对前Nr-1轮中的每一轮，用S盒进行一次SubBytes代替变换，对State做一次ShiftRows行移位操作，再对State做一次MixColumns列混淆操作，然后进行AddRoundKey操作。

⑶按照顺序分别进行SubBytes、ShiftRows、AddRoundKey操作。

⑷将最后的State中的内容定义为密文C。

AES的解密算法于加密不同，基本运算中除轮密钥加(AddRoundKey)不变之外，其余操作如SubBytes、ShiftRows、MixColumns都要求进行求逆变换。

从SubBytes代替变换开始会改变概率分布，所以从中间状态数据与轮密钥的叠加，能将 AES 解释为完全保密系统。

4. 字节替换是否改变熵?

答：![](data:image/x-wmf;base64,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)字节的替换会影响p（m），从而可能改变熵。

5. 行移位是否改变熵?

答：![](data:image/x-wmf;base64,183GmgAAAAAAACcTuAPsCQAAAABiTgEACQAAA+IBAAACABwAAAAAAAUAAAAJAgAAAAAFAAAAAgEBAAAABQAAAAEC////AAUAAAAuARgAAAAFAAAACwIAAAAABQAAAAwCYANgERIAAAAmBg8AGgD/////AAAQAAAAwP///67///8gEQAADgMAAAsAAAAmBg8ADABNYXRoVHlwZQAA4AAcAAAA+wLA/QAAAAAAAJABAAAAAgQCABBTeW1ib2wAAFAi4nYYbxvv/v///4hLCt0AAAoA0HOAAAQAAAAtAQAACAAAADIK+QG+BgEAAADlABwAAAD7AiD/AAAAAAAAkAEAAAACBAIAEFN5bWJvbAAAUCLidhhvG+/+////6UkKQwAACgCwcoAABAAAAC0BAQAEAAAA8AEAAAgAAAAyCg8DGwcBAAAAzgAcAAAA+wKA/gAAAAAAAJABAAAAAgQCABBTeW1ib2wAAFAi4nYYbxvv/v///4hLCt4AAAoAkHGAAAQAAAAtAQAABAAAAPABAQAIAAAAMgqgAaQFAQAAAC0ACAAAADIKoAF4BAEAAAA9ABwAAAD7AiD/AAAAAAAAkAEBAAAABAIAEFRpbWVzIE5ldyBSb21hbgD+////6UkKRAAACgAQdYAABAAAAC0BAQAEAAAA8AEAAAgAAAAyCg8DtAcBAAAATQAIAAAAMgoPA4UGAQAAAG0AHAAAAPsCgP4AAAAAAACQAQEAAAAEAgAQVGltZXMgTmV3IFJvbWFuAP7///+ISwrfAAAKANBygAAEAAAALQEAAAQAAADwAQEACAAAADIKoAGCDwEAAABtAAgAAAAyCqABLA4BAAAAcAAIAAAAMgqgARIKAQAAAG0ACAAAADIKoAG8CAEAAABwAAgAAAAyCqABIAIBAAAATQAIAAAAMgqgAUYAAQAAAEgAHAAAAPsCgP4AAAAAAACQAQAAAAAEAgAQVGltZXMgTmV3IFJvbWFuAP7////pSQpFAAAKAHBzgAAEAAAALQEBAAQAAADwAQAACAAAADIKoAGcEAEAAAApAAgAAAAyCqAB+A4BAAAAKAAJAAAAMgqgAdoLAwAAAGxvZzwIAAAAMgqgASwLAQAAACkACAAAADIKoAGICQEAAAAoAAgAAAAyCqABoAMBAAAAKQAIAAAAMgqgAZABAQAAAChvCgAAACYGDwAKAP////8BAAAAAAAcAAAA+wIQAAcAAAAAALwCAAAAhgECAiJTeXN0ZW0Ad0gAigEAAAoABgAAAEgAigEAAAAA9N4ZAAQAAAAtAQAABAAAAPABAQADAAAAAAA=)，行移不会影响概率分布p（m），从而不改变熵。

6. 列混合是否改变熵?

答：![](data:image/x-wmf;base64,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)，列混合不会影响概率分布p（m），从而不改变熵。