点拾成金

风险管理计划
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# 引言

## 本文件的范围和目的

点拾成金项目风险管理计划描述了在整个项目生命周期内项目团队如何组织和开展项目风险识别，度量，应对和监控等项目管理活动，是一份指导项目团队进行项目风险管理的纲领性文件。项目风险管理的目标在于提高项目中积极事件的概率和影响，降低项目中消极事件的概率和影响，确保项目在可控的范围内完成项目目标。

## 概述

### 目标

点拾成金项目风险管理计划描述了在整个项目生命周期内项目团队如何组织和开展项目风险识别，度量，应对和监控等项目管理活动，是一份指导项目团队进行项目风险管理的纲领性文件。项目风险管理的目标在于提高项目中积极事件的概率和影响，降低项目中消极事件的概率和影响，确保项目在可控的范围内完成项目目标。

### 需要优先考虑规避的风险

**A. 需求风险**

1. 需求已经成为项目基准，但需求还在继续变化；
2. 需求定义欠佳，而进一步的定义会扩展项目范畴；
3. 需求定义含混的部分比预期需要更多的时间；
4. 缺少有效的需求变化管理过程。

**B. 计划风险**

1. 计划是优化的，是"最佳状态"，但计划不现实，只能算是"期望状态"；
2. 计划基于使用特定的小组成员，而那个特定的小组成员其实指望不上；
3. 产品规模(代码行数、功能点)比估计的要大；
4. 涉足不熟悉的产品领域，花费在设计和实现上的时间比预期的要多。

**C. 人员风险**

1. 作为先决条件的任务(如培训及其他项目)不能按时完成；
2. 缺乏激励措施，士气低下，降低了生产能力；
3. 某些人员需要更多的时间适应还不熟悉的软件工具和环境；
4. 项目后期加入新的开发人员，需进行培训并逐渐与现有成员沟通，从而使现有成员的工作效率降低；
5. 由于项目组成员之间发生冲突，导致沟通不畅、设计欠佳、接口出现错误和额外的重复工作；
6. 不适应工作的成员没有调离项目组，影响了项目组其他成员的积极性；
7. 没有找到项目急需的具有特定技能的人。

**D. 开发环境风险**

1. 开发工具未及时到位；
2. 开发工具不如期望的那样有效，开发人员需要时间创建工作环境或者切换新的工具；
3. 新的开发工具的学习期比预期的长，内容繁多

**E. 产品风险**

1. 开发额外的不需要的功能，延长了计划进度；
2. 严格要求与现有系统兼容，需要进行比预期更多的测试、设计和实现工作；
3. 要求与其他系统或不受本项目组控制的系统相连，导致无法预料的设计、实现和测试工作；
4. 在不熟悉或未经检验的软件和硬件环境中运行所产生的未预料到的问题；
5. 开发一种全新的模块将比预期花费更长的时间；
6. 依赖正在开发中的技术将延长计划进度。

## 组织

### 小组成员

王梓铭，邢桐，王彩文，常昊，郑文璐，何方溥

### 责任

|  |  |
| --- | --- |
| 人员名称 | 主要责任 |
| 王梓铭 | 负责调研市场，掌控市场走向，及时掌握需求走向，及时与客户沟通作出风险调控。 |
| 邢桐 | 根据项目内容，通过风险调查，风险来源等作出风险识别，并作出风险分类。 |
| 王彩文 | 对所列的风险进行分析，作出风险发生的概率估计 |
| 常昊 | 对出现的风险进行风险评价 |
| 郑文璐 | 规划应对风险，对风险评价的结果提出建议并作出规避风险的备选方案及建议方案 |
| 何方溥 | 控制风险 |

## 风险规避策略内容说明

### 进度安排

|  |  |
| --- | --- |
| 内容 | 进度 |
| 对存在的项目风险进行识别 | 从项目需求阶段开始 |
| 对存在的项目风险进行分析 | 做出风险识别后开始 |
| 对存在的项目风险制定规避策略 | 做出风险分析后开始 |
| 风险监控 | 统筹全局 |

### 主要里程碑和审查行动

**规划风险管理**

**识别风险**

**风险定性分析**

通过项目风险分析对项目进行宏观控制，作出风险发生的概率及时作出规避策略，降低项目成本。

**风险定量分析**

**规划风险应对**

对于出现的不确定风险应及时做出应对措施，提出风险规避备选方案及建议方案，降低项目的失败性。

**监控风险**

# 风险识别

## 风险来源

项目相关文档，项目的前提、假设和制约因素，本项目可与类比的项目

## 风险分类

|  |  |
| --- | --- |
| 风险 | 类别 |
| 规模估算可能非常低 | 产品规模 |
| 用户数量大大超出计划 | 产品规模 |
| 复用程度低于计划 | 产品规模 |
| 最终用户抵制该计划 | 商业影响 |
| 交付期限将被紧缩 | 商业影响 |
| 资金将会流失 | 客户特性 |
| 用户将改变需求 | 产品规模 |
| 技术达不到预期的效果 | 技术情况 |
| 缺少对工具的培训 | 开发坏境 |
| 人员缺乏经验 | 人员数目及其经验 |
| 人员流动频繁 | 人员数目及其经验 |

# 风险分析

## 风险估计

### 定性风险分析法

|  |  |
| --- | --- |
| 风险发生概率的定性等级 | |
| 等级 | **等级说明** |
| A | 极高 |
| B | 高 |
| C | 中 |
| D | 低 |
| E | 极低 |

|  |  |
| --- | --- |
| 风险后果影响的定性等级 | |
| 等级 | **等级说明** |
| Ⅰ | 灾难性的 |
| Ⅱ | 严重的 |
| Ⅲ | 轻度的 |
| Ⅳ | 轻微的 |
| Ⅴ | 可忽略的 |

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| 影响评估 | | | | | |
| 类别/因素 | | **性能** | **支持** | **成本** | **进度** |
| 灾难性的 | 1 | 无法满足需求而导致任务失败 | | 错误将导致进度延迟和成本增加 | |
| 2 | 严重退化使得根本无法达到要求的技术性能 | 无法做出响应或无法支持的软件 | 严重的资金短缺，很可能超出预算 | 无法在交付日期内完成 |
| 严重的 | 1 | 无法满足需求而导致系统性能下降，使得任务能否成功受到质疑 | | 错误将导致操作的延迟，并是成本增加 | |
| 2 | 技术性能有所下降 | 在软件修改中有少量的延迟 | 资金不足，可能会超支 | 交交付日期可能延迟 |
| 轻微的 | 1 | 无法满足要求而导致次要任务的退化 | | 成本、影响和即可恢复的进度上的小问题 | |
| 2 | 技术性能有较小的降低 | 较好的软件支持 | 有充足的资金来源 | 实际的，可完成的进度计划 |
| 可忽略的 | 1 | 无法满足要求而导致不方便或不易操作 | | 错误对进度及成本的影响很小 | |
| 2 | 技术性能不会降低 | 易于进行软件支持 | 可能低于预算 | 支付日期将会提前 |
| 注：1.未测试出的软件错误或缺陷所产生的的潜在影响。  2.如果没有达到预期的结果所产生的潜在影响。 | | | | | |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| 风险评估指数矩阵 | | | | |
| 概率等级/影响等级 | **Ⅰ（灾难的）** | **Ⅱ（严重的）** | **Ⅲ（轻度的）** | **Ⅳ（轻微的）** |
| A（极高） | 1 | 3 | 7 | 13 |
| B（高） | 2 | 5 | 9 | 16 |
| C（中） | 4 | 6 | 11 | 18 |
| D（低） | 8 | 10 | 14 | 19 |
| E（极低） | 12 | 15 | 17 | 20 |

## 风险评价使用方法

风险分类、风险分析、风险排序

# 风险应对及监控

## 根据风险评价的结果提出建议

1. 消极风险或威胁采取规避，转移，减轻，接受等方法
2. 积极风险或机会采取开拓，分享，提高等方法。

## 可用于规避风险的备选方案及建议方案

|  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 项目管理过程 | 风险识别 | | 风险评估 | | | | 风险应对措施 | | 负责人 |
| 潜在的风险事件 | 风险发生的结果 | 可能性 | 严重性 | 不可控性 | 风险等级 | 应对措施 | 预防措施 |
| 需求分析 | 需求不明确 | 客户不接受产品或拒绝付款 | 5 | 9 | 6 | B | 派遣经验丰富的需求分析师与客户进行深入的交流，明确客户的主要需求，引导客户对项目做出正确的描述。 | 事先进行需求评审 |  |
| 项目范围定义不明确 | 项目没完没了 | 8 | 9 | 5 | B | 要求需求小组按照客户的要求变更项目范围。 | 需求要在事先定义清楚并获得客户的确认。 |  |
| 项目目标不明确 | 导致项目进度拖期或成本超支 | 6 | 8 | 5 | C | 修改项目目标。 | 事先明确项目目标 |  |
| 与客户沟通不够 | 软件不能满足客户需求 | 5 | 9 | 6 | C | 立即与客户进行沟通 | 制定沟通管理计划 |  |
| 需求小组对客户业务了解不够 | 软件不能实现业务功能 | 6 | 9 | 5 | C | 修改软件 | 加强与了解并让客户参与 |  |
| 需求小组没有真正理解客户需求 | 软件不能萍踪客户需求 | 8 | 10 | 7 | A | 根据客户需求修改 | 让客户确认需求报告 |  |
| 需求分析报告没有得到客户的确认 | 客户拒绝签字、验收 | 5 | 10 | 5 | C | 取消项目或修改项目 | 事先获得客户确认 |  |
| 需求不断变化 | 项目变得没完没了 | 8 | 9 | 5 | B | 提交CCB讨论、决  定 | 建立范围变更程序 |  |
| 缺乏有效的需求变化管理过程 | 项目不能按时、按预算完成 | 5 | 8 | 4 | D | 对需求变化进行评审 | 建立需求变更程序 |  |
| 任务定义不够充分 | 项目不能按时、按  预算完成 | 6 | 8 | 5 | C | 重新定义 | 事先与客户达成共识 |  |
| 设计 | 缺乏有经验的分析员 | 分析错误或不可行 | 4 | 10 | 5 | C | 培训或换人 | 配备有经验的分析员 |  |
| 设计偏离客户需求 | 软件不能跟踪需求，客户拒绝接受 | 5 | 10 | 5 | C | 修改设计 | 进行设计评审 |  |
| 软件功能漏项 | 客户不满意 | 4 | 8 | 5 | D | 增加相应的功能 | 进行设计评审、获得客户确认 |  |
| 编码 | 程序员对系统设计的理解上出现偏差 | 软件实现不了设计的功能，客户拒  绝接受 | 6 | 9 | 4 | D | 修改代码 | 进行设计评审 |  |
| 程序员开发能力差 | 项目进度拖期 | 4 | 9 | 5 | D | 培训或换人 | 配备精兵强将 |  |
| 程序员部首席开发工具 | 项目进度拖期、质  量问题 | 3 | 8 | 4 | E | 立即改进 | 提前准备 |  |
| 设计错误导致编码实现困难 | 质量问题 | 4 | 10 | 5 | C | 修改设计 | 编码之前进行设计评审 |  |
| 客户要求增加功能 | 项目进度拖期、成  本超支 | 8 | 7 | 5 | C | 修改程序 | 事先确定范围目标 |  |
| 项目将时间提前 | 质量问题 | 4 | 8 | 5 | D | 加班加点或增加资源 | 合同固定交付时间 |  |
| 程序员离开 | 项目执行不下去 | 5 | 10 | 4 | C | 临时替补人 | 与相关人员签订合同 |  |
| 开发团队内部沟通不够 | 接口混乱、质量问题 | 5 | 8 | 4 | D | 修改程序 | 制定内部沟通计划 |  |
| 测试 | 没有切实可行的测试计划 | 项目拖期、质量问题发现不了 | 2 | 9 | 5 | E | 修改测试计划 | 事先评审测试计划 |  |
| 测试人员不能按时到位 | 项目进度拖期 | 2 | 7 | 3 | E | 临时安排测试人员 | 制定出人力资源计划 |  |
| 测试人员经验不够 | 程序问题发现不了 | 4 | 6 | 3 | E | 培训或换人 | 选择有经验的人员 |  |
| 测试设备故障 | 项目拖期 | 3 | 8 | 4 | E | 修理或换设备 | 加强设备预防性维修 |  |
| 测试期间出现重大问题 | 客户拒绝接受产品 | 4 | 10 | 5 | C | 修改程序 | 分步测试 |  |
| 没有有效的备份方案 | 数据丢失无法挽救 | 4 | 9 | 4 | D | 重新开始 | 异地双重备份 |  |
| 测试发现的问题迟迟解决不了 | 项目进度拖期 | 3 | 9 | 5 | D | 加快解决 | 专家会诊解决 |  |
| 安装 | 设备不能按时到位 | 项目进度拖期 | 3 | 8 | 4 | E | 催设备供应商 | 提前采购或合同约束 |  |
| 运行时质量问题多 | 客户投诉 | 6 | 8 | 4 | D | 即时解决问题 | 事先进行局部运行 |  |
| 客户突然要求增加功能 | 项目进度拖期、成本超支 | 7 | 8 | 5 | C | 作出相应修改 | 事先确定项目范围和功能要求 |  |
| 重要的文件数据丢失 | 客户投诉、要求赔偿 | 3 | 9 | 5 | D | 重新生成数据 | 做好备份 |  |
| 系统崩溃 | 客户要求承担损  失 | 2 | 10 | 3 | E | 加紧修复 | 事先备份 |  |
| 维护 | 出现故障，用户维护人员解决不了 | 客户投诉 | 8 | 8 | 8 | A | 派技术人员帮助解  决 | 事先培训客户系统维护人员 |  |
| 用户手册错误多 | 客户投诉 | 3 | 6 | 4 | E | 修改错误 | 专人检查 |  |
| 培训手册没有按时准备好 | 客户投诉，培训不能按时进行 | 3 | 5 | 3 | B | 加班加点准备 | 提前准备出来 |  |
| 培训效果差 | 客户投诉，培训不能按时进行 | 3 | 5 | 3 | C | 加班加点准备 | 提前准备出来 |  |

## 风险监控

风险再评估、风险审计，技术指标分析，储备金分析，状态审查会，变差和趋势分析。