Motivation:

في الآونة الأخيرة تزايدت حالات النصب و الاحتيال عن طريق الرسائل النصية بزعمهم انهم جهات الحكومية او بنك تجاري وغيرها و لقد تسبب ذلك في الكثير من الاضرار للأشخاص الذين انخدعوا بهم لذلك يهدف هذا المشروع الى إنشاء تطبيق و الذي سوف يستخدم للكشف عن الرسائل النصية الاحتيالية و المشبوهة لحمايه المستخدمين من الوقوع في مصيدة هؤلاء المجرمين, و مساعدتهم لمعرفة الرسائل الموثوقة من الضارة و تنبيههم.

The number of fraudulent and deceptive text message cases has increased recently, with the perpetrators posing as commercial banks, government agencies, etc. To those who were duped by them, this has resulted in great harm. Consequently, the goal of this project is to develop an application that will be used to identify phony and dubious text messages. to keep users safe from these criminals' traps, assist them in telling legitimate messages apart from malicious ones, and raise their awareness.

The number of cases of fraudulent and hoax SMS messages, where the perpetrators pretended to be commercial banks, government agencies, etc., has been increasing in recent times. This has resulted in great harm to those who have been deceived by them. Therefore this application (SMS Sentinel) is an application that will be used to identify fake and suspicious text messages. To keep users safe from the traps of these criminals, and help them distinguish legitimate messages from malicious ones, by providing real-time alerts and flagging suspicious messages.

لقد تزايدت في الآونة الأخيرة عدد حالات الرسائل النصية القصيرة الاحتيالية والخادعة، حيث تظاهر مرتكبوها بأنهم بنوك تجارية ووكالات حكومية وما إلى ذلك. وقد أدى ذلك إلى ضرر كبير لمن انخدع بهم. ولذلك فإن الهدف الأساسي من هذا التطبيق (SMS Sentinel) هو لمساعدة المستخدمين من الحفاظ على معلوماتهم و أموالهم و ما الى ذلك, و سيتم استخدامه للتعرف على الرسائل النصية المزيفة والمشبوهة. للحفاظ على أمان المستخدمين من أفخاخ هؤلاء المجرمين، ومساعدتهم على تمييز الرسائل المشروعة من الرسائل الضارة، من خلال توفير تنبيهات في الوقت الفعلي والإبلاغ عن الرسائل المشبوهة.

Recently, cases of fraudulent and deceptive SMS messages, the perpetrators of which claimed to be government agencies, commercial banks, etc., have increased, resulting in many people falling into the trap of these criminals and suffering serious consequences. Hence, the main aim of this app (SMS Sentinel) is to help users protect their data, money and other assets. It will also be used to detect fake and suspicious text messages. By sending real-time alerts and helping users separate malicious messages from reliable ones, we hope to protect users from traps set by these criminals.