SL (Secure Sockets Layer) and TLS (Transport Layer Security) are cryptography's network communication protocols. TLS superseded, and also replaced, SSL as the latter, more secure version, and TLS 1.2 and 1.3 today continue to keep abreast of modern standards (Cloudflare, no date; Gigamon, 2019). HTTPS (Hypertext Transfer Protocol over SSL/TLS) encloses HTTP over SSL/TLS, securing data in transit between clients and servers, whereas HTTP transmits data in plaintext, subject to intercept and alteration (DreamHost, 2020).

The risks of not using SSL/TLS include exposing sensitive user information (passwords and credit card numbers) to eavesdropping, aiding in man-in-the-middle attacks, and losing user trust as browsers label sites as "not secure" (Gigamon, 2019). Actual attacks include 2013's shutdown of software firm Code Spaces, whereby attackers exploited poor SSL practice to gain control over their AWS account, quickly resulting in the company closing down; another example is 2014's Heartbleed vulnerability, an abrupt defect in the OpenSSL library exposing private keys and sensitive information to millions of sites (DreamHost, 2020).
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