Deve-se realizar o monitoramento e registro de todas as ações de login dos usuários, o monitoramento permitirá uma ação imediata para o impedimento do ataque, a documentação dos registros das ações também poderá identificar ataques após análise dos registros e também deve-se documentar para fins de auditoria e conformidade.

Uma forma de mitigação seria o rastreio de padrões durante o monitoramento do sistema, como utilização do mesmo cliente HTTP, dispositivo, User Agent. A identificação de padrões facilita o bloqueio dos ataques dos invasores.