1. Username (регистрация):
   1. Дали съществува в DB
   2. Главни/малки букви (при записване в DB да ги прави small caps)
   3. Съобщение за грешка при използване на точки, запетаи, други препинателни знаци(ако не са предвидени да ги има в username-а)
   4. Трие ли space накрая на input-а
2. Password (регистрация)
   1. Съобщение при пуснат caps lock
   2. Дължина над 8 символа (или колкото се изсиква)
   3. Да съдържа символ/число/главна буква
   4. Да се криптира (ако се изисква)
3. Email (регистрация)
   1. да съдържа @
   2. да не е използван за друга регистрация
   3. след @ да има валиден домейн smth.xxx
   4. трие ли space накрая на input-а
   5. изпраща ли наистина welcome email с данни за username и password (без password, ако се криптира)
   6. email-a да съдържа валиден линк за верификация
4. Login
   1. Съобщение при пуснат caps lock при изписването на password-а
   2. При сгрешен username и/или password да предлага опция за възстановяване по email
   3. При login от социална мрежа
      1. Препраща ли към login прозорец
      2. При грешен username и/или password да прилага 4.2
5. Възстановяване
   1. Да препраща към диалогов прозорец за изписване на email
   2. small caps на input-a, триене на space-a накрая
   3. email-а съществува ли в DB
   4. Да изкарва съобщение при успешно въвеждане на email
   5. Да изпраща наистина email с данни за възстановяване (случайно генериран password е за предпочитане)