# Email: Critical Vulnerabilities Found on 192.168.132.135

To: developers@example.com

Subject: Critical Vulnerabilities Found on 192.168.132.135 – Immediate Attention Required

Hello Team,

During our VAPT lab on the Metasploitable2 VM (192.168.132.135), we identified several critical vulnerabilities: outdated Apache 2.2.8, PHP source disclosure, unsecured backup files, open FTP (vsftpd 2.3.4), and active TRACE method allowing XST attacks. A proof-of-concept for retrieving sensitive files is attached.

Recommended actions: Patch Apache and PHP, disable unused services (FTP, Telnet, RPC), secure cookies with HttpOnly, remove publicly accessible backup files, and restrict TRACE/HTTP methods. Immediate remediation will significantly reduce risk exposure.

Regards,

Ishan Chowdhury

VAPT Team