Authenticated access to Tomcat Manager on 192.168.132.135 (port 8180) allowed deployment of a JSP/Java payload, resulting in remote code execution and a shell. Metasploit modules tomcat\_mgr\_login and tomcat\_mgr\_deploy validated exploitability. Recommend immediate removal of default credentials, restrict manager access, and patch Tomcat and perform post-exploit forensics and retesting.