# Rollen

|  |  |
| --- | --- |
| Name | Beschreibung |
| Abteilungsleiter | Zugriff auf Soll und Soll-Ist Vergleich. Kann User/Gruppen erfassen. |
| Auditor | Read-Only auf Soll-Ist-Vergleich |
| SysAdmin | Read-Only auf Soll-Ist-Vergleich |
| Authorisierungstelle | Zugriff auf Soll-Ist Vergleich, kann User/Gruppen sehen. |
| Application Owner | Full Access |

|  |  |  |
| --- | --- | --- |
| ID | Name | Beschreibung |
| R1 | Dashboard – Fehler pro Monat | Zugriff auf die Auswertung wie viele Rechtefehler das System pro Monat entdeckt hat. |
| R2 | Dashboard – User Status | Zeigt an wie viele User dem Benutzer zugeordnet sind und wie vielen aktiv, inaktive,… sind |
| R3 | Dashboard – Rechtefehler | Zeigt die aktuellen Rechtefehler des zugeordneten Gruppen und Users |
| R4 | Dashboard – History | Zeigt an welche Änderungen man zuletzt durchgeführt hat. |
| R5 | Dashboard – History Global | Zeigt die Änderungen von verschiedenen Benutzern an. |
| R6 | Reports – Reports erstellen | Darf einen Report zurverfügung stellen |
| R7 | Reports – Reports anzeiegn | Darf die zugeordneten Reports anzeigen/ausdrucken. |
| R8 | User – User erfassen | Darf einen User in WRAD erfassen |
| R9 | User – User bearbeiten | Darf einen User in WRAD bearbeiten |
| R10 | User – User entfernen | Darf einen User aus WRAD entfernen |
| R11 | Gruppe – Gruppe erfassen | Darf eine Gruppe in WRAD erfassen |
| R12 | Gruppe – Gruppe bearbeiten | Darf eine Gruppe in WRAD bearbeiten |
| R13 | Gruppe – Gruppe entfernen | Darf eine Gruppe aus WRAD entfernen |