Relatório de análise de vulnerabilidades
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# Informações

|  |  |
| --- | --- |
| URL analisada | [URL] |
| Escopo da análise | [Incluir escopo] |

# Vulnerabilidades

A análise identificou os seguintes números quanto às vulnerabilidades:

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Vulnerabilidade(s) identificada(s) Classificação do Risco | Crítico | Alto | Médio | Baixo | Informativo |
| Quantidade | n\_critical | n\_high | n\_medium | n\_low | n\_info |

## Representação das vulnerabilidades

|  |  |  |
| --- | --- | --- |
| **AN[[1]](#footnote-1)- Título da Vulnerabilidade** | | |
| **Número e título da CWE** | | |
| **Cor do Risco** | **Nível de Risco** | **Código de Cor** |
| Crítico |  |
| Alto |  |
| Médio |  |
| Baixo |  |
| Informativo |  |
| **Ativo, Aplicação ou URL afetado** | | |
| URL afetada. | | |
| **Vulnerabilidade** | | |
| Descrição da Vulnerabilidade. | | |
| **Risco** | | |
| O possível impacto se a vulnerabilidade for explorada com sucesso. | | |
| **Mitigação do Risco e Recomendações** | | |
| Soluções de contorno para mitigar/eliminar o risco. | | |
| **Referências** | Referências online, informações sobre a vulnerabilidade e possíveis soluções ou contramedidas. | |

## Classificação de vulnerabilidades OWASP Top 10 (2013)

|  |  |
| --- | --- |
| **AN** | **Descrição - OWASP Top 10 (2013)** |
| **A1** | **Injection** |
| **A2** | **Broken Authentication and Session Manegement** |
| **A3** | **Cross-Site Scripting** |
| **A4** | **Insecure Direct Object Reference** |
| **A5** | **Security Misconfiguration** |
| **A6** | **Sensitive Data Exposure** |
| **A7** | **Missing Function Level Access Control** |
| **A8** | **Cross-site Request Forgery** |
| **A9** | **Using Components with Known Vulnerabilities** |
| **A10** | **Unvalidate Redirects and Forwards** |

## Sumário Executivo

A tabela abaixo demonstra quais as vulnerabilidades encontradas, assim como seu impacto e risco:

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **Nº** | **Risco** | **Vulnerabilidade** | **Impacto** | **Status** |

1. Classificação de vulnerabilidade baseada na OWASP Top 10 no ano de 2013. Para consulta da descrição ver seção 3.3. [↑](#footnote-ref-1)