**СОСТАВЛЕНИЕ ТЗ ДЛЯ ПРЕДМЕТНОЙ ОБЛАСТИ**

Задание № 1

Техническое задание для разрабатываемого программного продукта ЗАГС в соответствии с ГОСТ 19.201-78 и ГОСТ 34.602-89.
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10. Общие сведения
    1. Полное наименование системы и общие сведения.

Органы записи актов гражданского состояния;

Условное обозначение: ЗАГС

* 1. Наименование разработчика системы и реквизиты заказчика.

Заказчик – работники ЗАГСа и органов ЗАГСа: Матевосян Г. А., Агафонов Д, Р.

Разработчик – студент группы И-22 Воробьёв Станислав Олегович.

* 1. Основания для разработки АС.

Потеря документов при подаче в ЗАГС, долгое ожидание подачи документов.

* 1. Плановые сроки начала и окончания работы по созданию системы:

- начало работ по созданию системы – зима 2024.

- окончание работ по созданию системы – конец лето 2024.

* 1. Источник финансирования работ по созданию АС.

Министерство финансов Российской Федерации (далее: РФ).

* 1. Порядок оформления и предъявления заказчику результатов работ по созданию системы:

К результатам труда разработчика относится:

· оригинальное аппаратное обеспечение;

· оригинальное программное обеспечение;

· уникальные структуры данных;

· проектная и рабочая документация.

Заказчику передаются:

· 2 флеш-накопителя с дистрибутивом программного обеспечения ИС учёта;

· 1 флеш-накопитель с демонстрационными примерами;

Заказчик приобретает у третьих лиц:

· лицензионное программное обеспечение.

· Активное сетевое оборудование.

· Серверное оборудование.

· Пассивное сетевое оборудование

Результаты работы предоставляются заказчику:

Результаты передаются заказчику частями по завершении каждой стадии работы по созданию системы

· Активное сетевое оборудование

· Документация – в электронном виде в формате MS Word, на бумажных носителях.

1. Назначение и цели создания системы
   1. Назначение системы.

ИС учета и приёма документов, предназначена для автоматизации создания, контроля, хранения, учета, изменения документов клиентов.

* 1. Цели создания системы.

Целью создания системы является:

· Снижение времени обработки и подачи заявления на изменения, выдачу и подачу документов клиенту или в архив;

· Минимизация ошибок при обработке документов;

· Увеличение кол-во обслуживаемых клиентов за день.

1. Характеристика объекта автоматизации
   1. Краткие сведения об объекте автоматизации.

Объектом автоматизации является Управление ЗАГС Краснодарского края, отдел ЗАГС Ейского района. Основной деятельностью является записи актов гражданского состояния.

* 1. Сведения об условиях эксплуатации объекта автоматизации.

ИС учёта и приёма документов используется работниками ЗАГСа и работниками органов ЗАГСа.

1. Требования к системе
   1. Требования к системе в целом.
      1. Требования к структуре и функционированию системы

ИС учета и приёма документов должна представлять собой систему, включающую в себя подсистемы:

* Подсистема регистрации актов гражданского состояния:
  + Обеспечивает возможность регистрации рождений, браков, разводов и смертей.
  + Содержит информацию о регистрационных документах, персональных данных и соответствующих событиях.
* Подсистема архивирования и хранения данных:
  + Отвечает за сохранность и доступность архивных данных о регистрации гражданского состояния.
  + Обеспечивает удобный поиск и извлечение архивных документов.
    1. Требования к средствам и способам связи для информационного обмена между компонентами системы.

Для информационного обмена между компонентами системы должна быть организована локальная сеть. ИС учета и приёма документов ТВКР функционирует на сервере, к которому имеют доступ пользователи этой программой по средствам локальной сети.

* + 1. Требования к характеристикам взаимосвязи создаваемой системы со смежными системами, требования к ее совместимости.

ИС учета и приёма документов будет использоваться сотрудниками ЗАГСа и органов ЗАГСа. Обмен информацией между компонентами системы и сотрудниками ЗАГСа и органами ЗАГСа, производиться путем передачи электронных документов и иной информации.

* + 1. Требования по диагностированию системы.

Ежемесячно техническое оборудование проходит диагностические и профилактические мероприятия, а по мере необходимости проводятся проверки целостности данных и нарушений. При необходимости проводятся проверки программного и аппаратного обеспечения.

* + 1. Перспективы системы, модернизация системы.

Модернизация системы может идти по двум путям: модернизация программного обеспечения и комплексная модернизация аппаратного обеспечения. Модернизация программного обеспечения включает внесение необходимых изменений или дополнений в программную систему, а также ее обновление до последних версий.

* + 1. Требуемый режим работы персонала.

Требуемый режим работы персонала – полный рабочий день с 9:00 до 18:00.

Основной перерыв должен составлять 1 час.

* + 1. Требования к надежности комплекса.

Система должна быть устойчива к аппаратным и программным сбоям, а также к перебоям в подаче электроэнергии. Для надежной работы комплекса необходимы высоконадежные аппаратно-программные комплексы. Требования к надежности должны быть установлены для чрезвычайных ситуаций, таких как сбой оборудования системы, потеря электропитания, сбой программного обеспечения, ошибки сотрудников, пожар и взрывы.

* + 1. Требования к численности и квалификации персонала программы и режимы его работы.

Пользователь – сотрудник ЗАГС-(может изменять, вносить корректировки).

Администратор – специалист, имеющий возможность корректировки информации в БД, следить за правильностью ведения БД.

Квалификация пользователя программы:

Пользователь программы должен владеть навыками работы с операционной системой Microsoft Windows 10, 11.

* + 1. Требования по безопасности системы.
* Контроль доступа.
* Физическая безопасность.
* Резервное копирование и аварийное восстановление.
* Оценка уязвимостей и тестирование на проникновение.
* Конфиденциальность и конфиденциальность данных.
  + 1. Требования по эргономике и технической эстетике.

Эргономика:

* Удобные и регулируемые сиденья для персонала и посетителей.
* Правильная планировка рабочего места, обеспечивающая легкий доступ к необходимым инструментам и документам.
* Меры по контролю шума, чтобы уменьшить отвлекающие факторы и обеспечить четкое общение.
* Рассмотрение стандартов доступности для людей с ограниченными возможностями.

Техническая эстетика:

* Интеграция современных технологий, таких как компьютерные системы, цифровые дисплеи для эффективного рабочего процесса и повышения качества обслуживания клиентов.
* Хорошо продуманные указатели и системы навигации, помогающие клиентам легко ориентироваться.
* Интеграция мер безопасности, таких как камеры наблюдения и контролируемые точки доступа.
  + 1. Требования к эксплуатации, техническому обслуживанию, ремонту и хранению систем комплекса.

Техническое и профилактическое обслуживание аппаратных систем комплекса имеют важное значение и требуют специального времени, обычно одного дня в месяц. Электросеть должна иметь определенные параметры: напряжение 220 В.

Для эффективного обслуживания и предотвращения проблем с аппаратными системами должен привлекаться инженера-электронщика или специалиста по сетевым технологиям. Специалист должен выделять один день в месяц для обслуживания аппаратных систем комплекса, а также быть доступным для устранения непредвиденных сбоев по запросу персонала компании.

* + 1. Требования по сохранности информации.

Сохранность информации должна быть обеспечена в следующих случаях:

* Неисправность сложных аппаратных систем
* Стихийные бедствия, такие как пожар, наводнение, взрыв и землетрясение.
* Кража носителей информации и других сложных систем
* Программные ошибки
* Ошибки, допущенные сотрудниками.

Для обеспечения информационной безопасности необходимо реализовать следующие меры:

* Используйте источники бесперебойного питания для защиты данных во время перебоев в подаче электроэнергии.
* Ежедневное резервное копирование базы данных на несколько дисков для надежного хранения данных.
* Использовать механизмы СУБД Microsoft Access для защиты информации в случае сбоев.
  + 1. Требования к средствам защиты от внешних воздействий.

1. Физическая безопасность: Адекватные меры для защиты офиса от несанкционированного доступа и вторжений, такие как надежные двери, окна и замки.
2. Системы наблюдения: установка камер видеонаблюдения и систем сигнализации для наблюдения и записи действий внутри и вокруг офисных помещений.
3. Защита данных: обеспечение безопасности электронных и физических записей посредством шифрования, регулярного резервного копирования и ограничения доступа к конфиденциальной информации.
   * 1. Требования к защите информации от несанкционированного доступа.

При работе с системой учета и приёма документов, необходимо, чтобы она была защищена от попыток изменения и разрушения. Система нуждается в защите информации от несанкционированного доступа. ИС защищается паролем. Существует два вида доступа:

* доступ сотрудниками (заполнять, изменять, вносить корректировки);
* доступ администратору (вести профилактические мероприятия, следить за правильностью ведения БД).
  + 1. Требования по стандартизации и унификации.

В процессе функционирования системы должны использоваться программные и аппаратные средства с учетом удобства их применения в рамках комплекса.

База данных хранится в формате Microsoft Access (mdb-файл). После внесения изменений все данные сохранять в том же файле.

Интерфейс системы построить на основе стандартных для операционной системы Windows элементов.