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0. Детальные аспекты политики изложены в Положении об обработке персональных данных ФГАОУ ВО «МОСКОВСКОГО ПОЛИТЕХНИЧЕСКОГО УНИВЕРСИТЕТА».

0.1 Данная Политика в отношении обработки персональных данных рассматривается только для пользователей и посетителей веб-сайта Московского политехнического университета (далее – Московский Политех) https://mospolytech.ru.

1. Общие положения.

1.1. Настоящая Политика разработана в соответствии с положениями Конституции Российской Федерации, Трудового кодекса Российской Федерации, Федеральным законом от 27.07.2006 № 152-ФЗ «О персональных данных», Федеральным законом от 27.07.2006 № 149-ФЗ «Об информации, информационных технологиях и о защите информации», является локальным нормативным актом федерального государственного автономного образовательного учреждения высшего образования и определяет основные принципы, цели, условия обработки персональных данных, а также сведения о реализуемых в требованиях к защите персональных данных.

1.2. Политика применяется в отношении всех персональных данных, которые могут быть получены Московским Политехом в процессе деятельности, в том числе клиентов Московского Политеха. Обработка персональных данных в Московского Политеха осуществляется в соответствии со следующими нормативно-правовыми актами:

* Трудовой кодекс Российской Федерации;
* Федеральный закон от 27 июля 2006 г. No 152-ФЗ «О персональных данных» (далее – Федеральный закон «О персональных данных»);
* Постановление Правительства Российской Федерации от 15 сентября 2008 г. No 687 «Об утверждении Положения об особенностях обработки персональных данных, осуществляемой без использования средств автоматизации»;
* Постановление Правительства Российской Федерации от 6 июля 2008 г. No 512 «Об утверждении требований к материальным носителям биометрических персональных данных и технологиям хранения таких данных вне информационных систем персональных данных»;
* Постановление Правительства Российской Федерации от1 ноября 2012 г. No 1119 «Об утверждении требований к защите персональных данных при их обработке в информационных системах персональных данных»;
* Приказ ФСТЭК России от 18 февраля 2013 г. No 21 «Об утверждении состава и содержания организационных и технических мер по обеспечению безопасности персональных данных при их обработке в информационных системах персональных данных»;
* Приказ Роскомнадзора от 05 сентября 2013 г. No 996 «Об утверждении требований и методов по обезличиванию персональных данных»;
* иные нормативные правовые акты Российской̆ Федерации и нормативные документы исполнительных органов государственной власти.

1.3. Действие настоящей Политики распространяется на все операции, связанные с обработкой персональных данных в Московского Политеха, с использованием средств автоматизации, в том числе в информационно-телекоммуникационных сетях, или без использования таких средств.

1.4. Политика обеспечивает защиту прав и свобод субъектов при обработке их персональных данных с использованием средств автоматизации или без использования таких средств, а также устанавливает ответственность лиц, имеющих доступ к персональным данным, за невыполнение требований, регулирующих обработку и защиту персональных данных.

1.5. Настоящая Политика может быть изменена Московским Политехом. Московский Политех имеет право в любое время по своему собственному усмотрению вносить изменения в настоящую Политику без предварительного уведомления Пользователя об этом. При внесении изменений в актуальной редакции указывается дата последнего обновления. Новая редакция Политики вступает в силу с момента ее размещения на веб-сервере, если иное не предусмотрено новой редакцией Политики.

1.6. Оператор ставит своей важнейшей целью и условием осуществления своей деятельности соблюдение прав и свобод человека и гражданина при обработке его персональных данных, в том числе защиты прав на неприкосновенность частной жизни, личную и семейную тайну.

1.7. Настоящая политика Оператора в отношении обработки персональных данных (далее – Политика) применяется ко всей информации, которую Оператор может получить о посетителях веб-сайта https://mospolytech.ru.

2. Термины и определения.

2.1. Автоматизированная обработка персональных данных – обработка персональных данных с помощью средств вычислительной техники.

2.2. Блокирование персональных данных – временное прекращение обработки персональных данных (за исключением случаев, если обработка необходима для уточнения персональных данных).

2.3. Веб-сайт – совокупность графических и информационных материалов, а также программ для ЭВМ и баз данных, обеспечивающих их доступность в сети интернет по сетевому адресу https://mospolytech.ru.

2.4. Информационная система персональных данных – совокупность содержащихся в базах данных персональных данных, и обеспечивающих их обработку информационных технологий и технических средств.

2.5. Обезличивание персональных данных – действия, в результате которых невозможно определить без использования дополнительной информации принадлежность персональных данных конкретному Пользователю или иному субъекту персональных данных.

2.6. Обработка персональных данных – любое действие (операция) или совокупность действий (операций), совершаемых с использованием средств автоматизации или без использования таких средств с персональными данными, включая сбор, запись, систематизацию, накопление, хранение, уточнение (обновление, изменение), извлечение, использование, передачу (распространение, предоставление, доступ), обезличивание, блокирование, удаление, уничтожение персональных данных.

2.7. Оператор – государственный орган, муниципальный орган, юридическое или физическое лицо, самостоятельно или совместно с другими лицами организующие и (или) осуществляющие обработку персональных данных, а также определяющие цели обработки персональных данных, состав персональных данных, подлежащих обработке, действия (операции), совершаемые с персональными данными.

2.8. Персональные данные (ПДн) – любая информация, относящаяся прямо или косвенно к определенному или определяемому Пользователю веб-сайта https://mospolytech.ru.

2.9. Персональные данные, разрешенные субъектом персональных данных для распространения, - персональные данные, доступ неограниченного круга лиц к которым предоставлен субъектом персональных данных путем дачи согласия на обработку персональных данных, разрешенных субъектом персональных данных для распространения в порядке, предусмотренном Законом о персональных данных (далее - персональные данные, разрешенные для распространения).

2.10. Пользователь – любой посетитель веб-сайта https://mospolytech.ru.

2.11. Предоставление персональных данных – действия, направленные на раскрытие персональных данных определенному лицу или определенному кругу лиц.

2.12. Распространение персональных данных – любые действия, направленные на раскрытие персональных данных неопределенному кругу лиц (передача персональных данных) или на ознакомление с персональными данными неограниченного круга лиц, в том числе обнародование персональных данных в средствах массовой информации, размещение в информационно-телекоммуникационных сетях или предоставление доступа к персональным данным каким-либо иным способом.

2.13. Трансграничная передача персональных данных – передача персональных данных на территорию иностранного государства органу власти иностранного государства, иностранному физическому или иностранному юридическому лицу.

2.14. Уничтожение персональных данных – любые действия, в результате которых персональные данные уничтожаются безвозвратно с невозможностью дальнейшего восстановления содержания персональных данных в информационной системе персональных данных и (или) уничтожаются материальные носители персональных данных.

2.15. Информационная система персональных данных (ИСПДн) – совокупность содержащихся в базах данных персональных данных и обеспечивающих их обработку информационных технологий и технических средств;

3. Условия обработки персональных данных.

3.1. Обработка персональных данных необходима для достижения целей, предусмотренных международным договором Российской Федерации или законом, для осуществления возложенных законодательством Российской Федерации на оператора функций, полномочий и обязанностей.

3.2. Для каждой цели обработки персональных данных устанавливаются соответствующие:

* категории и перечень обрабатываемых персональных данных;
* категории субъектов, персональные данные которых могут обрабатываться;
* способы, сроки обработки и хранения персональных данных;
* порядок уничтожения персональных данных.

3.3. Обработка персональных данных осуществляется с согласия субъекта персональных данных на обработку его персональных данных.

3.4. Обработка персональных данных необходима для осуществления правосудия, исполнения судебного акта, акта другого органа или должностного лица, подлежащих исполнению в соответствии с законодательством Российской Федерации об исполнительном производстве.

3.5. Обработка персональных данных необходима для исполнения договора, стороной которого либо выгодоприобретателем или поручителем, по которому является субъект персональных данных, а также для заключения договора по инициативе субъекта персональных данных или договора, по которому субъект персональных данных будет являться выгодоприобретателем или поручителем.

3.6. Обработка персональных данных необходима для осуществления прав и законных интересов оператора или третьих лиц либо для достижения общественно значимых целей при условии, что при этом не нарушаются права и свободы субъекта персональных данных.

3.7. Осуществляется обработка персональных данных, доступ неограниченного круга лиц к которым предоставлен субъектом персональных данных либо по его просьбе (далее – общедоступные персональные данные).

3.8. Осуществляется обработка персональных данных, подлежащих опубликованию или обязательному раскрытию в соответствии с федеральным законом.

3.9. Уничтожение персональных данных производится в следующих случаях:

* при достижении целей обработки персональных данных или в случае утраты необходимости в достижении целей обработки персональных данных, если иное не установлено правилами Положения и требованиями действующего законодательства о ПДн;
* при истечении срока действия правовых оснований обработки персональных данных;
* при выявлении факта обработки персональных данных, не соответствующей требованиям Положения и/или требованиям действующего законодательства о ПДн;
* при отзыве субъектом персональных данных согласия на обработку персональных данных, если иное не предусмотрено требованиями действующего законодательства о ПДн;
* при предъявлении субъектом персональных данных требования о прекращении обработки персональных данных в случае, если персональные данные являются неполными, устаревшими, неточными, незаконно полученными или не являются необходимыми для заявленной цели обработки, если иное не предусмотрено требованиями действующего законодательства о ПДн;
* при получении от надзорного органа решения об уничтожении ПДн, в том числе решения о запрете или ограничении трансграничной передачи ПДн.

3.10. Уничтожение персональных данных производится посредством осуществления действий, в результате которых становится невозможным восстановить содержание персональных данных в информационных системах и/или в результате которых уничтожаются материальные носители персональных данных. По результатам проведенного уничтожения составляется акт об уничтожении персональных данных и формируется запись в электронном журнале регистрации событий в информационной системе персональных данных.

3.11. В целях исполнения возложенных на Организацию функций, Московский Политех, в установленном порядке, вправе поручить обработку ПДн третьим лицам. В гражданско-правовые договоры с лицами, которым Московский Политех поручает обработку ПДп, включаются условия, обязывающие таких лиц соблюдать предусмотренные законодательством Российской Федерации требования к обработке и защите ПДн.

4. Права и обязанности университета и субъекта персональных данных.

4.1. Московский Политех обязан:

* при обработке персональных данных соблюдать требования законодательства РФ в отношении обработки и защиты персональных данных, в том числе требования, предусмотренные для сбора персональных данных;
* при сборе персональных данных, в том числе посредством информационно-телекоммуникационной сети «Интернет», обеспечить запись, систематизацию, накопление, хранение, уточнение (обновление, изменение), извлечение персональных данных субъектов персональных данных (граждан Российской Федерации) с использованием баз данных, находящихся на территории Российской Федерации, за исключением случаев, предусмотренных законодательством Российской Федерации;
* при сборе персональных данных с использованием информационно-телекоммуникационных сетей, опубликовать в соответствующей информационно-телекоммуникационной сети, в том числе на страницах принадлежащего университету сайта в информационно-телекоммуникационной сети «Интернет», с использованием которых осуществляется сбор персональных данных, документ, определяющий его политику в отношении обработки персональных данных, и сведения о реализуемых требованиях к защите персональных данных, а также обеспечить возможность доступа к указанному документу с использованием средств соответствующей информационно-телекоммуникационной сети;
* в случае, если предоставление персональных данных и/или согласия на их обработку является обязательным в соответствии с требованиями законодательства Российской Федерации и субъект персональных данных отказывается предоставить персональные данные и/или предоставить согласие на их обработку, разъяснить юридические последствия непредоставления персональных данных и/или согласия на их обработку;
* в случае получения персональных данных не от субъекта персональных данных до начала обработки персональных данных предоставить субъекту персональных данных информацию, предусмотренную ФЗ «О персональных данных», с учетом установленных законодательством Российской Федерации исключений;
* выполнять обязанности, предусмотренные для операторов персональных данных, при получении запросов и/или обращений по вопросам персональных данных от субъекта персональных данных и/или его представителя (обладающего полномочиями на представление интересов субъекта персональных данных), и/или от надзорного органа;
* принимать меры, направленные на обеспечение выполнения требований ФЗ «О персональных данных»;
* принимать меры по обеспечению безопасности персональных данных при их обработке;
* выполнять обязанности по устранению нарушений законодательства Российской Федерации, если такие нарушения были допущены при обработке персональных данных, а также выполнять обязанности по уточнению, блокированию, уничтожению персональных данных в случаях, предусмотренных законодательством Российской Федерации;
* выполнять обязанности, установленные ФЗ «О персональных данных» для операторов персональных данных, в случае получения от субъекта персональных данных требования о прекращении обработки персональных данных и/или отзыва согласия на обработку персональных данных;
* взаимодействовать с надзорным органом по вопросам, связанным с обработкой и защитой персональных данных, в случаях, предусмотренных ФЗ «О персональных данных»;
* выполнять иные обязанности, предусмотренные законодательством РФ.

4.2. Московский Политех имеет право:

* обрабатывать персональные данные субъектов персональных данных в отсутствие согласия на обработку персональных данных в случаях, предусмотренных ФЗ «О персональных данных»;
* осуществлять передачу персональных данных субъектов персональных данных третьим лицам/контрагентам, государственным органам, муниципальным органам власти, государственным учреждениям, государственным внебюджетным фондам, иным лицам (если применимо), а также поручить обработку персональных данных субъектов персональных данных третьим лицам/контрагентам, иным лицам при наличии соответствующих правовых оснований и соблюдении требований ФЗ «О персональных данных»;
* отказать субъекту персональных данных в предоставлении сведений об обработке его персональных данных в случаях, предусмотренных ФЗ «О персональных данных»;
* самостоятельно определять состав и перечень мер, необходимых и достаточных для обеспечения выполнения обязанностей, предусмотренных ФЗ «О персональных данных» и принятыми в соответствии с ним нормативными правовыми актами, если иное не предусмотрено законодательством Российской Федерации;
* самостоятельно, с учетом требований ФЗ «О персональных данных», определять перечень необходимых правовых, организационных и технических мер для защиты персональных данных от неправомерного или случайного доступа к ним, уничтожения, изменения, блокирования, копирования, предоставления, распространения персональных данных, а также от иных неправомерных действий в отношении персональных данных на основании проведенной оценки актуальных угроз безопасности персональных данных, а также определять порядок реализации указанных мер и проводить оценку эффективности принимаемых мер;
* реализовывать иные права, предусмотренные законодательством Российской Федерации.

4.3. Субъект персональных данных имеет право:

* свободно, своей волей и в своем интересе предоставлять согласие на обработку персональных данных с учетом требований ФЗ «О персональных данных» к форме и содержанию согласий на обработку персональных данных;
* направлять запросы и/или обращения, в том числе повторные, и получать информацию по вопросам обработки персональных данных, принадлежащих субъекту персональных данных, в порядке, форме, объеме и в сроки, установленные законодательством Российской Федерации;
* требовать от университета уточнения своих персональных данных, их блокирования или уничтожения в случае, если персональные данные являются неполными, устаревшими, неточными, незаконно полученными или не являются необходимыми для заявленной цели обработки, а также принимать предусмотренные законодательством Российской Федерации меры по защите своих прав с учетом исключений, установленных ФЗ «О персональных данных»;
* обратиться с требованием к университету прекратить обработку своих персональных данных, а также отозвать предоставленное согласие на обработку персональных данных;
* осуществлять иные права, предусмотренные законодательством Российской Федерации.

4.4. Субъекты персональных данных обязаны:

* предоставлять Оператору достоверные данные о себе;
* сообщать Оператору об уточнении (обновлении, изменении) своих персональных данных.

5. Понятие и состав персональных данных.

5.1. В зависимости от субъекта персональных данных Московский Политех для осуществления своей деятельности и для выполнения своих обязательств может обрабатывать персональные данные следующих категорий субъектов:

Персональные данные работника Московского Политеха, кандидата на работу – информация, необходимая Московского Политеха в связи с трудовыми отношениями и касающиеся конкретного работника.

Данные Клиента – информация, необходимая Московского Политеха для выполнения своих обязательств в рамках договорных отношений с Клиентом и для выполнения требований законодательства Российской Федерации. Сюда также относятся данные, предоставленные потенциальными клиентами, представителями клиентов, уполномоченными представлять клиентов; руководителями и главным бухгалтерами юридических лиц, являющихся клиентами Московского Политеха, лицами, заключившими с Московским Политехом гражданско-правовые договоры на оказание услуг Московского Политеха; работниками партнеров Московского Политеха и других юридических лиц, имеющих договорные отношения с Московским Политехом, с которым взаимодействуют работники Московского Политеха в рамках своей деятельности.

Персональные данные Клиента, предоставленные при регистрации на веб-сайте https://mospolytech.ru, в том числе при осуществлении Клиентом Заказов, а также при использовании сервисов, форм связи, размещенных на веб-сайте https://mospolytech.ru.

Персональные данные иных физических лиц, выразивших согласие на обработку Московским Политехом их персональных данных или физические лица, обработка персональных данных которых необходима Московскому Политеху для достижения целей, предусмотренных международным договором Российской Федерации или законом, для осуществления и выполнения возложенных законодательством Российской Федерации функций, полномочий и обязанностей.

Персональные данные физических лиц, которые сделаны ими общедоступными, а их обработка не нарушает их прав и соответствует требованиям, установленным Законодательством о персональных данных.

5.2. Субъект персональных данных, клиент Московского Политеха, дает согласие на обработку следующих персональных данных: фамилии, имени, отчества; номеров телефонов; адресов электронной почты (E-mail); логина; сведения об аккаунтах в социальных сетях Facebook, Vkontakte; идентификационные данные в мессенджерах Skype, Telegram; пользовательские данные (сведения о местоположении; тип и версия ОС; тип и версия Браузера; тип устройства и разрешение его экрана; источник откуда пришел на сайт пользователь; с какого сайта или по какой рекламе; язык ОС и Браузера; какие страницы открывает и на какие кнопки нажимает пользователь; ip-адрес; cookies).

6. Принципы обработки персональных данных в Московском Политехе.

6.1. Московский Политех осуществляет обработку персональных данных на законной и справедливой основе.

6.2. Обработка персональных данных ограничивается достижением конкретных, заранее определенных и законных целей. Обработке подлежат только персональные данные, которые отвечают целям их обработки.

6.3. Не допускается объединение баз данных, содержащих персональные данные, обработка которых осуществляется в целях, несовместимых между собой.

6.4. Право доступа для обработки персональных данных имеют работники Московского Политеха в соответствии с возложенными на них функциональными обязанностями.

6.5. Содержание и объем обрабатываемых персональных данных соответствуют заявленным целям обработки. Обрабатываемые персональные данные не должны быть избыточными по отношению к заявленным целям их обработки.

6.6. При обработке персональных данных обеспечивается точность персональных данных, их достаточность, а в необходимых случаях и актуальность по отношению к целям обработки персональных данных. Московский Политех принимает необходимые меры по удалению или уточнению неполных или неточных данных.

6.7. Хранение персональных данных осуществляется в форме, позволяющей определить субъекта персональных данных, не дольше, чем этого требуют цели обработки персональных данных, если срок хранения персональных данных не установлен федеральным законом, договором, стороной которого, выгодоприобретателем или поручителем, по которому является субъект персональных данных.

6.8. Обрабатываемые персональные данные уничтожаются или обезличиваются по достижении целей обработки или в случае утраты необходимости в достижении этих целей, если иное не предусмотрено федеральным законом.

6.9. Сроки хранения персональных данных определяются в соответствии со сроком действия гражданско-правовых отношений между субъектом персональных данных и Оператором, сроком исковой давности, сроками хранения документов на бумажных носителях и документов в электронных базах данных, иными требованиями законодательства Российской Федерации, а также сроком действия согласия субъекта на обработку его персональных данных.

6.10. Работники Московского Политеха, допущенные к Обработке Персональных данных, обязаны:

* Знать и неукоснительно выполнять положения: законодательства Российской Федерации в области Персональных данных, настоящей Политики, локальных актов Московского Политеха по вопросам Обработки и обеспечения безопасности Персональных данных;
* Обрабатывать Персональные данные только в рамках выполнения своих должностных обязанностей;
* Не разглашать Персональные данные, обрабатываемые в Московском Политехе;
* Сообщать о действиях других лиц, которые могут привести к нарушению положений настоящей Политики;
* Сообщать об известных фактах нарушения требований настоящей Политики Ответственному за организацию Обработки Персональных данных в Московском Политехе.

7. Сроки обработки персональных данных.

7.1. Сроки обработки персональных данных определяются исходя из целей обработки в информационных системах Московского Политеха, в соответствии со сроком действия договора, соглашения с субъектом персональных данных.

7.2. Условием прекращения обработки персональных данных может являться достижение целей обработки персональных данных согласно условиям заключенных между Московским Политехом и субъектом персональных данных договором, истечение срока действия согласия или отзыв согласия субъекта персональных данных на обработку его персональных данных, а также выявление неправомерной обработки персональных данных.

8. Круг лиц допущенных к обработке персональных данных.

8.1. Для достижения целей Политики к обработке персональных данных допущены только те сотрудники Московского Политеха, на которых возложена такая обязанность в соответствии с их служебными (трудовыми) обязанностями. Доступ других сотрудников может быть предоставлен только в предусмотренных законом случаях. Московский Политех требует от своих сотрудников соблюдения конфиденциальности и обеспечения безопасности персональных данных, при их обработке.

8.2. Московский Политех вправе передать персональные данные третьим лицам в следующих случаях:

Субъект персональных данных явно выразил свое согласие на такие действия;

Передача предусмотрена российским или иным применимым законодательством в рамках установленной законодательством процедуры. При этом к приобретателю переходят все обязательства по соблюдению условий настоящей Политики применительно к полученным им данным.

8.3. По мотивированному запросу уполномоченного органа и, согласно действующему законодательству, персональные данные субъекта без его согласия могут быть переданы:

в связи с осуществлением правосудия в судебные органы;

в органы полиции, федеральной службы безопасности, прокуратуры, следственного комитета;

в иные уполномоченные органы, действующие в соответствии с действующим законодательством и применимыми нормами права, а также в Московский Политех в случаях, предусмотренных нормативными правовыми актами, обязательными для исполнения оператором.

9. Участники системы управления процессом обработки и защиты персональных данных.

9.1. В целях обеспечения эффективного управления Московским Политехом обработки и защиты персональных данных, а также выполнения обязанностей, предусмотренных законодательством Российской Федерации для операторов персональных данных, в университете определены основные участники указанной системы управления и их функции.

9.2. Ректор Московского Политеха:

* определяет, рассматривает и утверждает Положение;
* назначает должностное лицо, ответственное за организацию обработки и защиту персональных данных в Московском Политехе.

9.3. Должностное лицо, ответственное за организацию обработки персональных данных в Московском Политехе:

* осуществляет управление процессом Московского Политеха обработки и защиты персональных данных в университете соответствии с требованиями законодательства Российской Федерации, Положения и иных локальных нормативных актов Московского Политеха по вопросам обработки и защиты персональных данных;
* инициирует разработку и актуализацию локальных нормативных актов Московского Политеха по вопросам обработки и защиты персональных данных;
* обеспечивает разработку и организацию применения правовых, организационных и технических мер защиты персональных данных от неправомерного или случайного доступа к ним, уничтожения, изменения, блокирования, копирования, предоставления, распространения персональных данных, а также иных неправомерных действий в отношении персональных данных;
* осуществляет организацию и оценку эффективности принимаемых мер по обеспечению безопасности персональных данных;
* организует создание общей для университета базы данных процессов обработки персональных данных (далее - реестр процессов обработки ПДн) и необходимых цифровых инструментов для поддержки системы управления процессами обработки ПДн;
* осуществляет методическое обеспечение процессов обработки персональных данных, зарегистрированных в реестре процессов обработки ПДн, в части разработки правил, требований и рекомендаций выполнения операций сбора, обработки и защиты персональных данных;
* организует контроль соответствия обработки персональных данных положениям законодательства Российской Федерации, локальных нормативных актов Московского Политеха в процессах университета, зарегистрированных в реестре процессов обработки персональных данных Московского Политеха;
* организовывает контроль соблюдения должностными лицами университета, которым поручена обработка персональных данных, требований, предусмотренных ФЗ «О персональных данных», а также условий заключенных договоров;
* осуществляет взаимодействие с надзорным органом и иными компетентными органами (государственными органами, государственными учреждениями, государственными внебюджетными фондами, муниципальными органами) по вопросам обработки и защиты персональных данных в Московском Политехе, в том числе реагирования на запросы таких органов;
* обеспечивает уведомление надзорного органа об изменении сведений об обработке персональных данных, а также о намерении Московского Политеха осуществлять трансграничную передачу персональных данных в целях обеспечения защиты прав субъектов персональных данных;
* осуществляет уведомление надзорного органа об указанных в ФЗ «О персональных данных» обстоятельствах в случае установления факта неправомерной или случайной передачи (предоставления, распространения, доступа) персональных данных, повлекшей нарушение прав субъектов персональных данных;
* обеспечивает аналитическую и консультационную поддержку деятельности лиц, назначенных ответственными за обработку персональных данных в структурных подразделениях Московского Политеха;
* осуществляет внутренний контроль за соблюдением Московского Политеха и его работниками законодательства Российской Федерации о персональных данных, в том числе требований к защите персональных данных;
* доводит до сведения работников Московского Политеха положения законодательства Российской Федерации о персональных данных, локальных актов по вопросам обработки персональных данных, требований к защите персональных данных;
* организовывает прием и обработку обращений и запросов субъектов персональных данных или их представителей;
* осуществляет оценку вреда, который может быть причинен субъектам персональных данных в случае нарушения университетом требований законодательства Российской Федерации, соотношение указанного вреда и принимаемых университетом мер, направленных на обеспечение выполнения обязанностей, предусмотренных ФЗ «О персональных данных».

9.4. Первые проректоры и проректоры Московского Политеха, которым ректором предоставлены полномочия по координации направлений и видов деятельности Московского Политеха в соответствии с установленным в университете порядком:

* организуют выполнение правил Положения по координируемым направлениям деятельности университета и координируемыми структурными подразделениями Московского Политеха;
* назначают лиц, ответственных за обработку персональных данных в координируемых структурных подразделениях Московского Политеха.

9.5. Должностные лица, ответственные за обработку персональных данных в структурных подразделениях Московского Политеха выполняют управление процессами обработки персональных данных в соответствующем структурном подразделении университета и контролируют выполнение требований Положения и локальных нормативных актов Московского Политеха по вопросам обработки и защиты персональных данных в рамках процессов обработки персональных данных, зарегистрированных в реестре процессов обработки ПДн Московского Политеха.

9.6. В функции должностного лица, ответственного за обработку персональных данных в структурном подразделении Московского Политеха, входит:

* выявление процессов обработки ПДн в рамках функциональных процессов структурного подразделения (или изменения в текущих функциональных процессах, существенно влияющих на характеристики процесса обработки персональных данных);
* организация представления и (или) представление сведений о процессах обработки ПДн, выполняемых в структурных подразделениях, для внесения в реестр процессов обработки ПДн Московского Политеха;
* организация и внедрение требований локальных нормативных актов Московского Политеха по вопросам обработки и защиты персональных данных в функциональные процессы структурного подразделения, в рамках которых осуществляется обработка персональных данных;
* организация ознакомления владельцев функциональных процессов и работников структурных подразделений с положениями законодательства о ПДн, Положения и иных локальных нормативных актов Московского Политеха по вопросам обработки и защиты персональных данных;
* осуществление контроля за приемом и обработкой обращений и запросов субъектов персональных данных или их представителей, обладающих полномочиями на представление интересов субъектов персональных данных, по вопросам обработки персональных данных субъектов персональных данных;
* взаимодействие с субъектами персональных данных в части реагирования на запросы.

9.7. Должностное лицо, ответственное за обработку персональных данных в структурном подразделении Московского Политеха, при исполнении возлагаемых на него функций вправе направлять указания и поручения по вопросам обработки и защиты персональных данных в порядке, предусмотренном локальными нормативными актами Московского Политеха, в адрес работников структурного подразделения Московского Политеха, осуществляющих обработку персональных данных и/или имеющих доступ к персональным данным. Исполнение таких указаний и поручений является обязательным для работников структурного подразделения Московского Политеха.

9.8. Владельцы функциональных процессов структурных подразделений университета обеспечивают разработку и функционирование процессов и используемых в работе информационных систем, в которых осуществляется обработка персональных данных, в соответствии с положениями законодательства Российской Федерации, локальных нормативных актов Московского Политеха по вопросам обработки и защиты персональных данных.

10. Цели обработки персональных данных.

10.1. Цель обработки персональных данных Пользователя:

* Информирование Пользователя посредством отправки электронных писем;
* Заключение, исполнение и прекращение гражданско-правовых договоров;
* Предоставление доступа Пользователю к сервисам, информации и/или материалам, содержащимся на веб-сайте https://mospolytech.ru;
* Консультирование пользователей по мероприятиям и программам ДПО;
* Проведение приема на обучение по образовательным программам, реализуемые университетом;
* Предоставление образовательных услуг лицам, проходящим обучение по образовательным программам, реализуемым университетом;
* Проведение олимпиад и работа с одаренной молодежью;
* Организация сообщества выпускников университета;
* Привлечение и отбор кандидатов на заключение трудовых договоров с университетом;
* Организация, обеспечение и регулирование трудовых и непосредственно связанных с ними отношений.

10.2. Также Оператор имеет право направлять Пользователю уведомления о новых продуктах и услугах, специальных предложениях и различных событиях. Пользователь всегда может отказаться от получения информационных сообщений, направив Оператору письмо на адрес электронной почты с пометкой «Отказ от уведомлений о новых продуктах и услугах и специальных предложениях».

10.3. Перечень персональных данных, обрабатываемых в Московском Политехе, утверждается локальным нормативным актом, с учетом целей обработки персональных данных, в соответствии с законодательством Российской Федерации.

11. Обязанности Оператора.

11.1. Московский Политех при обработке персональных данных обязан:

* принимать необходимые меры для выполнения обязанностей оператора, предусмотренных законодательством Российской Федерации в сфере обработки и защиты персональных данных;
* разъяснять субъекту персональных данных юридические последствия отказа предоставить персональные данные, если это является обязательным в соответствии с законодательством Российской Федерации;
* осуществлять блокирование неправомерно обрабатываемых персональных данных;
* осуществлять прекращение обработки персональных данных в соответствии с законодательством Российской Федерации;
* уведомлять субъекта персональных данных об устранении допущенных нарушений или уничтожении его персональных данных;
* предоставлять по просьбе субъекта персональных данных или его представителя информацию, касающуюся обработки его персональных данных, в порядке, установленном законодательством Российской Федерации и локальными нормативными актами Московского Политеха.

11.2. В целях принятия мер, необходимых для выполнения обязанностей, предусмотренных законодательством Российской Федерации и нормативными актами, в Московского Политеха назначается лицо, ответственное за организацию обработки и защиты персональных данных в Московском Политехе.

11.3. Лицо, ответственное за организацию обработки и защиты персональных данных в Московском Политехе, обязано:

* организовывать принятие правовых, организационных и технических мер для обеспечения защиты персональных данных, обрабатываемых в Московского Политеха от неправомерного или случайного доступа к ним, уничтожения, изменения, блокирования, копирования, предоставления, распространения персональных данных, а также от иных неправомерных действий в отношении персональных данных;
* обеспечивать внутренний контроль за соблюдением в Московского Политеха требований законодательства Российской Федерации в области персональных данных, в том числе требований к защите персональных данных;
* доводить до сведения работников Московского Политеха положения законодательства Российской Федерации в области персональных данных, локальных нормативных актов по вопросам обработки персональных данных, требований к защите персональных данных;
* организовывать прием и обработку обращений и запросов субъектов персональных данных или их представителей, а также осуществлять контроль за приемом и обработкой таких обращений и запросов в Московском Политехе;
* в случае нарушения в организации требований к защите персональных данных принимать необходимые меры по восстановлению нарушенных прав субъектов персональных данных;
* привлекать к реализации мер, направленных на обеспечение безопасности персональных данных, обрабатываемых в Московском Политехе, иных работников Московского Политеха с возложением на них соответствующих обязанностей и закреплением ответственности.

11.4. Ответственный за обработку персональных данных в Московском Политехе несет ответственность за надлежащее выполнение возложенных функций по организации обработки персональных данных в Московском Политехе в соответствии с положениями законодательства Российской Федерации в области персональных данных.

12. Меры обеспечения конфиденциальности и безопасности персональных данных.

12.1. Для обеспечения конфиденциальности и безопасности персональных данных субъектов персональных данных, защиты персональных данных от неправомерного или случайного доступа к ним, уничтожения, изменения, блокирования, копирования, предоставления, распространения персональных данных, а также от иных неправомерных действий в отношении персональных данных в соответствии с ФЗ «О персональных данных» университетом принимаются необходимые правовые, организационные и технические меры или обеспечивается их принятие (если обработка персональных данных осуществляется лицом, действующим по поручению Московского Политеха). В частности, принимаются следующие меры:

* определяются актуальные угрозы безопасности персональных данных, обрабатываемых в ИСПДн, и применяются соответствующие организационные и технические меры защиты для установленных уровней защищенности персональных данных;
* обеспечиваются пропускной режим и управление доступом к персональным данным, техническим средствам, используемым при обработке персональных данных, средствам защиты информации, средствам обеспечения функционирования информационных систем, а также пропускной режим и управление доступом в помещения и сооружения, в которых установлены указанные средства;
* обеспечиваются регистрация и учет всех действий, совершаемых с персональными данными в ИСПДн;
* осуществляется организация учета технических средств, входящих в состав ИСПДн, а также машинных носителей;
* определяется и при необходимости актуализируется перечень работников Московского Политеха, которым для выполнения трудовых обязанностей необходим доступ к персональным данным, обработка которых производится в ИСПДн, а также обеспечивается предоставление доступа к обрабатываемым персональным данным тем работникам Московского Политеха, которым необходим указанный доступ в связи с выполнением ими трудовых обязанностей;
* обеспечивается автоматическая регистрация событий безопасности, связанных с изменением прав доступа к персональным данным;
* внедряются подсистемы аудита ИСПДн, которые осуществляют регистрацию и учет действий, совершаемых с персональными данными;
* обеспечивается доступ к содержанию событий безопасности ограниченному кругу лиц, в частности, реализуется размещение ИСПДн университета внутри защищенного периметра, расположенного в пределах контролируемой зоны;
* реализуются меры, направленные на предупреждение и обнаружение фактов несанкционированного доступа к персональным данным, и принятие мер, в том числе мер по предупреждению, обнаружению и ликвидации последствий компьютерных атак на ИСПДн и по реагированию на компьютерные инциденты в них;
* обеспечивается восстановление персональных данных, модифицированных или уничтоженных вследствие несанкционированного доступа к ним, обеспечивается восстановление персональных данных, модифицированных или уничтоженных вследствие несанкционированного доступа к ним;
* осуществляется эксплуатация разрешенного к использованию программного обеспечения и/или его компонентов, а также обеспечивается контроль за его установкой и обновлением;
* осуществляется выявление инцидентов и реагирование на них, реализуются меры по устранению инцидентов в случае их появления;
* осуществляется в необходимом объеме взаимодействие с государственной системой обнаружения, предупреждения и ликвидации последствий компьютерных атак (ГосСОПКА);
* проводится внешний и внутренний инструментальный контроль защищенности системных компонентов информационной структуры на наличие уязвимостей;
* осуществляется эксплуатация разрешенного к использованию программного обеспечения и (или) его компонентов, а также обеспечивается контроль за его установкой и обновлением;
* реализуется контроль за принимаемыми мерами по обеспечению безопасности персональных данных и уровня защищенности ИСПДн.

12.2. Помимо этого, проводится оценка вреда, который может быть причинен субъектам персональных данных в случае нарушения ФЗ «О персональных данных», а также соотношение указанного вреда и принимаемых мер, направленных на обеспечение выполнения обязанностей, предусмотренных ФЗ «О персональных данных».

12.3. Оператор обеспечивает сохранность персональных данных и принимает все возможные меры, исключающие доступ к персональным данным неуполномоченных лиц.

13. Трансграничная передача персональных данных.

13.1. Оператор до начала осуществления трансграничной передачи персональных данных обязан убедиться в том, что иностранным государством, на территорию которого предполагается осуществлять передачу персональных данных, обеспечивается надежная защита прав субъектов персональных данных.

13.2. Трансграничная передача персональных данных на территории иностранных государств, не отвечающих вышеуказанным требованиям, может осуществляться только в случае наличия согласия в письменной форме субъекта персональных данных на трансграничную передачу его персональных данных и (или) исполнения договора, стороной которого является субъект персональных данных.

14. Реализация защиты персональных данных.

14.1. Московский Политех принимает правовые, организационные и технические меры, необходимые и достаточные для обеспечения исполнения обязанностей, предусмотренных законодательством о персональных данных и принятыми в соответствии с ним нормативными правовыми актами, для защиты персональных данных от неправомерного или случайного доступа к ним, уничтожения, изменения, блокирования, копирования, предоставления, распространения персональных данных, а также от иных неправомерных действий в отношении ПДн.

14.2. Безопасность персональных данных при их обработке в информационных системах Московского Политеха обеспечивается с помощью системы защиты информации. Обеспечение безопасности обрабатываемых персональных данных осуществляется Московским Политехом в рамках единой комплексной системы организационно-технических и правовых мероприятий по защите информации, составляющей коммерческую тайну, с учетом требований Законодательства о персональных данных, принятых в соответствии с ним нормативных правовых актов.

14.3. Обмен персональными данными при их обработке в информационных системах осуществляется по каналам связи, защищенным техническими средства защиты информации.

14.4. При обработке персональных данных в информационных системах Московского Политеха обеспечиваются:

* проведение мероприятий, направленных на предотвращение несанкционированного доступа к персональным данным, и (или) передача их лицам, не имеющим права доступа к такой информации;
* своевременное обнаружение фактов несанкционированного доступа к персональным данным;
* недопущение воздействия на технические средства автоматизированной обработки персональных данных, в результате которого может быть нарушено их функционирование;
* возможность незамедлительного восстановления персональных данных, модифицированных и уничтоженных вследствие несанкционированного доступа к ним;
* постоянный контроль уровня защищенности персональных данных;
* назначение должностных лиц, ответственных за организацию обработки и защиты персональных данных;
* ограничение состава лиц, имеющих доступ к персональным данным;
* ознакомление субъектов с требованиями федерального законодательства и нормативных документов Московского Политеха по обработке и защите персональных данных;
* производится ознакомление сотрудников Московского Политеха, осуществляющих обработку персональных данных, c требованиями законодательства РФ о персональных данных, локальными актами по вопросам обработки персональных данных.

15. Прекращение обработки персональных данных.

15.1. Московский Политех прекращает обработку персональных данных в следующих случаях:

* при наступлении условий прекращения обработки персональных данных или по истечении установленных сроков;
* по достижении целей их обработки либо в случае утраты необходимости в достижении этих целей;
* по требованию субъекта персональных данных, если обрабатываемые в Московском Политехе персональные данные являются неполными, устаревшими, неточными, незаконно полученными или не являются необходимыми для заявленной цели обработки;
* в случае выявления неправомерной обработки персональных данных, если обеспечить правомерность обработки персональных данных невозможно;
* в случае отзыва субъектом персональных данных согласия на обработку его персональных данных или истечения срока действия такого согласия (если персональные данные обрабатываются Московским Политехом исключительно на основании согласия.

16. Обращение с объектами интеллектуальной собственности в Московском Политехе.

16.1. Московский Политех осуществляет деятельность в области интеллектуальной собственности (ИС) в целях обеспечения правовой охраны, эффективного использования результатов интеллектуальной деятельности (РИД), а также стимулирования научного и творческого труда работников и обучающихся.

16.2. Объекты интеллектуальной собственности, создаваемые в рамках служебных обязанностей работников, при выполнении учебных заданий студентами, аспирантами, а также при использовании материальных, финансовых или иных ресурсов университета, признаются служебными. Исключительные имущественные права на такие РИД, как правило, принадлежат университету, если иное не предусмотрено договором. При этом личные неимущественные права (например, право авторства) сохраняются за создателями независимо от правовой принадлежности объекта.

16.3. К объектам ИС относятся, в частности, изобретения, полезные модели, промышленные образцы, программы для ЭВМ, базы данных, научные и учебно-методические произведения, служебные отчёты, а также секреты производства. Их создание подлежит учету и документальному оформлению в установленном порядке. Сотрудники и обучающиеся обязаны информировать университет о создании таких объектов и участвовать в процессе государственной регистрации и правовой охраны.

16.4. Использование объектов ИС может осуществляться самим университетом или передаваться третьим лицам на основании лицензионных договоров или договоров отчуждения прав. Доходы, полученные от коммерческого использования ИС, подлежат распределению между университетом, авторами и другими участниками в соответствии с внутренними нормативными актами. Размер и порядок такого распределения устанавливаются с учётом вклада каждого участника.

16.5. Особое внимание уделяется защите конфиденциальной информации и соблюдению требований законодательства о коммерческой тайне и персональных данных. Лица, имеющие доступ к секретам производства и другим охраняемым сведениям, обязуются сохранять их в тайне, в том числе после прекращения трудовых или учебных отношений с университетом.

17. Заключительные положения.

17.1. Пользователь может получить любые разъяснения по интересующим вопросам, касающимся обработки его персональных данных, обратившись к Оператору с помощью электронной почты.

17.2. В данном документе будут отражены любые изменения политики обработки персональных данных Оператором. Политика действует бессрочно до замены ее новой версией.