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**Теоретические сведения**

**Классификация и общие свойства потоковых шифров**

*Потоковый шифр* (иногда говорят «поточный») – симметричный шифр, преобразующий каждый символ *mi* открытого текста в символ шифрованного, *ci*, зависящий от ключа и расположения символа в тексте.

Термин «потоковый шифр» обычно используется в том случае, когда шифруемые символы открытого текста представляются одной буквой, битом или реже – байтом.

Все потоковые шифры делятся на 2 класса: *синхронные* и *асинхронные* (или *самосинхронизирующиеся*). Необходимые начальные сведения об общих характеристиках и свойствах потоковых шифров можно найти в гл. 6 из [2], а также в [4].

Основной задачей потоковых шифров является выработка некоторой последовательности (*гаммы*) для зашифрования, т.е. выходная гамма является ключевым потоком (ключом) для сообщения.

*Синхронные потоковые шифры (СПШ)* характеризуются тем поток ключей генерируется независимо от открытого текста и шифртекста. Главное свойство СПШ – нераспространение ошибок. Ошибки отсутствуют, пока работают синхронно шифровальное и дешифровальное устройства отправителя и получателя информации. Один из методов борьбы с рассинхронизацией – разбить отрытый текст на отрезки, начало и конец которых выделить вставкой контрольных меток (специальных маркеров).

Синхронные потоковые шифры уязвимы к *атакам на основе изменения отдельных бит шифртекста*.

В *самосинхронизирующихся потоковых шифрах* символы ключевой гаммы зависят от исходного секретного ключа шифра и от конечного числа последних знаков зашифрованного текста. Основная идея заключается в том, что внутреннее состояние генератора потока ключей является функцией фиксированного числа предыдущих битов шифртекста. Поэтому генератор потока ключей на приемной стороне, приняв фиксированное число битов, автоматически синхронизируется с генератором гаммы.

Недостаток этих потоковых шифров – распространение ошибок, так как искажение одного бита в процессе передачи шифртекста приведет к искажению нескольких битов гаммы и, соответственно, расшифрованного сообщения.

**Генераторы ключевой информации**

Потоковый шифр максимально должен имитировать одноразовый блокнот. В соответствии с этим ключ должен по своим свойствам максимально походить на случайную числовую последовательность.

Ключевые последовательности (*случайные последовательности*, СП, либо *псевдослучайные последовательности*, ПСП) вырабатываются специальными блоками систем потокового шифрования – генераторами. В РБ в настоящее время действует стандарт СТБ 34.101.47-2017 "Информационные технологии и безопасность. Алгоритмы генерации псевдослучайных чисел" [31].

Стандарт устанавливает криптографические алгоритмы генерации псевдослучайных чисел. Алгоритмы стандарта могут применяться для построения ключей, синхропосылок, одноразовых паролей, других непредсказуемых или уникальных параметров криптографических алгоритмов и протоколов. Стандарт применяется при разработке, испытаниях и эксплуатации средств криптографической защиты информации.

**Линейный конгруэнтный генератор**

Часто используемый алгоритм генерирования (программно или аппаратно) ПСП реализуется на основе так называемого *линейного конгруэнтного генератора*

Если параметры *a*, *b* и *c* выбраны правильно, то генератор будет порождать случайные числа с максимальным периодом, равным *c*. При программной реализации значение *с* обычно устанавливается равным 2b-1 или 2b, где *b* – длина слова в битах.

Достоинством линейных конгруэнтных генераторов псевдослучайных чисел является их простота и высокая скорость получения псевдослучайных значений. Линейные конгруэнтные генераторы находят применение при решении задач моделирования и математической статистики, однако в криптографических целях их нельзя рекомендовать к использованию, так как специалисты по криптоанализу научились восстанавливать всю последовательность ПСЧ по нескольким ее значениям.

Генератор практически не используются в криптографии в силу низкой криптостойкости. Тем не менее, полезны для решения задач моделирования.

Комбинации нескольких (чаще двух) линейных конгруэнтных генераторов позволяют значительно повысить период ПСП. Б. Шнайер, например, приводит данные о том, как на 32-разрядных ПК реализовать генератор в виде комбинации двух, каждый из которых обеспечивает период соответственно 231 – 85 и 231 – 249, а комбинированный генератор позволяет достичь периода ПСП, равного произведению указанных чисел.

**Генератор ПСП на основе регистров сдвига**

Достаточно распространенным является использование *регистров сдвига* (РС) в качестве генераторов ПСП в силу простоты реализации на основе цифровой логики. РС с линейной обратной связью (РСЛОС) состоит из двух частей: собственно РС и функции обратной связи. На рис. 6.2 представлена общая схема РС с линейной обратной связью. Функция обратной связи реализу-ется с помощью сумматоров сложения по модулю два

Само название конструкции Фейстеля (сеть) означает ее *ячеистую* топологию. Формально одна ячейка сети соответствует одному раунду зашифрования или расшифрования сообщения.

При зашифровании сообщение разбивается на блоки одинаковой (фиксированной) длины (как правило – 64 или 128 бит).

Полученные блоки называются *входными*. В случае, если длина входного блока меньше, чем выбранный размер, то блок удлиняется установленным способом.

Каждый входной блок шифруемого сообщения изначально делится на два подблока одинакового размера: левый (*L*0) и правый (*R*0). Далее в каждом *i*-ом раунде выполняются преобразования в соответствии с формальным представлением ячейки сети Фейстеля.

**Генератор псевдослучайных чисел на основе алгоритма *RSA***

Собственно алгоритм RSA разработан для систем асимметричного за-шифрования/расшифрования и будет более детально рассмотрен с практиче-ской точки зрения ниже.

Генератор же ПСП на основе RSA устроен следующим образом. Последо-вательность генерируется с использованием соотношения

Начальными параметрами служат *n*, большие простые числа *p* и *q* (причем *n* = *p*\**q*), целое число *е*, взаимно простое с произведением (р – 1)\*( *q* –1), а также некоторое случайное начальное значение, *x0.*

Выходом генератора является на *t*-м шаге является младший бит числа *xt*.

Безопасность генератора опирается на сложности взлома алгоритма RSA, т. е. на разложении числа *n* на простые сомножители.

**Генератор псевдослучайных чисел на основе алгоритма BBS**

Широкое распространение получил алгоритм генерации ПСП, называе-мый алгоритмом BBS (от фамилий авторов: L. Blum, M. Blum, M. Shub) или *генератором на основе квадратичных вычетов*. Для целей криптографии этот метод предложен в 1986 г.

Начальное значение *x0 генератора вычисляется на основе соотношения*

где *n*, как и в генераторе на основе RSA, является произведением простых чи-сел *p* и *q*, однако в нашем случае эти простые числа должны быть сравнимы с числом 3 по модулю 4, т. е. при делении *p* и *q* на 4 должен получаться одина-ковый остаток: 3; число *x* должно быть взаимно простым с *n*; число *n* называют *числом Блюма*.

**PC4**

Алгоритм RC4 разработан Р. Ривестом в 1987 г. Представляет собой потоковый шифр с переменным размером ключа. Здесь гамма не зависит от открытого текста.

Алгоритм RC4, как и любой потоковый шифр, строится на основе генератора псевдослучайных битов (генератора ПСП). На вход генератора записывается ключ, а на выходе читаются псевдослучайные биты. Длина ключа может составлять от 40 до 2048 бит.

Ядро алгоритма состоит из функции генерации ключевого потока. Другая часть алгоритма – функция инициализации, которая использует *ключ переменной длины Ki* для создания начального состояния генератора ключевого потока.

В основе алгоритма – размер блока или слова, определяемый параметром *n*. Обычно *n* = 8, но можно использовать и другие значения. Внутренне состо-яние шифра определяется массивом слов (*S*-блоком) размером 2n. При *n* = 8 элементы блока представляют собой перестановку чисел от 0 до 255, а сама перестановка зависит от ключа переменной длины. Другими элементами внут-реннего состояния являются 2 счетчика (каждый размером в одно слово; обо-значим их i и *j*) с нулевыми начальными значениями. В основе вычислений лежит операция по *mod* 2n.

Генератор ключевого потока RC4 переставляет значения, хранящиеся в *S*, и каждый раз выбирает различное значение из *S* в качестве результата. В одном цикле RC4 определяется одно *n*-битное слово *K* из ключевого потока, которое в последующем суммируется с исходным текстом для получения зашифрованного текста. Эта часть алгоритма называется генератором ПСП. При n = 8 для генерации случайного байта выполняются операции.

Байт *K* используется в операции XOR с открытым текстом для получения 8-битного шифртекста или для его расшифрования.

Так же достаточно проста и инициализация *S*-блока. Этот алгоритм использует ключ, который подается на вход пользователем. Сначала *S*-блок заполняется линейно: *S*0 = 0, *S*1 = 1, …, *S*255 = 255. Затем заполняется секретным ключом другой 256-байтный массив. Если необходимо, ключ повторяется многократно, чтобы заполнить весь массив: *K*0, *K*1, …, *K*255. Далее массив *S* перемешивается путем перестановок, определяемых ключом. Действия выполняются в соответствии с псевдокодом, представленным листингом.

**Практическая часть**

Разработать авторские многооконные приложения в соответствии с целью лабораторной работы. При этом можно воспользоваться готовыми библиотеками либо программными кодами, реализующими заданные алгоритмы. Приложение должно реализовывать генерацию ПСП в соответствии с вариантом.

Генерация ПСП на основе алгоритма RSA с начальным значением x = 10 представлена на рисунке 1.
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Рисунок 1 – ПСП на основе алгоритма RSA.

Так же на рисунке 2 и 3 представлено шифрование и расшифрование сообщения алгоритмом RSA.
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Рисунок 2 – Шифрование алгоритмом RSA

![](data:image/png;base64,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)

Рисунок 3 – Расшифрование алгоритмом RSA

Шифрование и расшифрование алгоритмом RC4 представлено на рисунках 4.

![](data:image/png;base64,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)

Рисунок 4 – Шифрование и расшифрование алгоритмом RC4

Вывод: В данной лабораторной работе были изучены теоретические сведения об поточных шифрах, а также разработано программное средство в соответствии с заданием реализующее работу алгоритма RC4, а также реализовано программно генерация ПСП на основе алгоритма RSA.