**数字经济在开源基础上运行.以下是如何保护它**
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免费的开源软件（FOSS）是我们每天使用的许多技术的基础——从汽车到手机到飞机再到云端。虽然在传统上，它是由一群志愿开发者开发并免费提供的，但越来越多的公司开始在FOSS开发中扮演着更加积极的角色。然而，随着公司收购开源公司、将开发工作内部化，并推出自己的盈利版FOSS产品，它们可能会危及这种关键软件的未来。为了保持FOSS的可用性和安全性，公司应该：1) 制定明确的开源政策——最好鼓励员工在可行的情况下为FOSS做出贡献，2) 提高对所用FOSS的认识水平，并随时了解它的漏洞，3) 考虑到他们所用软件的稳定性，并通过激励员工的贡献来确保其关注对公司有用的功能以及一般安全性和维护。

尽管大多数人没有意识到这一点，但我们每天依赖的许多技术都是在自由和开源软件（FOSS）上运行的。手机、汽车、飞机，甚至许多尖端的人工智能程序都使用开源软件，比如Linux内核操作系统、Apache和Nginx网络服务器，它们都运行着全球60%以上的网站，以及为云计算提供动力的Kubernetes。这些软件包的可持续性、稳定性和安全性是每个使用它们的公司（也是每个公司）的主要关注点。但是不像那些由公司内部开发并销售的传统的闭源软件，开源软件是由一群默默无闻的开发者开发的，他们通常不拿薪水，而且通常是免费提供的。

在过去的几年里，我们观察到企业在开源软件中的积极作用有所增加，要么让员工为现有的开源项目做出贡献，要么开源他们自己的代码，这些代码允许社区利用它并帮助维护它。随着公司将FOSS作为其商业模式的一部分，他们也收购了重要的FOSS生产商。两年前，IBM以340亿美元的价格收购了红帽公司，这个公司是围绕FOSS建立起来的最成功的公司之一。在此之前一年，其他科技巨头也花了巨资收购FOSS的股份，其中最著名的是微软（以75亿美元收购GitHub）和Salesforce.com（以65亿美元收购MuleSoft）。

企业界进入开源的在线社区，引发了一些严重的担忧和摩擦。对FOSS生产商的收购可能会导致志愿贡献者被排挤，从而威胁到FOSS未来的健康。此外，世界上最大的云端提供商已经在FOSS组件的基础上建立了数十亿美元的业务，这让FOSS的贡献者们想知道为什么他们要把自己的空闲时间花在让富人更富上。这样的行为会让志愿者打消做出贡献的念头，威胁到FOSS社区的基本精神。

一个特别有争议的案例是最近Elastic与亚马逊之间的冲突。上市公司Elastic的Elasticsearch软件支持Walmart和Audi等众多企业网站的搜索活动。这个公司就自己采用了开源技术，对其进行了重新包装，并以几乎相同的名称出售给他们的客户这个问题与亚马逊展开了激烈的竞争。Elastic认为，最重要的是亚马逊拿走了为整个社区创造价值的免费代码，并将其隔离开来，这样它就成了唯一可以从中获取利益的人。

在Linux基金会和跨行业开源安全基金会的支持下，我们开展了两项的研究工作——一项专注于对FOSS的使用情况进行普查，另一项专注于理解FOSS贡献者的动机——以更好地理解这些问题。首先，我们与软件组成分析和应用安全公司合作，包括Snyk和Synopsys，通过对这一关键软件进行人工智能普查，以确定最广泛使用的开源软件软件包，从而获得对FOSS在生产应用中的使用的广泛见解。其次，我们对FOSS开发人员社区进行了大规模的全球调查，询问开发人员为什么要为特定的FOSS项目做出贡献，他们如何看待来自公司的重大财务投资，以及他们利用了哪些安全实践（这是FOSS中的一个重要问题）。以下是我们的发现。

关于越来越多的企业参与FOSS，最大的问题是它是否会对FOSS系统的未来健康和福社产生负面影响。创造我们都依赖的软件的开发人员是否会停止参与一个更少受社区认同感驱动、更多受利润追求驱动的系统？公司是否会只关注有利可图的FOSS，而忽视社会所依赖的基础设施的其他关键部分？维护这种软件的安全性是否会变得更加困难？如果更多的FOSS工作是由个别公司完成的，那么寻找bug和潜在漏洞的人会少吗？如果以上任何一个问题的答案是肯定的，那么这对开源软件的未来来说是一个不好的预兆。

我们普查的初步结果揭示了两个有关的趋势，这种趋势可能使FOSS更容易受到安全漏洞的攻击。 首先，我们发现商业软件中许多最广泛使用的FOSS包都是在个人开发人员（而不是更广泛的社区）的帐户下保存的，这不仅引发了安全性问题，而且还引发了可靠性问题。一个个体可能会接受一份新工作，可能会决定退休，或者—一运气不好的话—一受到众所周知的打击，变得无法维护项目。个人账户也可能没有足够的安全措施来防止黑客的潜在危险攻击。其次，我们发现许多公司正在使用过时版本的开源程序一一这是一个令人担忧的事情，如果不一定令人惊讶的话。未能跟上更新意味着软件可能包含已知的错误和安全漏洞。这两种趋势都反映出安全往往是出现故障事后才想到的。

调查结果还显示，贡献者的动机可能需要公司使用非传统的激励措施。虽然越来越多的贡献者是由公司赞助的，但这些贡献者的主要动机并不是钱。这意味着公司传统的激励可能不起作用，而更多的内在动机，包括对学习的热情、对FOSS社区的归属感和程序员的职业身份可能需要依赖。因此，任何希望增强FOSS安全性的公司、组织或政府都需要专注于吸引这些内在动机，而不仅仅是为安全性工作的贡献者付费。或者，公司可以雇佣一些人专门从事安全问题的工作。无论哪种方式，我们的调查显示，期望贡献者自愿解决安全问题是不太可能成功的。

没有人，当然不是我们，建议我们必须回到FOSS的早期，那时它主要是由志同道合的个人自愿努力的。但是我们确实建议像公司和政府这样的大角色——他们越来越多地直接或间接地赞助FOSS——了解他们对FOSS系统未来的影响，并遵循一些指导原则。

首先，公司和国家的目标应该是取得适当的平衡：为了看到FOSS继续增长而不会扼杀一直是贡献的核心动机的社区精神。这意味着，公司应该对开源有一个明确的政策（最好是鼓励员工在可行的情况下为FOSS软件做出贡献的政策）。我们的研究发现，许多员工对他们公司的FOSS政策没有清晰的了解，这使得他们对公开使用和贡献FOSS项目犹豫不决。此外，他们可以主动支持这些项目，以确保他们未来的健康。

其次，使用FOSS的公司（基本上是所有的公司，不管他们是否知道）应该提高他们对所使用的FOSS的认识水平。最近的一项行政命令要求为政府购买的任何产品提供软件材料清单，以便它知道产品中包含哪些FOSS（和专有软件），因此可以意识到出现的潜在漏洞。这是一个所有公司都应该考虑遵循的重要的例子。这样做将允许公司更好地了解他们对FOSS社区的依赖，并将产生更多的透明度，并允许他们知道何时容易受到新发现的漏洞的影响。

第三，随着公司继续参与对FOSS的贡献，我们建议他们牢记他们使用的软件的稳定性，他们激励他们的员工专注于对公司有用的功能以及一般的安全性和维护，并保持认识到这些项目背后的志愿者社区是至关重要的并且应该受到保护。通过这种方式，他们不仅从他们添加的新功能中获益，而且还确保了他们所依赖的FOSS的未来健康和福祉。

免费的开源软件是经济中至关重要的一环，就像州际高速公路、电网或通信网络一样。考虑到我们已经对这些关键的基础设施系统有了这么多的了解，对它们在21世纪的同类系统学习同样多的知识不是很有意义吗？由于FOSS系统中涉及的利益相关者数量众多，任何一个参与者都很难解决所有问题。因此，很可能需要包括公司、政府组织和个人贡献者在内的多方努力来确保未来FOSS系统的安全性和活力。然而，首先必须了解问题的范围。我们相信，我们的努力是朝着这个方向迈出的第一步。