|  |  |  |  |
| --- | --- | --- | --- |
| 序号 | 10 | | |
| 漏洞名称 | OpenSSH sshd 权限许可和访问控制漏洞CVE-2015-5600 | 危险级别 | 高 |
| 主机IP | 146.4.80.190、146.4.80.191、146.4.80.196 | | |
| 整改建议 | 目前厂商已经发布了升级补丁以修复此安全问题，补丁获取链接:http://cvsweb.openbsd.org/cgi-bin/cvsweb/src/usr.bin/ssh/auth2-chall.c | | |
| 整改情况 | 未整改 | | |