基于符合执行和模糊测试的混合模糊测试技术综述

**摘要：**模糊测试现在已经发展成为一种高效的漏洞挖掘方法，符号执行也是当前流行的软件漏洞挖掘技术，两者都是网络与信息安全领域的研究热点。混合模糊测试是在传统模糊测试的基础上加入了符号执行技术，目前已经发展成为模糊测试的新分支。文章对现有的混合模糊测试方法进行研究，综述了混合模糊测试的发展演变过程和技术核心，并通过一种基于符号执行的实验方法对目前知名的混合模糊测试进行性能对比。最后讨论了目前混合模糊测试领域研究存在的问题，并尝试对其未来发展趋势进行了展望。
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**1. 引言**

近年来，漏洞已经成为非常严重的安全问题，据CNVD（国家信息安全漏洞共享平台）报告，2010年至2019年十年间漏洞数量由5,223个暴增为16,016个[1]，已经对人们的日常生活产生了严重影响。加之物联网时代的兴起，各类软件数量的井喷式增长，以及恶意漏洞利用事件的相继爆发，导致随处可见的设备时刻运行着存在漏洞的软件[2]。自动化软件漏洞挖掘技术变得尤为重要，已经成为安全领域比较热门的研究领域，无论是工业界还是学术界都得到了足够的重视。在自动化软件漏洞挖掘领域中，有两项发展迅猛的技术：模糊测试技术和符号执行技术。

模糊测试，通过将大量的测试用例输入到特殊处理的测试程序，获取测试信息以及可能会出现的崩溃信息。模糊测试具有自动化程度高、消耗率低、计算资源利用率高等优点，已经被很多实践证实效果良好[5],[6],[7]，得到了学术界和工业界广泛应用。在漏洞挖掘方面，模糊测试已经发挥了非常惊艳的效果，仅拿AFL（America Fuzzy Lop，以下简称AFL）[5]这一典型基于变异的模糊测试工具举例，从2014年开发至今，已经发现了数百CVE，这还不包括诸多基于AFL的论文所发现的CVE漏洞[8][9][10]，以及未被披露的漏洞。但是高度自动化同时也导致模糊测试做不到对待测试程序的所有可能路径进行测试，并不能覆盖所有的路径，因此面对分支复杂的应用程序只能做到尽快达到路径的深度，做不到全覆盖路径的广度。

符号执行，【对符号执行的介绍】。如果按照符号执行树的形式将待测试程序进行直观展示，就可以很容易的理解，模糊测试只能尽可能到达较深的位置，但是难以应对复杂分支，而符号执行可以突破浅位置的复杂分支，路径全覆盖，但是因为计算量限制等问题并不能到达更深的路径。显然模糊测试和符号执行各有优缺点，混合模糊测试技术就是结合了双方的优点，弥补了各自的不足，从而到达更深的路径，获得更高的覆盖率。混合模糊测试比单独使用符号执行或者模糊测试效果都要更好[3],[4]。

**2. 技术概述**

2.1 漏洞挖掘技术

当前用于漏洞挖掘的技术有很多，最主要的有三种：静态分析、动态分析和符号执行[12]，这三项技术各有优缺点。

静态分析是一种在不执行待测试程序的情况下对其进行分析的软件测试技术，常用的分析技术有词法分析、语法分析、抽象语法树分析、语义分析、控制流分析、数据流分析、污点分析、无效代码分析等，广泛应用于漏洞挖掘。静态分析的优势在于对上万行代码可以进行快速分析，并用形式化的方法给出了可证明的、完整的分析结果【引用】。静态分析的缺点也很明显，分析结果未能给出精准的POC（漏洞触发证明样例），分析的目的是挖掘软件的漏洞，得到的分析结果却不能产生可触发漏洞的输入，比如对于PNG图片读取型待测试程序，即使用静态分析得到了结果，但是不能得到可以触发某漏洞的PNG图片，需要根据分析结果自己构建PNG文件。

动态分析可以执行待测试程序，通常利用插桩方式来获得各类路径，通过路径可以获得覆盖率信息。不同于静态分析，动态分析可以监控待测试程序的运行，当程序出现运行错误时，将触发此错误的输入保存下来，如果同样运用到PNG图片读取型待测试程序，就可以保存得到能触发错误的相应PNG图片文件。动态分析还可以检测静态分析无法检测到的依赖项，比如多态的动态依赖关系。动态测试的缺点主要是来自于插桩技术，插桩技术是在待测试程序中插入特定操作，依此来探测程序达到测试的目的，因此插入的此部分代码（高级语言或编程语言）一定会对原来的待测试程序产生一定的负面性能影响。另外一个缺点是无法得到全部的覆盖率，因为待测试程序的运行是基于用户交互或自动化测试，并不能保证程序所有可能位置的全部覆盖。

符号执行【论文引用】，

虽然漏洞挖掘的主流是以上三类，但现在的研究已经不再单纯使用某一种技术，而是倾向于多种技术结合。模糊测试直观上是属于动态分析，通过插桩技术对待测试程序进行动态监控，但是目前主流的模糊测试工具中也加入了静态分析技术，比如基于模糊测试和污点分析技术的【】。

2.2 模糊测试技术

模糊测试技术最早于1995年由M等人提出，针对UNIX系统进行安全测试并发现组件中诸多漏洞[11]。模糊测试的核心在于【】。从模糊测试的

2.3 符号执行技术

符号执行技术出现在

2.4 混合模糊测试技术（优缺点）

混合模糊测试技术结合了模糊测试技术和符号执行技术。

**3. 混合模糊测试研究现状**

2007年，【】等人首次提出混合测试的概念，将符号执行和自动化软件测试结合起来。【简介论文核心】。虽然当时作者并没有明确提出混合模糊测试，但是其中用到的测试思想跟模糊测试一致，所以此项研究成为后来众多混合模糊测试的概念原型。

在混合测试提出之后，计算机的算力得到不断的提升，符号执行技术在约束求解等等方面得到了一定的突破，由于模糊测试没有标志性的进展，混合模糊测试也一直没有得到突破性的进展。2015年，AFL[5]的出现给工业界和学术界带来了新思路，是模糊测试里程碑式发展，也是混合模糊测试技术的【】，覆盖率为导向的思想给混合模糊测试带来了新的思路。
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1. **关键技术探究**

4.1 覆盖率为导向的模糊测试

从1995年第一次提出模糊测试的概念到现如今，模糊测试经过多番改进，主要出现了两类分支：基于变异的模糊测试【引用】和基于生成的模糊测试【引用】。直到AFL的出现，让覆盖率为导向的模糊测试技术（属于基于变异的模糊测试）成为当前最主流的模糊测试技术。

4.2 fork-server 技术

4.3 混合模糊测试技术框架

**5. 性能比对**

1. **模糊测试的发展方向**

6.1 符号执行指导模糊测试过程细分阶段

6.2 基于泛覆盖率为导向的混合模糊测试
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