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# 文档声明

## 合规性提示

本文档仅用于IPsec技术原理及应用场景的知识科普，不涉及任何翻墙工具的推荐、使用指导或技术破解内容。根据中国法律法规，未经许可私自使用VPN访问境外网络属于违法行为，相关使用需严格遵守国家网络安全管理规定及企业合规要求。

## 版权与使用说明

本文档所有内容（包括技术原理、分类说明、应用场景等）均为作者原创整理，仅供个人学习、研究参考使用，禁止用于任何商业用途（如付费课程、商业出版物、盈利性内容分发等），禁止以任何形式（包括完整转载、节选、截图、二次编辑后转发等）在其他平台传播。任何获取、使用本文档的用户，均需完整保留作者信息及本声明内容，不得抹去或修改原创标识。

## 内容免责

本文档内容仅为技术知识梳理，不构成专业指导建议。因引用本文档内容导致的任何直接或间接后果（包括但不限于信息误差、合规风险、第三方投诉等），作者不承担法律责任。文档中提及的技术方案（如IPsec协议、实现流程）仅作原理说明，具体使用需结合当地法律法规及企业内部规范。
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# IPsec

## 0 序言

IPsec是一个用于保护IP层通信安全的协议，为IP数据包提供机密性、完整性、数据发送方身份认证以及抗重放攻击等能力。其工作过程分为：安全关联（SA）建立、数据传输保护、安全关联的维护与销毁。

安全关联（SA）是IPsec协议的基础，是通信双方协商的安全算法。SA是通信单向的，即源通信1需要向源通信2建立SA，反过来源通信2也要向源通信1建立SA，在一个SA中，双方需要协商相同的安全算法，在不同的SA之间没有必然的相关性，即两个SA可以使用不同的安全算法。

互联网密钥交换（IKE）协议是IPsec的重要组成部分，它利用公钥技术，帮助通信双方共享一个对称加密密钥。

## 1 阶段1——建立IKE SA

本阶段的目标是认证通信双方的身份、协商IKE的安全策略并生成共享密钥。

本阶段支持两种模式：详细模式（Main Mode）和简单模式（Aggressive Mode）【不要介意作者的翻译水平】。详细模式将身份数据进行加密，安全性高，适合需要向公网以及传输设备隐藏身份的通信。简单模式则对敏感性不高的数据（比如内网IP地址、身份信息等）不加密，适合低安全要求且需要快速的远程访问场景。

### 1.1 Main Mode的消息交互

1.A向B发送自己支持的安全策略，包括IKE SA协商过程的加密算法、认证短发、DH密钥交换的参数组、SA生命周期、密钥派生算法等内容。

2.B根据A发送的策略与自己支持的策略对比，选择双方均支持的策略，发送给A。

3.A生成一个临时私钥a，并根据B返回确认的DH参数组计算公钥，将公钥发送给B。

4.B生成一个临时私钥b，根据确认的DH参数组计算公钥，将公钥发送给A。

【双方收到对方的公钥后，立刻根据对方公钥得出共享密钥（具体的DH协商共享密钥可以参见IPsec VPN）】

5.双方进行身份认证（**使用主密钥派生的密钥加密该消息**）。【使用预共享密钥完成认证可参考IPsec VPN】

使用数字证书完成认证的具体方法：

前提是双方均需要有由CA机构颁发的证书。证书内容至少包括：证书有效期+证书序列号等基本的证书信息、公钥+持有者身份、签名算法及其顺序、CA机构使用具有公信力的公私钥中的公钥对前面的信息进行的签名。只需要使用CA的公钥对签名进行验证运算（验证时需要考虑签名算法）就能验证身份。

签名算法可以采用一个哈希函数（不带密钥）或者哈希校验（带密钥，可以选择为要签名者持有的公钥进行的派生，并在签名算法中标注派生算法）将长信息进行压缩，最后对这个压缩值进行签名。

数字签名能够抵御中间人攻击的核心在于任何除了CA机构之外的人想要从CA的公钥与算法中获取其对应的私钥是几乎不可能的。中间人最想干的就是将双方认证过的公钥改成自己的公钥，以便解密信息，但这样就必须知道CA签名的私钥进行签名运算，否则他的存在将会被通信双方察觉。

### 1.2 Aggressive Mode的消息交互

1.A向B发送自己支持的策略、公钥、身份等信息。

2.B向A发送选定的策略、公钥、身份等信息，并生成AUTH（基于SKEYID\_a的哈希或签名）。

3.A验证B的身份并发送自己的AUTH，让B完成验证。

【双方收到对方的公钥后，立刻根据对方公钥得出共享密钥，并派生IKE会话密钥】

SKEYID\_a = Hash(共享密钥||随机数1||随机数2||身份1||身份2)【||表示二进制填充拼接，填充规则由Hash决定】

PSK 认证：AUTH = HMAC-SHA256（SKEYID\_a, 消息内容1||消息内容2）

签名认证：AUTH = Sign(Hash(SKEYID\_a, 消息内容1||消息内容2))

### 1.3 Main Mode与Aggressive Mode对比

Main Mode需要6个数据包（身份认证要两个），而Aggressive Mode却只要3个数据包。

Main Mode使用的身份认证能够抵抗中间人攻击，而Aggressive Mode使用的身份认证能够被中间介入（因为无法确认设备的身份信息究竟是否是期望的而不是中间人的，除非将Aggressive Mode的身份认证改成CA数字证书认证）。

## 2 阶段2——建立IPsec SA

在阶段1的IKE SA通道下协商IPsec的安全策略并派生会话密钥。

1.A生成随机数用于派生会话密钥，并向B发送IPsec策略提议与这个随机数。

2.B选择合适的策略，生成随机数用于派生会话密钥，并将这些信息发给A。

【这两次会话是使用IKE SA的会话密钥加密过的，Main Mode模式早在身份认证阶段就开始使用IKE会话密钥加密了】

## 3 阶段3——数据传输

IPsec通过AH（Authentication Header）或者ESP（Encapsulating Security Payload）实现数据保护。

AH通过设置序列号和哈希确保消息的完整性和抗重放攻击性。AH将IP数据包与AH序列号进行带密钥的哈希运算值置于数据包中。一般来说，AH应当对加密的IP数据包进行认证。

ESP先使用加密算法加密明文（根据模式选择是否加密IP头部），再生成ESP头部（含序列号）和ESP尾部（含加密算法参数），后对这个ESP数据报进行哈希值计算，生成认证数据。最后将ESP数据包封装在IP头后（传输模式）或者新的IP头内（隧道模式）。【传输模式仅保护数据而不保护IP头，适用于主机到主机的通信；隧道模式将整个IP数据包加密，添加新的IP头部，比如VPN网关，适用于网关到网关和网关到主机的通信】

## 4 SA的维护与销毁

Psec SA 有生命周期（时间或数据量阈值，如 1 小时或 1GB），到期前 IKE 会自动重新协商（通过阶段 2 的快速模式），生成新的 IPsec SA（无缝切换，不中断通信）；过期的 SA 则被销毁，释放资源。

补充：在真实网络环境下，两个站点想要依靠IPsec协议建立VPN通道需要使用NAT技术配置公网IP才行。
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