![](data:image/jpeg;base64,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)![](data:image/jpeg;base64,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)
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Abstract With the wide spread use of e-transactions in enterprises, information security risk management (ISRM) is becoming essential for establishing a safe environment for their activities. This paper is concerned with presenting a com- prehensive ISRM framework that enables the effective establishment of the tar- get safe environment. The framework has two structural dimensions; and two procedural dimensions. The structural dimensions include: ISRM ‘‘scope’’ and ISRM ‘‘assessment criteria’’, while the procedural dimensions include: ISRM ‘‘process’’ and ISRM ‘‘assessment tools’’. The framework uses the comprehen- sive STOPE (strategy, technology, organization, people, and environment) view for the ISRM scope; while its assessment criteria is considered to be open to var- ious standards. For the procedural dimensions, the framework uses the widely known six-sigma DMAIC (define, measure, analyze, improve, and control) cycle for the ISRM process; and it considers the use of various assessment tools. It is hoped that the framework would be widely used in the future as an open refer- ence for ISRM.
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1. Introduction

One of the essential functions of information technology (IT) governance is risk management, which aims at providing a safe environment for e-business and e- commerce. In support of this function, various IT organizations, concerned with standards have published different risk management methods. These methods have been and are being partially or fully adopted by enterprises using IT, and working in different fields, for identifying, analyzing, and minimizing risks for their IT activities.

It would have been more convenient for such enterprises if a comprehensive method that accommodates the various requirements of these methods, in a well designed and enhanced manner, is available. This would support risk management compatibility among enterprises, using IT, providing a common and safe environ- ment for their e-business interaction.

This paper is concerned with introducing a comprehensive information security risk management (ISRM) framework for enterprises using IT. The structural scope of the framework is based on the STOPE (strategy, technology, organization, peo- ple, and environment) view which is becoming of increasing importance for struc- turing information security issues over its five distinct domains ([Saleh et al., 2006,](#_bookmark15) [2007](#_bookmark15), 2008; [Esteves and](#_bookmark9) [Joseph, 2008](#_bookmark9)); and the management process of the frame- work is associated with well known six sigma DMAIC (define, measure, analyze, improve, and control) cyclic phases ([Pyzdek, 2003](#_bookmark16)). In addition, the framework adds management criteria to its structural issues; and considers evaluation tools for its procedural phases. The framework also enables the integration and enhance- ment of the various available risk management methods and standards into its structural and procedural components. The paper describes the framework, and emphasizes its importance as a potential open reference for enterprise ISRM.

1. Related work

Nowadays, there are number of different types of risk management methodolo- gies, some of them issued by national and international organizations ([ISO/IEC](#_bookmark11) [TR 13335,](#_bookmark11) 1998; NIST SP800-30, 2002; AS/NZS 4360, 2004; HB231, 2004; BSI

Standard 100-3, 2005; ISO/IEC 27005, 2008), others issued by professional orga-

nizations ([CRAMM,](#_bookmark10) 2001; CORAS, 2003; OCTAVE, 2005; Magerit, 2006;

Microsoft, 2006; Mehari, 2007) and the rest presented by research projects ([Kailay](#_bookmark14) [and](#_bookmark14) [Jarratt, 1995; Smith and Eloff, 2002; Robert and Rolf, 2003; Karabacak and](#_bookmark14) [Sogukpinar, 2005; Hoffanvik and](#_bookmark14) [Stolen, 2006; Mayer et](#_bookmark14) [al., 2007](#_bookmark14)). Each of these methods has been developed to meet a particular need and hence has a different objectives, steps, structure, and level of application. The common goal of these methods is to prioritize and estimate the risk value and to suggest the most suitable mitigation plan to eliminate or minimize that risk to an acceptable level ([Vorster](#_bookmark19) [and](#_bookmark19) [Labuschagne, 2005](#_bookmark19)).

In spite of the increasing number of standard and commercial risk management methods, various reports, surveys, and related literature indicate that the diffusion of the current risk management methods, within organizations has been very lim- ited so far due to lack of awareness, high cost, need for expertise, and long process [(NCC, 2000;](#_bookmark16) [DTI, 2002](#_bookmark16)). In addition, the trust in these methods is very low due to the poor results, bulky confused reports and the narrow technological scope ([Labushehagne](#_bookmark16) and Eloff, 1998; Spears, 2006). Furthermore, the confused huge number of risk management methods (more than 200 now) create a problem to any organization willing to adopt one of these methods and the absent of an agreed reference benchmark or comparative framework for evaluating these meth- ods limit its practical use in assessing the enterprises information security risks ([Vorster](#_bookmark19) and Labuschagne, 2005; Bornman and Labuschagne, 2006; Syalim et al., 2009).

Labuschagne and Eloff (1998) argues that most of the available risk manage- ment methods have a scientific core that emerged from the engineering origins of computing. These traditional methods used to manage enterprises risk and gen- erally focused on the technology and this proposes technical solutions. The major- ity of these methods seldom consider human, organizational, strategic, or environmental factors. While technology is a necessary consideration, it is not the only element requiring recognition (Hang et al., 2008; [Werlinger et al.,](#_bookmark20) [2009](#_bookmark20)). In addition, the IT-centric approach to security risk analysis does not in- volve business users to the extent necessary to identify a comprehensive set of risks or to promote security awareness throughout the organization ([Lategan and](#_bookmark16) [Solms, 2006](#_bookmark16)). [Nosworthy (2000)](#_bookmark16) mentioned that in order to apply business conti- nuity measures in a consistent, manageable and cost effective manner an organi- zation-wide approach to a practical business continuity risk analysis should be adopted and applied to the business as a whole and not just the IT department. Recently, many authors suggest the need for a holistic information security risk management method that minimizes the several shortcomings of the traditional risk management methods ([Niekerk and Labuschagne, 2006; Spears, 2006; Zucca-](#_bookmark16) [to, 2006; Anderson, 2007; Huang et al., 2008](#_bookmark16)). The suggested method should be based on the standards and considers the special characteristics of information security domain and uses different techniques to combine the standard and profes- sional methods under a comprehensive and practical information security risk

management framework ([Jung et al., 1999](#_bookmark13)).

1. The target enterprise ISRM framework

The target ISRM framework has two main parts: one part is concerned with its structural view; while the other is associated with its procedural view. The struc- tural view has two dimensions: scope and criteria; while the procedural view also has two other dimensions: process and tools. The framework is described in the following, in terms of these four dimensions.

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **S** | **T** | **O** | **P** | **E** |

**The Structural View of the Framework**

**Scope**

**STRUCTURAL**

**ISSUES**

**Process**

**Criteria**

**PROCEDURAL**

**ISSUES**

**Tools**

**Enterprise Information Security Risk Management**

**Previous Work**

**Math/ Comp**

**Info. Collect.**

**Others**

**Control**

**Improve**

**Benchmarks**

**Analyze**

**Cost**

**Measure**

**Standards**

**Define**

**Requirements**

Figure 1 The structure of the proposed enterprise ISRM framework.

* + The ‘‘scope’’ of the framework is based on the five STOPE domains of strategy, technology, organization, people, and environment with different levels of details, associated with each domain.
  + The management ‘‘criteria’’ of the framework is considered to be associated with the controls of the ISO family of information security standards. However, other requirements can also be considered.
  + The ‘‘process’’ of the framework adopts the five cyclic phases of six-sigma model DMAIC: define, measure, analyze, improve, and control.
  + The support ‘‘tools’’ of the framework may include the various means that would promote the work, including: survey tools, mathematical models, and computer software.

[Fig. 1](#_bookmark3) illustrates the structure of the proposed framework. Further explanations of both its structural view and procedural view are to follow.

* 1. *The structural view of the framework*

The structural view of the proposed ISRM framework is described here in terms of its two dimensions: the STOPE-based scope, and the management criteria.

*The STOPE-based scope* of the framework would enable mapping the basic ele- ments of the enterprise, associate with IT, to the domains of ‘‘strategy, technology, organization, people, and environment’’. The basic elements of an enterprise, with

Table 1 Enterprise assets considered by different references ([ISO/IEC TR 13335, 1998; CRAMM, 2001](#_bookmark11))

mapped on the STOPE domains.

STOPE

S T

O

P

E

Assets main groups

Tangible (*Examples*)

Information: (*Policy document*) Information: (*Data files*)

IT services: (*Messaging-active directory*) Software: System (*Solaris*), Application (*Oracle*), Utilities (management tools)

Hardware: Hosts (*Servers*) other (*Printers*) Communication: Network (*Routers*), (*Cable*) Documents: (*Management commitment*) Agreements: (*Confidentiality-third party*) Information: (*Research*)

Other: (*User manuals-training material*) IT staff: (*IT security manager*) Employee: (*Senior management*)

Users: (*Inside/Outside*) Contractors:(*Consultants*) Owners:(*Stakeholders*)

Services: (*Heating-lighting-power-AC*) Equipment: (*Desks-Fax machines-Cables*) Physical (infrastructure): (*Oﬃces-facilities*)

Intangible

* Goodwill
* Service to clients
* Public confidence
* Public trust
* Competitive advantage
* Image of the organization
* Reputation
* Trust in services
* Employee moral
* Productivity
* Loyalty
* Ethics

regards to ISRM, are considered to be its: assets, security challenges, and security controls. These are addressed in the following according to the STOPE-based scope. ‘‘ *Asset management*’’ is one of the main clauses of ISO 17799, and has two objectives: ‘‘responsibility of assets’’ and ‘‘information classification’’. ISO defines an asset ‘‘*as anything that has value to the organization*’’ ([ISO/IEC](#_bookmark12) 17799, 2005). This definition brings up the consideration of two types of assets: ‘‘tangible’’ and ‘‘intangible’’. [Table 1](#_bookmark4) maps the tangible assets considered by different refer- ences to the five STOPE domains; this is a high-level mapping that can be refined into sub-levels of further details. The Table also considers intangible assets that

are associated with multiple-domains.

*Security challenges* can be viewed as negative coins of two faces: threats and vul- nerabilities. ISO defines threat as ‘‘*a potential cause of an unwanted incident, which may result in harm to a system or organization*’’; and it defines vulnerability as ‘‘*a weakness of an asset or group of assets that can be exploited by one or more threats*’’ ([ISO/IEC](#_bookmark12) 17799, 2005). [Table 2](#_bookmark5) maps ISO threats and vulnerabilities to the five STOPE domains. With regards to threats, the Table marks them as either: delib- erate (D), accidental (A), or both (D&A).

*Security controls* are defined by ISO as ‘‘means of managing risk, including pol- icies, procedures, guidelines, practices, or organizational structures, which can be of administrative, technical, management, or legal nature’’. [Table 3](#_bookmark6) maps ISO information security clauses, objectives and controls ([ISO/IEC](#_bookmark12) 17799, 2005) to the five STOPE domains.

|  |  |  |
| --- | --- | --- |
| Table 2 Threats and vulnerabilities considered by different references ([ISO/IEC TR 13335, 1998; CRAMM,](#_bookmark11) [2001](#_bookmark11)) mapped on the STOPE domains. | | |
| STOPE | Challenges main groups |  |
|  | Threats | Vulnerabilities |
| S | Policy:(inadequate) |  |
| T | Malicious codes: (*Viruses*) D | Software: (*Configuration errors*) |
|  | Software: (*Failures*) D&A | Hardware: (*Missing patches*) |
|  | Hardware: (*Failures*) D&A | Communication: (*Unnecessary protocol*) |
|  | Communication: (*Infiltration*) D | Media: (*Electrical interference*) |
| O | Agreement: (*Inadequate*) D | Document: (*No care at disposal*) |
|  | Information: (*Errors*) D |  |
|  | Planning: (*Problems*) D | Procedures: (*Violations not reported*) |
|  | Procedures: (*Incorrect*) D&A |  |
| P | Employee: (*Sabotage*) D | Employee: (*Insuﬃcient training*) |
|  | Users: (*Inside/Outside/Theft*) D |  |
|  | Crackers: (*Malicious hacking*) D |  |
| E | Industrial: (*Espionage*) D | Natural: (*Facility in flood zone*) |
|  | Natural: (*Earthquake*) A | Physical: (*Unlocked doors*) |
|  | Services: (*Power outage*) A |  |
|  |  |  |

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| S | 5 | Security policy | 1 | 2 | 15 |
| T | 10 | Communications and operations management | 10 | 32 | 188 |
|  | 11 | Access control | 7 | 25 | 120 |
|  | 12 | Information systems acquisition, development, and maintenance | 6 | 16 | 96 |
| O | 6 | Organization of information security | 2 | 11 | 82 |
|  | 7 | Asset management | 2 | 5 | 7 |
|  | 13 | Information security incident management | 2 | 5 | 13 |
|  | 14 | Business continuity management | 1 | 5 | 33 |
| P | 8 | Human resources security | 3 | 9 | 30 |
| E | 9 | Physical and environmental security | 2 | 13 | 59 |
|  | 15 | Compliance | 3 | 10 | 39 |
| Total objectives, controls, and measures | | | 39 | 133 | 682 |

The controls of ISO 17799 information security management standards have been previously investigated according to the STOPE view, for the purpose of eas- ing their application to enterprises, and achieving safe IT activities ([Saleh et al.,](#_bookmark15) [2006, 2007](#_bookmark15)).

Table 3 ISO information security clauses, objectives and controls ([ISO/IEC 17799, 2005](#_bookmark12)) mapped on the STOPE domains.

STOPE ISO 17799: 2005 BASIC PARTS

Part No. Clause No. of

objectives/ controls/factors

It should be noted that the framework would not be limited to the issues of the assets, threats, vulnerabilities, and controls considered above, but it would also be open to other potential issues.

*The management criteria* of the structural view would appear at all domains of the STOPE-scope of the proposed framework. The criteria may specify the

required security controls, on the various STOPE domains, relative to cost-benefit analysis. For the controls considered, it may provide benchmarks to their accept- able levels. In general, the management criteria would be associated with the strat- egy and requirements of the enterprise considered.

* 1. *The procedural view*

The procedural view of the proposed ISRM framework is described here in terms of its two dimensions: the six-sigma-based process and the support tools.

*The six-sigma based process* has the five-phase cyclic process of define, measure, analyze, improve, and control: DMAIC In the following, the processes of the risk management methods of the standards organizations and of the professional com- panies given above are mapped on the phases of the DMAIC process. Each of these phases is then addressed in terms of its objective, input and output.

[Table 4](#_bookmark7) maps the processes of the key risk management methods, considered above, to the six-sigma cyclic phases of: ‘‘define, measure, analyze, improve, and control’’. This shows how the DMAIC process can accommodate these pro- cesses, providing a potential comprehensive risk management process for the fu- ture. This is enhanced further by giving the functions of each phase, in the process, as summarized in [Table 5](#_bookmark8), and explained in the following.

*The* ‘‘*define*’’ *phase* specifies the basic elements of the risk management process. This phase would use the output of a previous cycle of the DMAIC process, or start a new process, depending on the case considered. This phase has a number steps as follows:

* + - establish the context of the reviewed area;
    - map the existing situation of the enterprise (assets, threats, vulnerabilities, con- trols) to the STOPE domains;
    - specify the owner of each asset;
    - specify the location of each asset;
    - specify the source of the threat;
    - define the level of detail; and
    - give security requirements.

The output of this phase would be a STOPE view of the current state of the ba- sic elements of information security in the considered enterprise.

*The* ‘‘*measure*’’ *phase* assess the basic elements of the framework according to a specified criteria. It receives the output of the ‘‘define’’ phase and add the follow- ing information to each element:

* + - assessment of the current state of assets;
    - assessment of the current state of threats;
    - assessment of the current state of vulnerabilities; and
    - assessment of the current state of controls.

Table 4 Mapping the processes of key risk management methods to the adopted DMAIC phases of the six-sigma.

Six-Sigma Key risk management methods

Define

AS/NZS: 4360

Communicate and consult

ISO/IEC TR 13335-3 NIST 800-30

Risk analysis

System characterizations

OCTAVE

Knowledge of management–operational area–staff

Create threat profile

CRAMM

Asset identification

Microsoft

Establish the context

Measure Identify risks

Analyze risk

Threat identification

Vulnerability identification Control analysis

Likelihood determination Impact analysis

Risk determination Recommended controls Risk assessment report

Identify key components Asset valuation

Evaluate selected

components

Threat and vulnerability

assessment

Analyze

Assessing risk

Evaluate risk

Improve

Treat risk

Safeguards selection

Policy and plan implementation

Develop protection

strategy

Countermeasure selection Conducting decision

and recommendation

support

Control

Monitor and

review

Follow-up

Cost-benefit analysis and

selection of controls Implementation Test and evaluate

Implement controls

Measuring risk

management program effectiveness
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Table 5 The use of six-sigma five phase cyclic process DMAIC for ISRM. DMAIC Explanation Output

Define *Objective:* Specify current state enterprise IS A STOPE view of the current

*Input:* Collect information about enterprise basic elements Assets Tangible/intangible/owner/location

Threats Deliberate/accidental Vulnerabilities Technical/organizational Controls Existing/planned

state of the basic elements of information security in the considered enterprise

Measure *Objective:* Assess the current state of information security A STOPE view of the critical

*Input:* Define stage outputs/expert or owner view Assets Valuation (direct/indirect) Threats/assets Possible damage Vulnerability/asset Weakness in the security measures

Controls / assets STOPE/ISO based evaluation approach for control analysis

([Saleh et al., 2007](#_bookmark17))

Assets requirements Confidentiality/availability/integrity Analyze *Objective:* Find the gap between the current state and the

required state of protection

*Input:* Assessment of enterprise current state from ‘‘measure’’ phase; and ‘‘required security

protection criteria

Model Development of an analytical model for gap analysis

Evaluation Using the model to evaluate current state

of security versus required one

Gap Determination of the security gap that needs to be closed, so that the

required improvement is achieved Improve *Objective:* Specify required improvements

to close the gap between the current state and required state

*Input:* Required state and current state

Directions Development of directions to close the

security gap and achieve the required improvement

Plan Designing an action plan that follows the directions

Control *Objective:* Implement improvement, monitor and evaluate; repeat process.

*Input:* Action plan for improvement

Implementing The action plan for improvement Monitoring The changing state Documentation Documenting the work

Re-initiating The DMAIC process

assets, associated with the assessment of the threats & vulnerabilities they are

facing, and with the security controls used

A STOPE view of the gap between security requirements and the current state of security, considering all critical assets

A STOPE view of a plan of action of what should be done to close the gap and achieve the required security

Implementation of the plan, operation, performance, process activation

The output of this phase would be a STOPE view of the critical assets, associ- ated with the assessment of the threats and vulnerabilities they are facing, and with the security controls used.

*The* ‘‘*analyze*’’ *phase* analyzes the gap between the current state and the required state of protection from challenges. This will be based on the output of the

‘‘measure’’ phase on the one hand, and on required ‘‘criteria’’ on the other. The basic steps of this phase are as follows:

* development of an analytical model for gap analysis;
* using the model for the evaluation of the current state versus the required state; and
* determination of the security gap between the current state and the required state.

The output of the phase is a STOPE view of the gap between security require- ments and the current state of security, considering all critical assets.

*The* ‘‘*improve*’’ *phase* considers the security state and the required state. It has the following main steps:

* development of directions to close the security gap and achieve the required improvement; and
* designing an action plan that follows the directions.

The output of the phase is a STOPE view of a plan of action of what should be done to close the gap and achieve the required security improvement.

*The* ‘‘*control*’’ *phase* considers the improvement plan and performs the following main steps:

* implementation of the plan;
* monitoring the changing state; and
* documenting the work.

The output of the phase is an improved security, in addition to going into an- other cycle for responding to new requirements and change.

* 1. *Support tools*

The proposed framework considers that ‘‘support tools’’ would be required for the executionofthevarious DMAICphases. Suchtoolshavealsobeenconsideredbypre- vious methods ([Saleh and](#_bookmark18) [Bakry, 2008](#_bookmark18)). The tools would include, but not limited to:

* + - information collection and survey tools;
    - modeling and mathematical tools;
    - computational methods and software packages; and
    - other related or combined tools.

1. Conclusions

This paper has presented a new enterprise ISRM framework that enjoys attractive features for future use. The ‘‘STOPE-scope’’ of the framework enables it to accommodate the wide range of issues associated with ISRM, in a well structured

and open manner. This does not only integrates the issues that have been consid- ered by other methods, but also permits other or emerging issues to be considered. The six-sigma ‘‘DMAIC process’’ of the framework allows it to accommodate the various processes of other ISRM methods in a one unified and widely accepted process. In addition, the framework respond to the need of using a ‘‘management criteria’’, and permits various criterion to be taken into account, including ISO information security controls, and considering pre-determined benchmarks. The framework also considers the use of ‘‘support tools’’ for performing the various phases of the process efficiently as is the case with other ISMR methods. The com- prehensive and flexible nature of the framework makes it a candidate to become an ‘‘open reference’’ for ISRM that can be widely used by enterprises seeking safe environment for their e-based business. The authors hope that the time to be taken toward the wide scale use of the framework will not be very long.
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