**第一章 网络安全概论**

1、计算机网络安全是指利用计算机网络管理控制和技术措施，保证在网络环境中数据的 、完整性、网络服务可用性和可审查性受到保护。

A．机密性　 B．抗攻击性

C．网络服务管理性　 D．控制安全性

2、网络安全的实质和关键是保护网络的 安全。

A．系统　 B．软件

C．信息　 D．网站

3、下面不属于TCSEC标准定义的系统安全等级的4个方面是。

A．安全政策　　　 B．可说明性

C．安全保障　　 D．安全特征

4、在短时间内向网络中的某台服务器发送大量无效连接请求，导致合法用户暂时无法访问服务器的攻击行为是破坏了 。

A．机密性 B．完整性

C．可用性 D．可控性

5、如果访问者有意避开系统的访问控制机制，则该访问者对网络设备及资源进行非正常使用属于 。

A．破环数据完整性 B．非授权访问

C．信息泄漏 D．拒绝服务攻击

2. 填空题

(1) 计算机网络安全是一门涉及 、 、 、通信技术、应用数学、密码技术、信息论等多学科的综合性学科。

(2) 网络安全的5 大要素和技术特征，分别是 \_\_\_\_\_\_、\_\_\_\_\_\_、\_\_\_\_\_\_、\_\_\_\_\_\_、\_\_\_\_\_\_。

(3) 计算机网络安全所涉及的内容包括是 、 、 、 、 等五个方面。

(4) 网络信息安全保障包括 、 、 和 四个方面。

(5) 网络安全关键技术分为 、 、 、 、 、 、 和 八大类。

(6) 网络安全技术的发展具有 、 、 、 的特点。

(7) TCSEC是可信计算系统评价准则的缩写，又称网络安全橙皮书，将安全分为 、 、 和文档四个方面。

(8)通过对计算机网络系统进行全面、充分、有效的安全评测，能够快速查出 、 、 。

**第二章 网络安全技术基础**

1. 选择题

（1）SSL协议是（ ）之间实现加密传输的协议。

A.物理层和网络层 B.网络层和系统层

C.传输层和应用层 D.物理层和数据层

（2）加密安全机制提供了数据的（ ）。

A.可靠性和安全性 B.保密性和可控性

C.完整性和安全性 D.保密性和完整性

（3）抗抵赖性服务对证明信息的管理与具体服务项目和公证机制密切相关，通常都建立在（ ）层之上。

A.物理层 B.网络层

C. 传输层 D.应用层

（4）能在物理层、链路层、网络层、传输层和应用层提供的网络安全服务的是（ ）。

A.认证服务 B.数据保密性服务

C.数据完整性服务 D.访问控制服务

（5）传输层由于可以提供真正的端到端的连接，最适宜提供（ ）安全服务。

A.数据保密性 B.数据完整性

C.访问控制服务 D.认证服务

2. 填空题

（1）应用层安全分解成 、 、 的安全，利用 各种协议运行和管理。

（2）安全套层SSL协议是在网络传输过程中，提供通信双方网络信息

的 性和 性，由 和 两层组成。

（3）OSI/RM开放式系统互连参考模型七层协议是 、 、 、 、 、 、 。

（4）ISO对OSI规定了 、 、 、 、 五种级别的安全服务。

（5）一个VPN连接由 、 和 三部分组成。一个高效、成功的VPN具有 、 、 、 四个特点。

**第三章 网络安全管理技术**

1、网络安全管理技术涉及网络安全技术和管理的很多方面，从广义的范围来看（ ）是安全网络管理的一种手段。

A.扫描和评估 B. 防火墙和入侵检测系统安全设备

C.监控和审计 D. 防火墙及杀毒软件

2、与安全有关的事件，如企业猜测密码、使用未经授权的权限访问、修改应用软件以及系统软件等属于安全实施的（ ）。

A.信息和软件的安全存储 B.安装入侵检测系统并监视

C.对网络系统及时安装最新补丁软件 D.启动系统事件日志

**第四章 黑客攻防与入侵检测**

1、在黑客攻击技术中，（ ）黑客发现获得主机信息的一种最佳途径。

A.网络监听 B.缓冲区溢出

C.端口扫描 D.口令破解

2、（ ）是一种新出现的远程监控工具，可以远程上传、修改注册表等，集聚危险性还在于，在服务端被执行后，如果发现防火墙就会终止该进程，使安装的防火墙完全失去控制。

A.冰河 B.网络公牛

C.网络神偷 D.广外女生

**第五章**

1、访问控制模式有三种模式，即 、 和 。

2、计算机网络安全审计是通过一定的 ，利用 系统活动和用户活动的历史操作事件，按照顺序 、 和 每个事件的环境及活动，是对 和 的补充和完善。

**第六章**

（1）（ ）密码体制，不但具有保密功能，并且具有鉴别的功能。

A. 对称 B. 私钥

C. 非对称 D. 混合加密体制

（2）网络加密方式的（ ）是把网络上传输的数据报文的每一位进行加密，而且把路由信息、校验和等控制信息全部加密。

A. 链路加密 B. 节点对节点加密

C. 端对端加密 D.混合加密

（3）恺撒密码是（ ）方法，被称为循环移位密码，优点是密钥简单易记，缺点是安全性较差。

A.代码加密 B.替换加密

C.变位加密 D.一次性加密

（4）数据加密标准DES是 加密技术，专为 编码数据设计的，典型的按 方式工作的 密码算法。

**第七章**

1、数据库安全可分为两类：系统安全性和 。

A. 数据安全性 B. 应用安全性

C. 网络安全性 D. 数据库安全性

2、下载数据库数据文件，然后攻击者就可以打开这个数据文件得到内部的用户和帐号以及其它有用的信息，这种攻击称为 。

A. 对SQL的突破 B. 突破script的限制

C. 数据库的利用 D. 对本地数据库的攻击

3、由非预期的、不正常的程序结束所造成的故障是 。

A. 系统故障 B. 网络故障

C. 事务故障 D. 介质故障

4、权限管理属于下面哪种安全性策略： 。

A. 系统安全性策略 B. 用户安全性策略

C. 数据库管理者安全性策略 D. 应用程序开发者的安全性策略

5、数据库系统的完整性主要包括 和 。

物理完整性、 逻辑完整性

6、数据库安全可分为二类： 和 。

系统安全性、 数据安全性

**第九章**

1、驻留在多个网络设备上的程序在短时间内产生大量的请求信息冲击某web服务器，导致该服务器不堪重负，无法正常相应其他合法用户的请求，这属于（ ）

1. 上网冲浪 B中间人攻击 C．DDoS攻击 D．MAC攻击

2、防火墙隔离了内部、外部网络，是内、外部网络通信的 途径，能够根据制定的访问规则对流经它的信息进行监控和审查，从而保护内部网络不受外界的非法访问和攻击。

3、防火墙是一种 设备，即对于新的未知攻击或者策略配置有误，防火墙就无能为力了。

4、从防火墙的软、硬件形式来分的话，防火墙可以分为 防火墙和硬件防火墙以及 防火墙。

5、第一代应用网关型防火墙的核心技术是 。

6、单一主机防火墙独立于其它网络设备，它位于 。

7、 是位于外围网络中的服务器，向内部和外部用户提供服务。

8、 利用TCP协议的设计上的缺陷，通过特定方式发送大量的TCP请求从而导致受攻击方CPU超负荷或内存不足的一种攻击方式。

**第十一章**

1、电子商务对安全的基本要求不包括（ ）

A.存储信息的安全性和不可抵赖性 B. 信息的保密性和信息的完整性

C.交易者身份的真实性和授权的合法性 D.信息的安全性和授权的完整性

2、在Internet上的电子商务交易过程中，最核心和最关键的问题是（ ）

A. 信息的准确性 B. 交易的不可抵赖性

C. 交易的安全性 D. 系统的可靠性

3、电子商务以电子形式取代了纸张，在它的安全要素中（ ）是进行电子商务的前提条件。

A. 交易数据的完整性 B. 交易数据的有效性

C. 交易的不可否认性 D. 商务系统的可靠性

4、应用在电子商务过程中的各类安全协议，（ ）提供了加密、认证服务，并可以实现报文的完整性，以完成需要的安全交易操作。

A. 安全超文本传输协议（S-HTTP）） B. 安全交易技术协议（STT）

C. 安全套接层协议（SSL） D. 安全电子交易协议（SET）

5、电子商务按应用服务的领域范围分类，分为 和 两种模式。

6、电子商务的安全性主要包括五个方面，它们是 、 、

、 、 。