# Security risk assessment report

|  |
| --- |
| **Part 1: Select up to three hardening tools and methods to implement** |
| Password Policies, Firewall configuration, MFA |
|

|  |
| --- |
| **Part 2: Explain your recommendations** |
| I recommend stronger password policies due to the fact employees are sharing passwords, and the admin database password is set to the default password, this along side MFA will lower the risk of employees having access to more than they need to complete their task which will mitigate potential future risk to valuable assets. Firewall configuration should also be implemented so that potential attacks from outside the company can be mitigated as much as possible. All of these do not require constant updates but should always be updated as industry standards change. |