**Job Profile**

09P - Security Operations

**The Role**

As a Leader for Account Security team you are responsible for dealing with vulnerabilities, non-compliance, patching, encryption service, bank security component agents, certificates, security logging, I&AM performance, and ensuring adherence to Schedule 14 of the contract ,Includes operations for Physical Security, Incident Management, Crisis Management / Emergency Planning, Risk Assessment/Analysis, Information Protection, Travel Security, Audit Compliance.Responsibility to act on Data Loss Preventions (DLPs) promptly, address security issues, engage with the Legal team, and initiate support from the Kyndryl CSIRT team as needed.Govern security-related items through various forums and calls, including the Monthly Security Forum, KIT calls with the Security Policy Owner, and weekly meetings with different teams.Responsible for ensuring reported materials and data are accurate and provided in a timely and professional manner to Client.

Key responsibility to support both LBG and Kyndryl on Security topics for the benefit of both Organisations.

Your future at Kyndryl

There are lots of opportunities to gain certification and qualifications on the job, and you’ll continuously grow as a Cloud Hyperscaler. Many of our Infrastructure Specialists are on a path toward becoming either an Architect or Distinguished Engineer, and there are opportunities at every skill level to grow in either of these directions.

**Who You Are**

You’re good at what you do and possess the required experience to prove it. However, equally as important – you have a growth mindset; keen to drive your own personal and professional development. You are customer-focused – someone who prioritizes customer success in their work. And finally, you’re open and borderless – naturally inclusive in how you work with others.

**Required Skills and Experience**

* 5+ years of experience in CyberSecurity operations role
* 15+ years of overall IT experience
* Deep understanding of patching, vulnerability, non compliance and understand across technologies
* Leadership skills guiding and motivating development teams to deliver solutions that meet business requirements
* Proficient in project management, including scope definition, scheduling, resource allocation, and risk management
* Business acumen to understand customer needs, market trends, and align software development with business objectives
* Excellent communication skills in liaising with team members and stakeholders  
    
  **Preferred Skills and Experience**

* Bachelor’s degree in Computer Science, Engineering, Management Information Systems, or equivalent job experience
* Experience in one or more Hyperscaler to leverage cloud-native solutions
* Continuous learning mindset to stay updated with industry trends, technologies, and best practices
* Problem-solving and decision-making abilities to overcome challenges in security space
* Lead Security Incident management
* Lead vulnerability management
* Lead Patch Management

**Being You**

Diversity is a whole lot more than what we look like or where we come from, it’s how we think and who we are. We welcome people of all cultures, backgrounds, and experiences. But we’re not doing it single-handily: Our Kyndryl Inclusion Networks are only one of many ways we create a workplace where all Kyndryls can find and provide support and advice. This dedication to welcoming everyone into our company means that Kyndryl gives you – and everyone next to you – the ability to bring your whole self to work, individually and collectively, and support the activation of our equitable culture. That’s the Kyndryl Way.