|  |  |
| --- | --- |
| **Registration** | |
| **URL:** | http://qwallity.herokuapp.com/register |
| **Request Method:** | POST |
| **Status Code:** | 302 FOUND |
| **Request Headers:** | Accept: text/html,application/xhtml+xml,application/xml;q=0.9, image/avif,image/webp,image/apng,\*/\*;q=0.8,application/signed-exchange;v=b3;q=0.9  Accept-Encoding: gzip, deflate  Accept-Language: en,ru-RU;q=0.9,ru;q=0.8,en-US;q=0.7  Cache-Control: max-age=0  Connection: keep-alive  Content-Length: 82  Content-Type: application/x-www-form-urlencoded  Cookie: session=def2e872-c43c-4481-87ab-c0b6073220e4  Host: qwallity.herokuapp.com  Origin: http://qwallity.herokuapp.com  Referer: http://qwallity.herokuapp.com/register  Upgrade-Insecure-Requests: 1  User-Agent: Mozilla/5.0 (Windows NT 10.0; Win64; x64) AppleWebKit/537.36 (KHTML, like Gecko) Chrome/104.0.0.0 Safari/537.36 |
| **Remote Address:** | 54.224.34.30:80 |
| **Response Headers:** | Connection: keep-alive  Content-Length: 219  Content-Type: text/html; charset=utf-8  Date: Sun, 04 Sep 2022 16:58:09 GMT  Location: http://qwallity.herokuapp.com/login  Server: gunicorn  Set-Cookie: session=def2e872-c43c-4481-87ab-c0b6073220e4; Expires=Sun, 04-Sep-2022 17:28:09 GMT; HttpOnly; Path=/  Via: vegur |

**Http requests**

|  |  |
| --- | --- |
| **Login** | |
| **URL:** | http://qwallity.herokuapp.com/login |
| **Request Method:** | POST |
| **Status Code:** | 302 FOUND |
| **Request Headers:** | Accept: text/html,application/xhtml+xml,application/xml; q=0.9,image/avif,image/webp,image/apng,\*/\*; q=0.8,application/signed-exchange;v=b3;q=0.9  Accept-Encoding: gzip, deflate  Accept-Language: en,ru-RU;q=0.9,ru;q=0.8,en-US;q=0.7  Cache-Control: max-age=0  Connection: keep-alive  Content-Length: 50  Content-Type: application/x-www-form-urlencoded  Cookie: session=def2e872-c43c-4481-87ab-c0b6073220e4  Host: qwallity.herokuapp.com  Origin: http://qwallity.herokuapp.com  Referer: http://qwallity.herokuapp.com/login  Upgrade-Insecure-Requests: 1  User-Agent: Mozilla/5.0 (Windows NT 10.0; Win64; x64) AppleWebKit/537.36 (KHTML, like Gecko) Chrome/104.0.0.0 Safari/537.36 |
| **Remote Address:** | 54.224.34.30:80 |
| **Response Headers:** | Connection: keep-alive  Content-Length: 217  Content-Type: text/html; charset=utf-8  Date: Sun, 04 Sep 2022 17:07:21 GMT  Location: http://qwallity.herokuapp.com/home  Server: gunicorn  Set-Cookie: session=def2e872-c43c-4481-87ab-c0b6073220e4; Expires=Sun, 04-Sep-2022 17:37:21 GMT; HttpOnly; Path=/  Via: vegur |

|  |  |
| --- | --- |
| **Add Course** | |
| **URL:** | http://qwallity.herokuapp.com/add\_course |
| **Request Method:** | GET |
| **Status Code:** | 200 OK |
| **Request Headers:** | Accept: text/html,application/xhtml+xml,application/xml; q=0.9,image/avif,image/webp,image/apng,\*/\*;q=0.8,application/signed-exchange;v=b3;q=0.9  Accept-Encoding: gzip, deflate  Accept-Language: en,ru-RU;q=0.9,ru;q=0.8,en-US;q=0.7  Connection: keep-alive  Cookie: session=def2e872-c43c-4481-87ab-c0b6073220e4  Host: qwallity.herokuapp.com  Referer: http://qwallity.herokuapp.com/home  Upgrade-Insecure-Requests: 1  User-Agent: Mozilla/5.0 (Windows NT 10.0; Win64; x64) AppleWebKit/537.36 (KHTML, like Gecko) Chrome/104.0.0.0 Safari/537.36 |
| **Remote Address:** | 54.224.34.30:80 |
| **Response Headers:** | Connection: keep-alive  Content-Length: 4060  Content-Type: text/html; charset=utf-8  Date: Sun, 04 Sep 2022 17:20:55 GMT  Server: gunicorn  Set-Cookie: session=def2e872-c43c-4481-87ab-c0b6073220e4; Expires=Sun, 04-Sep-2022 17:50:55 GMT; HttpOnly; Path=/  Via: vegur |

|  |  |
| --- | --- |
| **Delete Course** | |
| **URL:** | http://qwallity.herokuapp.com/course/98563501/delete |
| **Request Method:** | GET |
| **Status Code:** | 302 FOUND |
| **Request Headers:** | Accept: text/html,application/xhtml+xml,application/xml; q=0.9,image/avif,image/webp,image/apng,\*/\*;q=0.8,application/signed-exchange;v=b3;q=0.9  Accept-Encoding: gzip, deflate  Accept-Language: en,ru-RU;q=0.9,ru;q=0.8,en-US;q=0.7  Connection: keep-alive  Cookie: session=def2e872-c43c-4481-87ab-c0b6073220e4  Host: qwallity.herokuapp.com  Referer: http://qwallity.herokuapp.com/courses/course/98563501  Upgrade-Insecure-Requests: 1  User-Agent: Mozilla/5.0 (Windows NT 10.0; Win64; x64) AppleWebKit/537.36 (KHTML, like Gecko) Chrome/104.0.0.0 Safari/537.36 |
| **Remote Address:** | 54.243.129.215:80 |
| **Response Headers:** | Connection: keep-alive  Content-Length: 223  Content-Type: text/html; charset=utf-8  Date: Sun, 04 Sep 2022 17:30:33 GMT  Location: http://qwallity.herokuapp.com/courses  Server: gunicorn  Set-Cookie: session=def2e872-c43c-4481-87ab-c0b6073220e4; Expires=Sun, 04-Sep-2022 18:00:33 GMT; HttpOnly; Path=/  Via: 1.1 vegur |

**Correct, good job😊**