School of Computing and Information Systems

CS440: Foundation of Cybersecurity

Lab 9: Web Security Lab

**Part 1: Prerequisites**

1. **Mutillidae Setup - [** [**Video Walkthrough**](https://www.youtube.com/watch?v=mtD0hw4ptik) **]**

There is an error in a configuration file in Metasploitable.

1. In Metasploitable, navigate to Mutillidae's folder using the command

cd /var/www/mutillidae/

1. Edit **config.inc** (you will be asked for your password) using the command

sudo vim config.inc

1. Replace metasploit with owasp10 , save and exit.
2. Restart the **Apache** webserver using the command

sudo /etc/init.d/apache2 reload

1. In Kali Linux, open Firefox and go to the webpage

\_<\_youripaddress>\_\_/mutillidae/

1. On the navigation bar of Mutillidae, find the button for **Reset DB**, **click it**, then select **ok**.
2. You can now Register and Login into Mutillidae
3. **Burp Suite Setup - [** [**Video Walkthrough**](https://www.youtube.com/watch?v=Bs5vwRlgG-0) **] (For Week 12 Lab)**

Burp Suite is a set of tools used for penetration testing of web applications. We are using Burp Suite its proxy, which allows us to intercept all requests and responses between the browser and the target application.

**Note:** Only setup Burp Suite if the section requires the use of Burp Suite.
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In Firefox, Select **Preferences** and search for **Network Settings**

1. To **enable** Burp Suite:
2. Select the Radio Button **Manual proxy configuration**
3. Under **HTTP Proxy**, enter 127.0.0.1 and Under **Port** on the same line, enter 8080
4. To **disable** Burp Suite:
5. Select the Radio Button **No proxy**

3. Working with Burp Suite (**Proxy** tab) ![](data:image/png;base64,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):

1. Toggle **Intercept on/off** to allow/disallow Burp Suite to intercept requests
2. When a request is intercepted, you can make changes its Body and Parameters.
3. Press **Drop** to terminate the request and **Forward** to proceed with the request

**Part 2: Session Hijacking**

Session hijacking is an attack where a user's **session** is taken over by an attacker.

**More info:** https://owasp.org/www-community/attacks/Session\_hijacking\_attack

1. **Installing Cookie Editor - [** [**Video Walkthrough**](https://www.youtube.com/watch?v=bIPQQ6xkdEs) **]**

We will use Cookie Editor to modifiy Mutillidae's Cookies.

1. Search for **Cookie Editor Extension** on Firefox
2. Click **+ Add to Firefox ![](data:image/png;base64,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)**, Firefox will ask if you want to add the extension,

select **Add**

1. You should see a small **Cookie Icon** appear in the top right ![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAA8AAAAQCAYAAADJViUEAAACMklEQVQokZ3S3U9SARjH8a96zCNU7mgqDA8psWktAzUneSauXNTMNv+Itvoz+k9q67ouukibbjbWUsFslij5yktiFOeAGAcQ5XTRBW7aevldPns++23PnqqR2/cN/jPCacPuq1fo6XWTz+VJfksSicaJxeJ/h7sud2KzWtnc2sLl6kZRbpDJZJidCxJaXqF0eHg6NtXXg2HwNZnk+YuXWCyt2GxWJEnijm+EM7W1BILvAag+DkVRxOtVsNtlAsEFzCYTI7eG6e1xMz09w+xcAEXxYDabKs2NksTQkEKxWMTl6sbvf8vGxjblcpnFD0sAGIbB/PwC1/t6kOU2wuG1X802m5WuTidOp4Olj5/4nkrx6OEDPAP9LC+vkE5nGB31IUkS+/s/aGlprjSfqatDz+d58vQZuZxOX68bQaghXygA0NTUiNt1jVj0C7qep6HhfAXreh6xTuTgoARAKLRKYncXTcsAEA6voakaKVXF61XYjkQqWFVVDKCl+QKy3Mb4+Bh+/zteTbxm7N5dTCYTE5NTyLLM2XNmopFY5dqaliaRSDA46KFQLBKP75DNZgEolUpIUgNOp4Nhr8L2VpSdxC4ANY5LnY/L5TJaOs2QVwEgGFgktLLK0dERakpD13UGPP0IQg0Tk1PkcjkAqo7/tqOjA5/vJpIksbeXJZVSEUURi6WVSCTKzBs/qZSKYRgnMYAgCLS327lotyNJEsVigfDnNdbXN0+88Qn8L6n+88rv8xMAuOoAM5lA4gAAAABJRU5ErkJggg==), if your window is small, you can access the extension by clicking the **Arrow Icon![](data:image/png;base64,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)** at the top right.
2. **Gaining Administrator Access - [** [**Video Walkthrough**](https://www.youtube.com/watch?v=bIPQQ6xkdEs&t=6s) **]**

We will create a standard user account, login with it and then modify its cookie to that of the Administrator's.

1. In Mutillidae, register a new user and login with the account. (or just login if you have already created an account)
2. After logging in, click the Cookie Icon on the top right of the screen
3. Click into the row with **uid**, modify the value to 1, then click the **Save Icon ![](data:image/png;base64,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)**
4. **Refresh** the page, you should see you are logged in as the Administrator

**Part 3: SQL Injection**

An SQL Injection involves the insertion of an SQL query via an input field in the client, which is sent to the webserver. The input modifies the existing SQL query made to the database, allowing an attacker to perform actions or view data that they are normally not able to do.

**More info:** https://owasp.org/www-community/attacks/SQL\_Injection

1. **SQL Injecting Mutillidae (Easy) - [** [**Video Walkthrough**](https://www.youtube.com/watch?v=sOmTJeid2Hg) **]**

Mutillidae takes in the **Name** ($username) and **Password** ($password) and uses it to construct an SQL statement.

The SQL statement is used to query the database to see if such a user exists.

**A look at the statement:**

SELECT \* FROM accounts

WHERE username='$username'

AND password='$password'

In the input box for **Name**, enter admin' OR 1=1# , leave **Password** blank

**A look at the new statement:**

SELECT \* FROM accounts

WHERE username='admin'

OR 1=1#

AND password=''

Notice that this will always return a value even if the username admin does not exist.

You should be logged in as the Administrator

1. **SQL Injecting Mutillidae (Medium) - [** [**Video Walkthrough**](https://www.youtube.com/watch?v=sOmTJeid2Hg&t=30s) **]**

**Note:** Burp Suite is used here!

In this exercise, there is **Client-Side Validation**. In order to bypass the client-side validation, we will send a legitimate request, use Burp Suite to intercept the request. After which, we can modify the legitimate values with our payload.

1. Login as per normal, Burp Suite should intercept the Login request
2. Once Burp Suite intercepts the request, click onto **Params ![](data:image/png;base64,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)**
3. Modify the **Username** and **Password** with the same values shown in **(1)** Proceed with the request by pressing **Forward**
4. Press Forward again to allow Metasploitable's **response** to return
5. You should be logged in as the Administrator
6. **Automated SQL Injection with sqlmap - [** [**Video Walkthrough**](https://www.youtube.com/watch?v=sOmTJeid2Hg&t=71s) **]**

**sqlmap** is an open-source penetration testing tool that automates the process of detecting and exploiting SQL injection flaws and taking over of database servers.

**Note:** The command here spans more than one line.

If you plan to copy this into the terminal, copy 1 line, paste, then copy the other.

1. In the terminal, enter the command (might be a bit long)

sqlmap -u "http://\_\_youripaddress\_\_/mutillidae/index.php?page=user info.php&username=admin&password=pass&user-info-php-submit

button=View+Account+Details" --dbs --dump

1. Let **sqlmap** run for a while, if **sqlmap** prompts you, enter their recommended value (usually capitalized)
2. **sqlmap** will be able to see the database contents in Mutillidae

**Part 4: Security Misconfiguration**

Failing to implement the necessary security controls or doing so with errors.

1. **Accessing the Metasplotiable Database from Kali Linux - [** [**Video Walkthrough**](https://www.youtube.com/watch?v=cR3Qf_KPWgo) **]**

The mySQL database in Metasploitable is open to the public without any form of authentication.

1. In the terminal, enter the command

mysql -u root -h <youripaddress>

1. You will be logged in as the database administrator
2. You can navigate and view the database contents using these commands and your mysql knowledge:

|  |  |
| --- | --- |
| **Command** | **Function** |
| show databases; | Shows all the Databases |
| use \_\_database\_\_; | "Enters" the Database, you can then see the tables inside |
| show tables; | Shows the Tables in a Database |

1. **Finding the DVWA Administrator Username and Password - [** [**Video Walkthrough**](https://www.youtube.com/watch?v=cR3Qf_KPWgo&t=22s) **]**

This account will be used for the XSS workshop!

Hint: The password is hashed using MD5 (but can MD5 be reversed? ![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABIAAAASCAYAAABWzo5XAAADkklEQVQ4jWWUX2wUVRjFf9/82ZntbrfdttAtCEWgikmJVYiRxEKgKrYhDW2agE2MEt5NwBgJ6psxJoZnDbzggzHIA5hoYw22JRGkAaEt5YEioRYk2KWbbjvb2ZmdmevD2uWP9+3e3HO+c79z7idK+Yqnlu/7zM3laGioxzTNyrlS5asi8jQE4/HN9F/TfPPj14zN/I6KBWhFi33tB3lh/WZ++O0U49OjiAh7tu7nnZ4DaJpWwcqyovHJMb44fYTNra1cuXEJJ+eBglRjnNyMQ9OmNACWYdPc0EJ1McOhAx9V1BkAjlPgy1OfIrU+584NUd0Qp6E5RRQpcjOLLMy6GDEd0QAWuH87i+8GNDduoLerDxEpE33/07dUZXScImSeqyUKFVo+wZb1r5JeX4eztMj1qXHm7bsYboINmeexjDjnr/5CXEvS1dmJ/DF+SX381fvsfKOdsTujiGPTu+U9unf3YBg6udw8ExPX2bGjnTNnz9Kzdy8igud53Lx5k4YVK3AWF9EGbnxHrF6RXXhAGERsW7ObjtfexDAMQBgeHuHo0U/wPJdn162r9OTChYscPvQhcdtmfj6PnPz1mBq8duY/W0EpyE66dO/qY0dbB40rm5jNZrk4McKVq5fZub2DpJ0iCEuUghL3Hsywve115Pjg52p4cgBBKlkpFUNy9xw0TQhKEaalE/ghdWuSxOIGoAAhcKC37SD7uvsxcs5DnoyXYNo6mY01FPI+bt4nXm1SlbYISxF/T+awq010U2NXSw/7uvsREbRl8BNUIiBQVROjfm2SRNoGAcPUWN1aR+2qJOnVSUZnf+bW7VsAaI8TKKVw51y8qRyFP/M4s26ljiDlJoqgm+XCZkLj5OkTKKWWv4hCKfDuO3TczVIohgQRBJFiEcFLWhQsEz+mE4hgaEKVF7BqySVZnygnW5V5KHkhoR/xTyCEhoERRaRQVAsUXQ+15BEpha6VbQkiRb4Y0f/ZsXKyRZU9MEyNrBsy9cpadLP84uJiidJDl0TRJxaExCJFXCm0MCITf4a3ut6lpWVjWdHcjEP2zgJWwqBpUy2iybK72CkTO2UiKAIgUIrCvM2el9+mr2s/lmU9GiM3Zj5gfOo8aWsIO7pGzUqNqpoYUfhoTGm6UCik8HPbGDh+mLq69P9mknQeKarBy8u2lcC9g6EeYFvz6HpAGIQslTYQxV8E0XmpfoShE1tJpVJPEP0L0hd7APh4iDAAAAAASUVORK5CYII=)) Find the **DVWA** administrator **username** and **password**!

Answer

|  |  |
| --- | --- |
| Username: | admin |
| Password: | password |

**Part 5: Cross Site Scripting (XSS)**

Cross Site Scripting as an attack whereby malicious scripts are injected into webpages. These scripts are executed when the webpage is viewed by other users. XSS attacks exploit the trust the **user has with the webserver**.

**Reflected XSS**

Reflected XSS is also known as Non - Persistent XSS

**More info:** https://owasp.org/www-community/attacks/xss/#Stored\_and\_Reflected\_XSS\_Attacks

1. **Reflected XSS on DVWA (Easy) - [** [**Video Walkthrough**](https://www.youtube.com/watch?v=wceO-omufSk) **]**

This webpage asks you for your name and then shows you Hello with whatever you entered.

1. In the input box, enter

<script>alert(document.cookie)</script>

1. After submitting, an **alert** will prompt and shows you all the cookie information
2. This means the script you just entered has been successfully executed on your browser.
3. **Reflected XSS on DVWA (Medium) - [** [**Video Walkthrough**](https://www.youtube.com/watch?v=wceO-omufSk&t=25s) **]**

Do this yourself!

**Hint:** The webpage filters input and removes everything within and including the **<>** tags. But! its filtering is not perfect.

In the input box, enter

<ScRiPt>alert(document.cookie)</ScRIPT>

**Stored XSS**

Stored XSS is also known as Persistent XSS

**More info:** https://owasp.org/www-community/attacks/xss/#Stored\_and\_Reflected\_XSS\_Att acks

1. **Stored XSS on DVWA (Easy) - [** [**Video Walkthrough**](https://www.youtube.com/watch?v=wceO-omufSk&t=64s) **]**

This webpage functions like a blog or forum, it asks you for a message, saves it in its database and shows it to you every time you revisit the page.

**Note:** If you want to clear the messages, you need to clear the database. You can do that from Kali Linux by following the steps shown in Security Misconfiguration and using the sql command delete from guestbook

1. Enter a random name, in the Message Textbox, enter

<script>alert(document.cookie)</script>

1. After submitting, there will be an **alert** prompt which shows you all the cookie information
2. When you revisit the page, or refresh it (don't refresh immediately after submitting, it will ask if you want to resubmit the form which can be quite troublesome)
3. **Stored XSS on DVWA (Medium) - [** [**Video Walkthrough**](https://www.youtube.com/watch?v=wceO-omufSk&t=123s) **]**

Do this yourself!

**Hint:** The webpage filters input and removes everything within and including the **<>** tags. Each textbox has different levels of filtering and input validation.

Inspect the input box for Name

Use its HTML editor to add a value into the input box

Add this within the input box tags value="<script>alert(document.cookie)</script>"

Make sure the input appears inside the input box

Submit!