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# Question 1: Protocol Header Analysis

0017 a486 2900 74d0 2b26 ff76 0800 4500

003c 366d 4000 4006 6a19 8161 380f 8368

5d5d b06e 0050 2244 81dc 0000 0000 a002

16d0 1d0b 0000 0204 05b4 0402 080a 6d5e

b7b1 0000 0000 0103 0307

Ethernet header:

00 17 a4 86 29 00: Ethernet destination address is 00 17 a4 86 29 00(unicast)

74 d0 2b 26 ff 76: Ethernet source address: 74 d0 2b 26 ff 76(unicast)

08 00: The payload type is IP(0x0800)

IP header:

45: This is an IP version 4 datagram,

45: The header length is 5\*4 = 20 bytes.

00

(0 0 0 0 0 0 0 0 in binary): This datagram has routine precedence (the lowest). The IP Precedence filed is used by some routers to determine which datagram to drop, therefore datagram with the lowest precedence will be dropped first.

(0 0 0 0 0 0 0 0 in binary): the 3 type of service (ToS) bits

0 0 0 *Normal delay*

0 0 0 *Normal throughput*

0 0 0 *Normal Reliability*