**Sender's Email Address for Spoofing**

* **Email shown**: service.epayipal@outlook.com
* ⚠️ **Suspicious**:
  + Not a legitimate PayPal domain (PayPal typically uses @paypal.com).
  + The domain @outlook.com is a **free email service**, not an official business domain.
  + **Misspelled domain**: epayipal instead of PayPal (classic typo-squatting).

**Suspicious Links or Attachments**

* **Links present**: "log in" and "Resolution Center".
* On hovering over the links it lead to **non-PayPal** domains.

**Spelling or Grammar Errors**

* Text appears professional, but look closely:
  + The greeting is generic: “Dear Customer” instead of your real name.
  + Phrasing is off: “We emailed you a little while ago” is **unusual tone** for PayPal.

**Summary of Phishing Traits**

Here’s a summary you can use in your report:

**Phishing Traits Found**:

* Spoofed sender: service.epayipal@outlook.com (free email + typo in domain).
* Generic greeting: “Dear Customer.”
* Urgent language: “Your account is temporarily limited.”
* Suspicious links (potential mismatch under "log in" and "Resolution Center").
* No spelling errors found, but **unusual tone**.