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The Proof of Work (PoW) algorithm is the consensus mechanism used in blockchain networks, including Bitcoin, to achieve agreement on the state of the blockchain and to validate transactions. It requires participants, known as miners, to solve a complex and computing intensive cryptographic puzzle known as the PoW problem to create new blocks and add them to the blockchain. All the miners compete among themselves to solve the PoW puzzle and the miner to successfully solve the puzzle is granted the right to add the new block to the blockchain while also earning a reward for their efforts. Honest mining is the ethical and protocol-compliant approach to cryptocurrency mining which involves immediate broadcasting of discovered blocks across the network. This approach assumes that participating honestly in the network, by immediately sharing valid blocks, will yield the most profitable outcomes for miners in the long term. But it was proved later to gain more mining rewards by selfish mining by withholding the newly solved blocks without publishing them to the network. However, recent research shows that selfish mining attacks may not be optimal and proposed different versions of selfish mining allowing the attacker to earn potentially higher rewards. Later, Sapirshtein et al. formulated the mining problem as a Markov Decision Process (MDP) which can be solved to derive an optimal mining strategy [9]. However this approach required the knowledge of certain blockchain parameters such as the adversary hashrate and communication capability which is difficult to determine in real blockchain environments as they may change over time. Additionally, this model fails to account for various blockchain scenarios with differing stale block rates, eclipse attacks and network delays. Nevertheless, Gervais et al. [\*] proposed a new mining MDP model with a large state space capturing more detailed PoW blockchain instances. In a more recent study, Wang et al. [13] proposed a model free approach adopting the MDP model of [9] and employing Reinforcement Learning to achieve an optimal mining strategy. However, in their study, they used tabular Q-Learning which is not efficient for large state spaces.
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