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实验报告内容如下：

|  |
| --- |
| 1. 在初始环境下，验证网络的连通性，并说明各路由器的转发过程 |
| 1. R1 ping R3 |
| 截屏： |
|  |
| 过程：  R1要把在数据发给R3，但R1和R3不在同一网络，R1和R2的S0/0/0接口在同一网络。所以，R1将数据包先发送给它的静态默认路由R2(12.1.1.2)。R2的和R3在同一网络，R2将数据包从其S0/0/0传递到S0/0/1，R2通过S0/0/1接口(23.1.1.2)直接把数据包送到R3。 |
|  |
| 二、创建ACL表项:“拒绝12.1.1.0网络的数据包进入R3” |
| 1. R1 ping R3 |
| 截屏：    原因：  R1发出ping请求并将数据包发送到R3的S0/0/0接口。但是，R3上的ACL 1已经配置为拒绝来自12.1.1.0/24网络的流量。因此，ACL会丢弃来自12.1.1.0/24的ping请求，所以R3不会响应R1发出的ping请求。 |
| 2. R2的S0/0/1 ping R3 |
| 截屏：    原因：R2的S0/0/1接口ping R3。数据包先匹配规则1，因为规则1不匹配所以不能对该数据包进行限制，然后对下一条的规则匹配，下一条规则为隐式默认规则。按照ACL的隐式默认规则，R3路由器拒绝所有流量进入，所以该数据包不能通过，R2的S0/0/1无法ping通R3。 |
|  |
| 三、追加ACL表项:“允许任意网络的数据包进入R3” |
| 1. R2的S0/0/1 ping R3 |
| 截屏：    原因：当R2的S0/0/1接口尝试ping R3时，ping请求会成功。追加了ACL表项：access-list 1 permit any，意味着允许除规则1以外的任意网络的数据包进入R3。R2的S0/0/1接口在网络23.1.1.0，与规则1不匹配所以能ping通。 |
| 2. R2的S0/0/0 ping R3 |
| 截屏：    原因：当R2的S0/0/0接口尝试ping R3时，ping请求会失败。虽然追加了ACL表项：access-list 1 permit any，但原有的规则1还存在。R2的S0/0/0接口在网络12.1.1.0，与规则1匹配所以不能ping通。 |
|  |
| 四、创建ACL表项:“仅拒绝12.1.1.1的数据包进入R3” |
| 1. R1 ping R3 |
| 截屏：    原因：删除ACL原有编号1及其规则后，重新创建了ACL编号1，并添加了一项拒绝规则。拒绝规则拒绝了IP地址12.1.1.1的数据包，拒绝规则重新应用到接口R3的**s0/0/0接口**的进入方向，R3拒绝来自12.1.1.1的流量进入，所以R1不能ping通R3。 |
| 2. R2的S0/0/0 ping R3 |
| 截屏：    原因：拒绝规则拒绝了IP地址12.1.1.1的数据包，之后添加的允许规则允许任何其他数据包通过，R2的S0/0/0的IP地址为12.1.1.2，不匹配拒绝规则，匹配允许规则，所以可以ping通。 |
|  |
| 五、将ACL表应用于R2的S0/0/0接口 |
| 1. R1 ping R2 |
| 截屏：    原因：将ACL表应用于R2的S0/0/0接口，则R2的S0/0/0接口拒绝来自12.1.1.1的流量，所以无法ping通12.1.1.2，而R2的S0/0/1接口想要接收来自12.1.1.1的流量，需要由S0/0/0接收来转发，所以也无法ping通23.1.1.2。 |
|  |
| 六、将ACL表应用于R1的S0/0/1接口 |
| 1. R1 ping R3 |
| 截屏：    原因：防火墙只对通过自身的流量进行过滤，而不干涉自身发送的流量。R1可以ping通R3，因为ACL应用在R1的S0/0/1接口，R1 ping R3流量从该接口流出，防火墙允许从R1到R3的流量通过。 |
|  |
| 七、将扩展的ACL表项:“拒绝12.1.1.1 telnet 23.1.1.3”应用于R3 |
| 1. R1 ping R3 |
| 截屏：    原因：根据ACL 100配置，Telnet流量从12.1.1.1到23.1.1.3被拒绝，但ping数据包不匹配这个规则，因为它们使用的是不同的协议（ICMP），接着匹配access-list 100 permit ip any any，允许任何流量进入，所以R1可以ping通R3. |
| 2. R1 telnet R3 |
| 截屏：    原因：根据ACL 100配置，Telnet流量从12.1.1.1到23.1.1.3被拒绝，R1 telnet R3匹配拒绝规则，所以R1 telnet R3不通过。 |
|  |
| 八、将扩展的ACL表项应用于R2的S0/0/0接口 |
| 1. R1 telnet R3 |
| 截屏：    原因：数据包先发送到R2的S0/0/0时，从R1发来的数据包与ACL 100拒绝规则匹配，所以数据包被丢弃，不再转发给R3，R3没有收到数据包，无法做出回应，导致连接超时。 |
| 2. R1 telnet R2 |
| 截屏：    原因：R1发送的数据包发送到R2的S0/0/0，与ACL100的拒绝规则匹配，接着匹配允许规则，匹配成功，所以R1能telnet通R2的S0/0/0,R2的S0/0/1从R2的S0/0/0转发过来，所以R1也能telnet通R2的S0/0/1。 |
|  |
| 九、实验总结 |
| 1. 一个ACL可以由多条“**deny** | **permit**”语句组成，每一条语句描述了一条规则。设备收到数据流量后，会逐条匹配ACL规则，看其是否匹配。如果不匹配，则匹配下一条。一旦找到一条匹配的规则，则执行规则中定义的动作，并不再继续与后续规则进行匹配。如果都不匹配则会执行默认规则，思科中默认规则为拒绝。 2. 子网掩码是一种用来指明一个IP地址的哪些位标识的是主机所在的子网，以及哪些位标识的是主机的掩码。子网掩码不能单独存在，它必须结合IP地址一起使用。子网掩码只有一个作用，就是将某个IP地址划分成网络地址和主机地址两部分。路由器使用的通配符掩码与源或目标地址一起来分辨匹配的地址范围，它与子网掩码不同。它不像子网掩码告诉路由器IP地址的哪一位属于网络号一样，通配符掩码告诉路由器为了判断出匹配，它需要检查IP地址中的多少位。 3. 在修改或者在其他路由器上添加ACL,需要将已经添加过的无关ACL及时删除，否则会影响后续结果。 4. 当数据流经防火墙时，防火墙会根据其配置的规则和策略来检查流量，并根据这些规则来决定是否允许或拒绝数据包通过。防火墙不会主动干涉网络上设备发出的流量，只有在流量尝试穿越防火墙时，才会进行过滤和检查。自身发送的流量通常不需要通过防火墙进行过滤，因为防火墙的主要任务是保护网络免受外部威胁。 |