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| **实验报告内容基本要求**   1. **问题概述和分析** 2. **问题描述**   在一个23人组成的集体中有两个人在同一天出生的概率是多少呢？从直觉上来说，这个概率是很小的，但是，通过计算机模拟可以得知，这个概率已经超过了50%，与我们的直觉中的概率相差很大，因此这被称为“生日悖论”。那么如何运用概率学知识来准确求出准确概率进而理解生日悖论呢？生日悖论又有何应用？   1. **问题分析**   通过具体的概率计算及统计图形绘制，可以帮助理解生日悖论。  **（3）实验目的**   1. 理解并掌握生日悖论及其概率学运算，理解生日悖论及背后思想。 2. 了解生日悖论的具体应用——生日攻击。  二、实验设计总体思路2.1、引论 任意两人生日相同的概率的计算，此处采用**古典概率模型**。      对于一般的概率计算，还会涉及到概率计算的**加法原理**和**乘法原理**。  即对于一件事，若完成它有类方法，每类方法中又有种方法，而完成这件事只需其中一种方法，则完成这件事共有种方法。  对于一件事，若完成它有个步骤，每个步骤又有种方法，则完成这件事共有种方法。 2.2、实验主题部分2.2.1、实验设计思路理论分析 首先，我们假设**一年的长度恒定为365天**，排除闰年的影响。  其次，古典概率模型要求样本空间有限，且样本空间内的每个基本事件发生概率相同。但事实上，人口出生随时间的分布并不均匀，故本实验对生日悖论进行论证时，采用理想化的随机样本，不考虑现实生活中不同时间段出生人口数量不同的情况，假设人口的出生和具体的季节、时间无关，是均匀分布的，即**任意一个人出生在365天中的任何一天的概率都是相同的**。  在具体计算概率时，可以采用直接法和间接法两种方法。   * **直接法**   计算此概率的一个方法是直接对两人非同一天生日的结果进行计数。考虑每个人有各不相同的生日的结构要比考虑某两个人不是同一生日的结构更容易。为此从天中选取天，那么则有种情况，可以用种可能次序中的任何一种将这天分配给这些人。于是在种可能出现的生日中，存在种结构，使得没有两个人具有相同的生日。因此概率是   * **间接法**   计算此概率的另一个方法是首先算出每个人生日都不相同概率，该事件的对立事件的概率即为所求概率。首先选取个人，那么这个人生日均不相同的情况有种，即种，又总情况有种，故这个人生日均不相同的概率为,则所求生日悖论的概率为 实现方法  1. 首先做出几个特定人数的概率散点图进行观察，来直观感受 2. 算出人数在1-365区间内所有的概率，并做出概率随人数变化的概率图。  2.2.2、实验结果及分析 ·散点图：  此处的散点图，横坐标为实验次数，每次都进行100次仿真；纵坐标为日期，即365天中的具体生日日期。每个横坐标会对应人数个点数，其中红点表示有多个（两个以上）的人的生日在这一天。因此可以大致看红点占所有点的比例来对此人数下至少有两人在生日在同一天的概率进行估计。      由此可以看到，当人数为10时，此概率还比较小，仿真实验中只有个别实验出现了红点，但当人数为23时，就已经有接近50%的仿真实验中出现红点，当人数为50时，就几乎所有的仿真实验中都出现了红点，而当人数达到70时，只有极个别仿真实验中没有出现红点。  ·概率图    通过概率图，可以更加直观的发现概率随人数的增长的变化情况。   |  |  | | --- | --- | |  |  | | 1 |  | | 5 |  | | 10 |  | | 20 |  | | 23 |  | | 30 |  | | 40 |  | | 50 |  | | 60 |  | | 70 |  | | 75 |  | | 100 |  | | 200 |  | | 300 |  | | 350 |  | | 365 |  | | 366 |  |   通过计算，实际上，想要概率达到50%，只需要23人；想要概率达到99.9%，则只需要70人；当人数大于70时，则概率几乎为100%。 2.2.3、程序及其说明 两个程序均为matlab程序，可以直接运行复现。     2.3、对生日悖论的应用——生日攻击的说明 生日攻击是利用概率论中的生日悖论思想，找到冲突的Hash值，伪造报文，使身份验证算法失效。由于此处的Hash函数需要涉及密码学知识，故此处只简单介绍Hash函数，并对简单的生日攻击进行说明。  Hash函数，又名单向散列函数。单向散列函数有一个输入和一个输出，其中输入称为**消息**，输出称为**散列值**。单向散列函数可以根据消息的内容计算出散列值，由于理论上，不同消息会产生不同的散列值，因此散列值可以用来检查消息完整性和身份。  散列值的长度和消息长度无关。无论消息是1bit，还是1Mb，或者是1Gb，采用相同的函数算法时，输出的散列值长度总是固定的。  但由于固定Hash函数算法生成的散列值长度是相同的，因此当消息足够多时，总会产生两个消息产生相同的散列值。以SHA-3算法举例，它会产生256bit的散列值，因此也就最多可以使个不同的消息产生不同的散列值，当消息多余这个数时，则一定会产生由不同消息但生成相同散列值的情况，因此，如果对SHA-3进行暴力破解，100%破解则需要尝试次，而50%的概率破解的话，根据我们的直觉，大概为次，即实验次数的一半。  因此，如果只是寻找任意两条不同的消息，使其产生相同的散列值来对SHA-3算法进行攻击，这种情况就和之前介绍的生日悖论十分类似了，即可类比为寻找任意两人生日在同一天的概率。之前已经论证过，对于生日悖论来说，当人数达到23人时，任意两人生日在同一天的概率就已经达到了50%，因此类比可以推出，任意散列值一致的概率比想象中要高。  因此，生日攻击其实是利用了“任意散列值一致的概率比想象中要高”这一特性。此处的“散列值”就相当于“生日”，而“所有可能出现的散列值的数量”就相当于“一年的天数”。  实际上，当我们将此问题一般化，即“假设一年的天数为Y天，那么N个人的集合中至少有两个人生日一样的概率大于二分之一时，N至少是多少”，此时，假设Y非常大（散列函数SHA-3总的散列值构成的空间已经满足了“非常大”），那么近似的计算结果为  即人数为一年天数的平方根时，即可达到50%的概率。回到SHA-3散列值碰撞的问题上，由上式可知，只需要需要尝试次，即有50%的概率成功破解散列函数。相比我们直觉上认为的次，运用生日攻击的思想进行破解需要的次数比我们的直觉小得多。 2.4、体会 直觉并不总是可信，要学会以科学的计算方法，树立科学的思想方法和观念，打破直觉带来的错误印象。 |