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* 移动通信网络安全实例介绍——伪基站

近年来，“伪基站”作为非法无线电台站不仅非法占用频率、扰乱正常通信，更是被犯罪分子利用，发送诈骗信息，形成了巨大的社会危害。

伪基站系统组成可分为移动终端模拟器、基站模拟器、控制系统和电源系统。移动终端模拟器，实际就是一部简易手机，其作用是对所在蜂窝小区实现扫描与检测，获取该区域基站参数代码。基站模拟器，伪装运营商基站功能，按照移动终端获取的基站数据，自动设置该蜂窝小区的基站参数，完成对正常用户终端连接请求和数据收发。控制系统主要功能是时钟同步、信号基带处理、控制信道和更新地理位置等核心功能，提供人工操作平台，用于人工参数设定和短信内容编辑等。

现在主流的伪基站仍以GSM为接入系统，这主要依赖于GSM的鉴权漏洞，即GSM只采用单向鉴权的策略。在GSM系统之下，基站和手机建立通信时，基站对MS验证，但MS检测不到基站的通信权限，无法核实基站的身份是否合法。伪基站正是利用基站的这一特性，来对MS进行攻击。

伪基站工作时，首先搜集当前蜂窝内的载频信息，然后按照该信息频率持续发射相同频率的载频，一旦MS进入该蜂窝内，伪基站将该MS强行切换到GSM伪蜂窝小区中，对原正常基站的信号进行干扰和屏蔽。通过对MSC和BSC的信令模拟，完成对目标MS的IMSI、IMEI的侦测、阻塞并强行接入。MS在伪基站信号下进行位置更新，网络登记，相关人员通过后台分析可以获得用户的IMSI、IMEI及手机号码等关键信息，进一步获取用户信息。

伪基站能够强行切换MS的GSM伪蜂窝小区的原因和MS的一个特性有关。MS有一个广播频点信息列表，该列表会列出6个周围合法的基站频点和信号强度值，根据这些参数，MS会自动接入信号强大的基站。因此，当靠近频率与目标频率相符且信号强于正常基站的伪基站时，MS便会被自动入侵，与伪基站连接，交换信令。并且由于在GSM体制下，伪基站可以直接向MS发送信令来获取IMSI码。在请求通信时，伪基站直接发送IMSI请求给手机，完成连接建立，待通信结束后，手机向伪基站返回IMSI码，伪基站收到IMSI后，释放MS。

伪基站的有以下几个特点，伪基站的识别也主要依靠这几个特点：

首先，伪基站与正常基站的C1、C2值有显著差异。伪基站会通过增大发射功 率调高C1、C2的参数，使MS顺利进入伪基站通信网络。因此可以通过检测基站的C1和C2值来辨别伪基站。

其次，MS在伪基站工作区域时，会发起位置更新、手机重选、位置再次更新等反应，致使手机在 20~30s的脱网。因此，伪基站会造成大量的位置更新，辨别伪基站也可统计手机位置更新频次。

再次，伪基站没有语音业务，并且存在大量相同长度的短信业务，因此可以检测分析基站的独立专用控制信道（SDCCH）信息。

最后，伪基站的LAI通常被设置为边界数值，因此也可以通过检测基站的LAI来识别伪基站。

对伪基站的布防，一个可行的做法是构建网格化查管一体化平台。

平台结合手机终端大数据、云计算技术、运营商“网格化”通信基础建设、无线电管理部门无线监测网络和公安部门现有卡扣等技术设施，再叠加伪基站侦测设备，实现网格化查管一体化平台。该平台的终端对人员密集区、重要路口24小时自动侦测，一旦出现伪基站信息，自动记录、报警、传输回指挥中心。从发现到查处，实现准实时性，对可疑车辆和行人的研判提供准确的情报支持，进一步缩短伪基站的案件排查时间，节约人力物力的投入，提高打击效率。

基于伪基站的巨大社会危害，我们要持续加强对伪基站的研究，完善形成行之有效的查处机制，为有力打击其犯罪活动提供有力的技术支撑。