Hinweise zum Datenschutz

Stand: Juli 2020

Wir (abat+ GmbH) möchten Sie hiermit über die Verarbeitung Ihrer personenbezogenen Daten bei der Nutzung der vSwap-App informieren.

1. **Wer ist für die Datenverarbeitung verantwortlich?**

Verantwortlicher (Art. 4 Abs. 7 EU-Datenschutz-Grundverordnung, DSGVO) für die Datenverarbeitung im Zusammenhang mit Ihrer Nutzung der vSwap-App ist:

abat+ GmbH  
Innovationspark am Beckerturm  
Kaiserstraße 170 – 174

66386 St. Ingbert  
Tel.: +49 6894-38808-05  
Fax: +49 6894-38808-99

Unseren betrieblichen Datenschutzbeauftragten erreichen Sie unter:

[datenschutz@abatplus.de](mailto:datenschutz@abatplus.de)

1. **Welche personenbezogenen Daten verarbeiten wir bei Nutzung der App?**

Diese App verarbeitet keine Gesundheitsdaten oder ähnliche, sensible Informationen über Sie. Die App soll Ihnen lediglich den Austausch von Kontaktinformationen in Form einer vCard (virtuelle Visitenkarte) von Mobilphone zu Mobilphone erleichtern. Hierbei bleiben alle Daten, die Sie in der App eintragen zunächst im Gerät gespeichert und werden erst übermittelt, wenn Sie diese Daten mit einer anderen Person austauschen wollen. Im Einzelnen:

1. Hinterlegung von Kontaktdaten in der App

Sie können in der App Ihre eigenen personenbezogenen Daten in frei erstellbaren Profilen eingeben und speichern. Dabei können Sie folgende Daten zu Ihrer Person speichern:

* Name
* Telefonnummer
* Faxnummer
* E-Mail-Adresse
* Firma
* Jobbezeichnung
* Homepage
* Straße
* Postleitzahl
* Ort
* Land

Die von Ihnen eingegebenen Daten werden zunächst lediglich lokal auf Ihrem Endgerät gespeichert und nicht an uns oder Dritte übermittelt.

1. Austausch Ihrer Kontaktdaten (vCard)

(2.1) Austausch über “Austausch-Bereich”

Wenn Sie die Funktion „Austausch“ betätigen, wird ein Datensatz bestehend aus:

* Geräte-ID, zufällig generierte GUID
* Name, im ausgewählten Profil eingetragener Name
* Geo-Position, die aktuelle Geo-Position ihres Mobilgeräts

an unser Backend im vSwap-Portal gesendet und ist dort solange gespeichert, wie Sie die App, im speziellen den “Austausch-Bereich” geöffnet haben. Haben andere Personen in einem Radius von 10m die App ebenfalls geöffnet, so sehen diese Personen Ihren Eintrag und umgekehrt.

Personen können über die App eine Anfrage an andere App-Nutzer senden, die sich im “Austausch-Bereich” befinden. Anschließend können die anderen App-Nutzer die Anfrage akzeptieren und es werden die jeweiligen, auf dem Gerät befindlichen, vCard-Daten über den Server auf das Gerät des jeweils anderen Partners übertragen.

Auf dem Server werden diese Daten nicht gespeichert. Die beim Austausch auf den Server überstellten Daten werden direkt übertragen und nicht auf dem Server zwischengespeichert.

Die Verarbeitung (Speicherung und Übermittlung) Ihrer personenbezogenen Daten durch uns erfolgt aufgrund des Vertrags (Nutzungsbedingungen), welchen Sie vor der Nutzung der App mit uns geschlossen haben (Art. 6 Abs. 1 S. 1 lit. b DSGVO).

Um die Sicherheit Ihrer Daten bei der Übertragung an unser Backend zu schützen, verwenden wir dem aktuellen Stand der Technik entsprechende Verschlüsselungsverfahren (z. B. SSL) über HTTPS.

(2.2) Austausch über QR-Code

Es ist auch möglich für ein Profil einen QR-Code zu generieren. Dieses beinhaltet die Daten aus dem Profil als vCard und kann direkt mit einem QR-Scanner eingelesen werden. Dadurch können die Daten aus der vCard direkt mit einem Partner ohne Server getauscht werden. Hierbei werden keinerlei Daten an unsere Server übermittelt.

1. Erhebung von Logfiles

Aus technischen Gründen werden weitere personenbezogene Daten an uns übermittelt, wenn Sie die “Austausch-Seite” innerhalb der App öffnen. Es handelt sich dabei um Daten, die Ihr mobiles Endgerät automatisch an unseren Server übermittelt und die dann in Logfiles abgelegt werden. Dies sind folgende Daten:

– IP-Adresse

– Datum und Uhrzeit der Anfrage

– Zeitzonendifferenz zur Greenwich Mean Time (GMT)

– Inhalt der Anforderung (konkrete Seite)

– Zugriffsstatus/HTTP-Statuscode

– jeweils übertragene Datenmenge

– Website, von der die Anforderung kommt

– Browser

– Betriebssystem und dessen Oberfläche

– Sprache und Version der Browsersoftware

sowie

* Gerätekennzeichnung (IMEI)

Wir verarbeiten diese Daten, um Ihnen eine möglichst reibungslose Nutzung der App zu ermöglichen und die Stabilität und Sicherheit der App zu gewährleisten. Rechtsgrundlage ist der Vertrag (Nutzungsbedingungen), welchen Sie vor der Nutzung der App mit uns geschlossen haben (Art. 6 Abs. 1 S. 1 lit. b DSGVO).

1. **Kinder**

Personen unter 16 Jahren dürfen ohne Zustimmung der Eltern oder Erziehungsberechtigten keine personenbezogenen Daten an uns übermitteln.

1. **An wen werden personenbezogene Daten darüber hinaus übermittelt?**

Im Rahmen der oben genannten Datenverarbeitungen nutzen wir die Google Cloud des externen Hosting-Dienstleisters Google Ireland Limited (Gordon House, Barrow Street, Dublin 4, Ireland). Der Dienstleister hat sich im Rahmen eines Vertrags zur Auftragsverarbeitung (Art. 28 DSGVO) unter anderem zur Einhaltung angemessener technischer und organisatorischer Maßnahmen zur Datensicherheit verpflichtet und handelt weisungsgebunden in unserem Auftrag.

1. **Werden personenbezogene Daten in ein Drittland übermittelt?**

Wir verarbeiten Ihre Daten grundsätzlich in der Europäischen Union oder des Europäischen Wirtschaftsraums. Nur in Ausnahmefällen übermitteln wir Daten in Länder außerhalb der Europäischen Union oder des Europäischen Wirtschaftsraums („Drittland“). Wir übermitteln personenbezogene Daten nur in ein Drittland, wenn die besonderen Voraussetzungen der Art. 44 ff. DS-GVO erfüllt sind. Das bedeutet, dass die Verarbeitung Ihrer Daten dann nur auf Grundlage besonderer Garantien erfolgen darf. Solche hinreichenden Garantien können beispielsweise in Ländern bestehen, in denen ein angemessenes Datenschutzniveau von der Europäischen Kommission per Beschluss anerkannt wurde. Außerdem lassen sich hinreichende Garantien durch den Abschluss von sogenannten „Standardvertragsklauseln“ gewährleisten. Es handelt sich dabei um ein von der Europäischen Kommission anerkanntes Vertragswerk zum Datentransfer in Drittländer. Darüber hinaus können Datenübermittlungen in die USA zulässig sein, wenn sich das datenverarbeitende Unternehmen dem zwischen der Europäischen Union und den Vereinigten Staaten ausgehandelten „EU-US-Privacy-Shield“ unterworfen hat. Eine Liste der dort registrierten Unternehmen finden Sie hier: [www.privacyshield.gov/list](http://www.privacyshield.gov/list).

1. **Wie lange werden personenbezogene Daten gespeichert?**

Wir speichern Ihre personenbezogenen Daten nur solange, bis der Zweck erfüllt ist, zu dem wir sie erhoben oder erhalten haben.

Die Logfiles werden für die Dauer von sieben Tagen gespeichert und danach gelöscht, es sei denn, sie müssen zur Nachverfolgung eines identifizierten Angriffs oder zur Lösung eines technischen Problems ausnahmsweise länger vorgehalten werden.

Die im Rahmen des vCard-Austauschs übermittelten Daten werden automatisch nach dem Austausch wieder vom Server gelöscht.

1. **Findet eine automatisierte Entscheidungsfindung (einschließlich Profiling) statt?**

Nein, Sie werden keiner Entscheidung unterworfen, die Ihnen gegenüber rechtliche Wirkung entfaltet oder Sie auf ähnliche Weise erheblich beeinträchtigt, die ausschließlich auf einer automatisierten Datenverarbeitung beruht (Art. 22 DSGVO).

1. **Ihre Rechte**

Ihre nachfolgenden Rechte können Sie uns gegenüber jederzeit unentgeltlich über [datenschutz@abatplus.de](mailto:datenschutz@abatplus.de) oder über die oben genannten Kontaktmöglichkeiten geltend machen:

* gemäß Art. 15 DS-GVO **Auskunft** über Ihre von uns verarbeiteten personenbezogenen Daten zu verlangen. Insbesondere können Sie Auskunft über die Verarbeitungszwecke, die Kategorien der personenbezogenen Daten, die Kategorien von Empfängern, gegenüber denen Ihre Daten offengelegt wurden oder werden, die geplante Speicherdauer, das Bestehen eines Rechts auf Berichtigung, Löschung, Einschränkung der Verarbeitung oder Widerspruch, das Bestehen eines Beschwerderechts, die Herkunft Ihrer Daten, sofern diese nicht bei uns erhoben wurden, sowie über das Bestehen einer automatisierten Entscheidungsfindung einschließlich Profiling und gegebenenfalls aussagekräftigen Informationen zu deren Einzelheiten verlangen;
* gemäß Art. 16 DS-GVO unverzüglich die **Berichtigung** unrichtiger oder Vervollständigung Ihrer bei uns gespeicherten personenbezogenen Daten zu verlangen;
* gemäß Art. 17 DS-GVO die **Löschung** Ihrer bei uns gespeicherten personenbezogenen Daten zu verlangen, soweit nicht die Verarbeitung zur Ausübung des Rechts auf freie Meinungsäußerung und Information, zur Erfüllung einer rechtlichen Verpflichtung, aus Gründen des öffentlichen Interesses oder zur Geltendmachung, Ausübung oder Verteidigung von Rechtsansprüchen erforderlich ist;
* gemäß Art. 18 DS-GVO die **Einschränkung der Verarbeitung** Ihrer personenbezogenen Daten zu verlangen, soweit die Richtigkeit der Daten von Ihnen bestritten wird, die Verarbeitung unrechtmäßig ist, Sie aber deren Löschung ablehnen und wir die Daten nicht mehr benötigen, Sie jedoch diese zur Geltendmachung, Ausübung oder Verteidigung von Rechtsansprüchen benötigen oder Sie gemäß Art. 21 DS-GVO Widerspruch gegen die Verarbeitung eingelegt haben;
* gemäß Art. 20 DS-GVO Ihre personenbezogenen Daten, die Sie uns bereitgestellt haben, in einem strukturierten, gängigen und maschinenlesbaren Format zu erhalten oder die Übermittlung an einen anderen Verantwortlichen zu verlangen (**Recht auf Datenportabilität**);
* gemäß Art. 7 Abs. 3 DS-GVO Ihre einmal erteilte Einwilligung jederzeit gegenüber uns zu **widerrufen**. Dies hat zur Folge, dass wir die Datenverarbeitung, die auf dieser Einwilligung beruhte, für die Zukunft nicht mehr fortführen dürfen;
* gemäß Art. 77 DS-GVO sich bei einer **Aufsichtsbehörde zu beschweren**. In der Regel können Sie sich hierfür an die Aufsichtsbehörde Ihres üblichen Aufenthaltsortes oder Arbeitsplatzes oder unseres Geschäftssitzes wenden.

**Widerspruchsrecht**

**Sofern wir Ihre personenbezogenen Daten auf Grundlage von berechtigten Interessen gemäß Art. 6 Abs. 1 Satz 1 lit. f DS-GVO verarbeiten, haben Sie das Recht, gemäß Art. 21 DS-GVO Widerspruch gegen die Verarbeitung Ihrer personenbezogenen Daten einzulegen, soweit dafür Gründe vorliegen, die sich aus Ihrer besonderen Situation ergeben oder sich der Widerspruch gegen Direktwerbung richtet. Im letzteren Fall haben Sie ein generelles Widerspruchsrecht, das ohne Angabe einer besonderen Situation von uns umgesetzt wird.**