جدول اختبار الاختراق - شبكة الرعاية الصحية

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| رقم | المرحلة | الأداة المستخدمة | الهدف (IP/جهاز) | النتيجة | ملاحظات / هل تم تسجيله؟ |
| 1 | الاستطلاع | netdiscover | 192.168.120.0/24 | تم اكتشاف جميع الأجهزة | تم بنجاح |
| 2 | فحص المنافذ | nmap | 192.168.130.10 | منافذ مفتوحة: 80, 22 | تم تسجيل الترافيك في الجدار الناري |
| 3 | فحص الثغرات | nmap --script vuln | 192.168.140.20 | ثغرات في SMB | لم يتم تسجيله |
| 4 | تحليل شامل | OpenVAS | 192.168.150.15 | ثغرة CVE-2023-\*\*\*\* | سُجلت كمحاولة هجوم |
| 5 | استغلال | Metasploit | 192.168.150.10 | تم تنفيذ Shell | نُبه الجدار الناري |
| 6 | اكتشاف الجدار الناري | nmap -sA | 192.168.200.10 | اكتُشف وجود جدار ناري | تم رصده في IPS |
| 7 | اختبار الروابط المشفرة | SCP/SSH | AWS Cloud | تم الرفض حسب السياسة | نُبه FortiGate |