**CURRICULUM VITAE**

**Address** ;;:

**H. No. Residential 8, Ext. Block, Survey-90 Sindh Jamiat Co-Operative Housing Society National Highway Malir Karachi.**

**Cell. # 03141302105,03020204001**

**Basit Ali**
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**Objective:**

* "Food science student with a passion for quality assurance and product development, seeking opportunities to apply knowledge of food chemistry and processing techniques in a dynamic industry environment."

**Personal Profile:**

* **Father’s Name : Meer Muhammad (Late)**
* **Date Of Birth : 27-04-2005**
* **Religion : Islam**
* **Domicile : Karachi**
* **CNIC : 42301-3078043-5**
* **Nationality : Pakistani**
* **Marital Status : Un-Married**
* **Graduation : Bachelor of Cyber Security (Continue)**

**Qualification:**

* **Matriculation “A+” Board of Intermediate Education, Karachi**
* **Intermediate “B” Board of Intermediate Education, Karachi**
* **Bachelor of Science ‘Continue’ from Mehran University of Engineering and Technology**

**Seminars Attend:**

* Attended a seminar on "Artificial Intelligence".
* Attended the seminar on Web and Mobile App Development.

**Languages:**

* **Frequently Read, Write and Speak English, Sindhi, Urdu.**

**Skills:**

1. Python, C, and Java: Proficient in these programming languages, providing a solid foundation for cybersecurity tasks such as scripting, malware analysis, and tool development.
2. MySQL: Experience in database management and querying, essential for handling sensitive information securely and analyzing data for security insights.
3. Cybersecurity Fundamentals: Understanding of cybersecurity principles, including encryption, network security, threat detection, and incident response.
4. Risk Management: Understanding of risk assessment methodologies and practices to evaluate and mitigate cybersecurity risks effectively.
5. Communication and Collaboration: Ability to communicate complex technical concepts effectively and collaborate with cross-functional teams to address cybersecurity challenges comprehensively.