Sınav süresi 60 dakika. Her soru 5 puan değerindedir.

1) Internet ağ katmanı sorumlulukları hakkında aşağıdakilerden hangileri doğrudur?

1. Yönlendiriciler üzerindeki yollama operasyonu ağ katmanı tarafından yapılır.

II. Güvenilir veri transferi ağ katmanının görevlerindendir.

III. Ağ katmanı uygulamalara güvenlik hizmeti verir.

IV. Yönlendirme algoritmaları ağ katmanı tarafından çalıştırılır.

a) I ve IV

b) I ve III

c) II ve IV

d) I ve Il

e) III ve IV

2) IPv4 ile toplam 4 milyar ip adresi bulunmaktadır. Bu durumun sebebi nedir?

a) TCP ve UDP paketlerindeki port numarası alanının 4 milyar port numarasını desteklemesi

b) Dünyada bulunan toplam cihaz sayısının 4 milyar civarı olması

c) Sahip olunan ip adreslerinin 32 bit uzunluğunda olması

d) Yönlendirici üzerindeki yollama tablolarının maksimum büyüklüğünün 4 milyar adrese izin vermesi

e) DNS sunucularının veritabanının dağınık olması

3) Bir uygulama oluştururken UDP'nin TCP yerine tercih edilmesinin sebebi olarak aşağıdakilerden hangisi sayılamaz?

a) UDP bağlantı kurulumu içermez.

b) UDP sıkışmaya sebep olmaz.

c) UDP başlık büyüklüğü TCP'ye göre daha küçüktür.

d) UDP akış kontrolüne sahip değildir.

e) UDP üçlü el şıkışmaya vakit harcamaz.

4) Sanal devre ağları ile ilgili aşağıdakilerden hangileri doğrudur?

II. Sanal devre ağları bağlantı odaklı çalışır.

1. Sanal devre ağlarından bant genişliği garantisi vermek mümkündür.

III. Sanal devre ağlarında aynı veri transferine ait paketler farklı yollardan hedefe ulaşabilir.

IV. Sanal devre ağları sıralama hizmeti sunmazlar.

a) I ve IV

b) I ve III

c) II ve IV

d) I ve Il

e) III ve IV

5) Yönlendiriciler hakkında aşağıdakilerden hangileri doğrudur?

1. Yönlendiriciler taşıma katmanı başlığındaki port numarasını kullanarak yollama yaparlar.

II. Yönlendiriciler güvenlik amacıyla paketleri şifreler.

III. Yönlendiriciler üzerinde sıralama gecikmesi oluşabilir.

IV. Yönlendiricilerin amacı yollama işlemini mümkün olduğunca hızlı yapmaktır.

a) I ve IV

b) I ve III

c) II ve IV

d) I ve II

e) III ve IV

6) IPv4 datagram formatı hakkında aşağıdakilerden hangileri doğrudur?

1. Ağ katmanı başlığı TCP veya UDP paketinin üzerine eklenir.

II. İlgili paketin port numarası bilgisi IPv4 başlığında taşınır.

III. Kaynak ip adresi TCP çoklama çözme için kullanılır.

IV. Yaşam süresi hedefe kalan durak sayısını belirtir.

a) I ve IV

b) I ve ill

c) II ve IV

d) I ve ll

e) III ve IV

7) IPv4 paket parçalama/birleştirme operasyonu hakkında aşağıdakilerden hangileri doğrudur?

1. Yönlendiricilerin farklı maksimum transfer büyüklüğüne sahip olması nedeniyle gereklidir.

II Parçalanma sonucu oluşan datagramların hepsi aynı hedef ip adresine sahip olur.

III. Parçalanan paketler, maksimum transfer büyüklüğü yeterli olan cihaza geldiğinde geri birleştirilir. IV. Parçalanma sonucu oluşan datagramların hepsi aynı büyüklüğe sahip olur.

a) I ve IV

b) I ve III

c) II ve IV

d) I ve Il

e) III ve IV

8) 223.1.3.0/27 altağında toplam kaç tane arayüz bulunabilir?

a) 32

b) 64

c) 128

d) 256

e) 512

9) DHCP protokü hakkında aşağıdakilerden hangisi doğrudur?

a) DHCP taşıma katmanı protokolü olarak güvenilir olduğu için TCP kullanır. b) DHCP sayesinde evde kullandığınız ip adresini okuldaki ağa taşıyabilirsiniz.

c) DHCP sayesinde IP adresi - web sitesi adresi çevirimi yapılır.

d) DHCP kullanabilmek için DHCP sunucusunun ip adresinin bilinmesine gerek yoktur.

e) DHCP sayesinde bir hedef web sitesinin ne kadar uzakta olduğunu öğrenebiliriz.

10) Evinizde NAT edilmiş bir ağ olduğunu düşünelim. Internet sağlayıcınız size 121.167.76.15 ip adresini vermiş. Yerel ağınıza bağlı bilgisayarınızın ip adresi ise 10.0.0.2. Bu durumda aşağıdakilerden hangileri doğrudur?

I. NAT kullanımı saf P2P mantığıyla çalışan uygulamalar için sorun yaratabilir.

II. NAT sistemi nedeniyle bilgisayarınızdan yerel ağınız dışında bir adrese direkt bağlantı kurmanız mümkün olmaz

III. NAT, bilgisayarınıza ağ dışından gelen paketlere 121.167.76.15 kaynak ip adresi yazar.

IV. NAT, bilgisayarınızdan ağ dışına giden paketlere 121.167.76.15 kaynak ip adresi yazar.

a) I ve IV

b) I ve III

c) II ve IV

d) I ve il

e) III ve IV

11) Derste kullandığımız Traceroute uygulaması hakkında aşağıdakilerden hangisi doğrudur?

a) Güvenilir veri transferine ihtiyaç duyar.

b) Paketler hedef cihazın 80 port numarasına gönderilmelidir.

c) Uygulama tarafından gönderilen bütün paketlerin yaşam süreleri aynıdır.

d) Taşıma katmanı protokolü olarak UDP kullanır.

e) IP adresi - web sitesi adresi çevirimi için kullanılır.

12) IPv6 datagram formatında hakkında aşağıdakilerden hangileri doğrudur?

1 IPv6 ile artan ip sayısı ihtiyacı kesin olarak karşılanacaktır.

II. IPv6 ile paketleri çok hızlı bir şekilde parçalama/birleştirme yapmak mümkundür.

III. Bu format ile paket bozulması imkansızdır. Bu sebeple checksum alanı kaldırılmıştır.

IV. Yönlendiriciler üzerinde paket işlemlerinin kısa sürede yapmak amaçlanmıştır.

a) I ve IV

b) I ve III

c) II ve IV

d) I ve li

e) Ill ve IV

13) CSMA/CD protokolünün verimliliğin artması aşağıdaki durumların hangilerinde mümkündür?

1. Yayılma gecikmesi azalırsa

II. Iletim gecikmesi azalırsa.

III. Çoklu erişim alanını paylaşan düğüm sayısı artarsa

IV. Düğümler arası fiziksel mesafe azalırsa.

a) I ve IV

b) I ve III

c) Il ve IVd

d) I ve ll

e) III ve IV

14) Anahtarlayıcılar hakkında aşağıdakilerden hangileri doğrudur?

1. Taşıma katmanı başlığını inceleyerek gerekli işlemleri yaparlar.

II. Anahtarlayıcılar yönlendirme algoritmaları çalıştırırlar.

III. Kendi yollama tablolarını otomatik oluşturabilirier.

IV. Anahtarlayıcılar yayın yapmak istediklerinde sel basma metodunu kullanırlar.

a) I ve IV

b) I ve III

c) II ve IV

d) I ve Il

e) III ve IV

15) Ethernet hakkında aşağıdakilerden hangileri doğrudur?

a) Ethernet komşu düğümler arası bağlantı kurulumu yapar.

b) Ethernet komşu düğümler arası güvenilir bağlantı sağlamaz.

c) Ethernet adres alanında ilgili düğümlerin IP adresi bulunur.

d) Ethernet çevrimsel hata denetimi kullanır ve hata bulunan düğümler düzeltilir.

e) Ethernet internetin kablosuz bağlantı protokollerinden biridir.

16) Farklı uygulama mimarileri hakkında aşağıdakilerden hangileri söylenebilir?

1. P2P mimarisinde farklı cihazlar sunucu olarak davranabilir.
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II. P2P mimarisinde birbirine bağlanan cihazlar, birbirlerinin IP adresini bilmezler.
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III. Istemci sunucu mimarisinde daima açık bir sunucunun ip adresi bilinmelidir.
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IV. Istemci sunucu mimarisinde istemci sabit IP adresine sahip olmalıdır.
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a) I ve IV
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b) I ve III
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c) II ve IV
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d) I ve II

e) III ve IV
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17) Vekil sunucular hakkında aşağıdakilerden hangisi söylenebilir?

a) Vekil sunucu isabet oranı azalırsa vekil sunucu daha verimli şekilde kullanılır.

b) Vekil sunucu kullanan kurumun dışarıya erişim bağındaki trafik artar.

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAA4AAAADCAMAAACUCM49AAAAAXNSR0IArs4c6QAAAARnQU1BAACxjwv8YQUAAAAbUExUReYRI+cSJOYQJOYSJOYRJOcSI+cRJOcQJAAAAGo6/8gAAAAJdFJOU///////////AFNPeBIAAAAJcEhZcwAADsMAAA7DAcdvqGQAAAAWSURBVBhXY2BFBhyoXFYGdigDBNg5ABMiAN0gXdhXAAAAAElFTkSuQmCC)

c) Bir ağda vekil sunucu kullandığımızı varsayalım. Bir istemci, istediği sayfayı vekil sunucuda bulamazsa, direk olarak hedef sunucu ile bağlantı kurar.

d) Vekil sunucuda bulunan siteye erişmek, uzaktaki bir sunucuya erişmekten daha uzun süre alır.

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAB4AAAAQCAMAAAA25D/gAAAAAXNSR0IArs4c6QAAAARnQU1BAACxjwv8YQUAAABgUExURQAAAOYSIucRJOcSJOUSJOMUIuYSI+YSJOYQJeYTIeYRJOkAKuYYJOURJOcPI+cRI+YRI+UUI+cSI+gSIugRI+cTI+USIugSI6oAAOkVKuwSJN8fH+UTJugQJP8AAAAAAOXT0YcAAAAgdFJOU/////////////////////////////////////////8AXFwb7QAAAAlwSFlzAAAOwwAADsMBx2+oZAAAAGtJREFUKFN10LsRwCAMA1AaFzk2UOP9t4yESQ4DVgW8E7/mdQCvGWawks06rGqDTeqdRZ1453FqDE8GNarMztr1qzKZ2WR3TpSV1Uy4sppPxp/HdbamMjg+4URyvIPHzoWcJro3lSac4yPuL7g5M7NBbaudAAAAAElFTkSuQmCC)

e) Vekil sunucunun belli aralıklarla hedef sunucular ile bağlantı kurması gerekebilir.
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18) TCP sıkışma kontrolü hakkında aşağıdakilerden hangisi doğrudur?

a) Yönlendiriciler sınırsız önbellek alanına sahip olsaydı, paketlerin tekrar gönderilmesine gerek kalmazdı.

b) Yönlendiriciler aynı paketten iki kopyanın alıcıya ulaşmaması için bir paketin ikinci kopyası geldiğinde paketi düşürür.

c) TCP güvenlik hizmeti sebebiyle yönlendiriciler üzerinde sıkışma oluşabilir.
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d) TCP sıkışma kontrolüne sahip olmasına rağmen aynı paketi gereksiz yere birden fazla kez gonderebilir.

![](data:image/png;base64,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)

e) TCP sıkışma kontrolü sebebiyle sıkışma durumunda paket tekrar gönderimi tamamen durdurulur.

19) Sunucuda bulunan bir dosyayı n farklı üyeye dağıtmak istiyoruz. Bunuyaparken bir FTP uygulaması kullanacağız.Aşağıdakilerden hangilerinin yapılması bu dosyanın FTP uygulaması ile tüm istemcilere paylaşım süresini kısaltabilir?

1. Sunucunun yükleme hızını artırmak.

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAADYAAAA0CAMAAAD2UzvkAAAAAXNSR0IArs4c6QAAAARnQU1BAACxjwv8YQUAAADMUExURQAAAOUSI+cSJOYSI+URJOkVH+YRI+gSJOcSI+YSJOgTI+URI90RIugWIegQJOIVI+MQIeYSIucRJOcRI/8AKuQPJOMTIugRI+QNKOYRJOYQINQAKuETJ+YRIugQIecTI+EPJf4kJOkVKucSJegTJOcXIugRJOkTI+kRJtoAJP8AAOYQJOgSI+cXLusTJ+cQJOQTIuYTIuoUKOURIuUTI/AOKuUQJeUMJt8fH+YSJeYUI+UZGeQRI+QUIeQPJecRIucPJ+USJOQQJAAAADIFBFMAAABEdFJOU/////////////////////////////////////////////////////////////////////////////////////////8AcdKPEgAAAAlwSFlzAAAOwwAADsMBx2+oZAAAAT1JREFUSEvtlcsVAyEIRS3APjhTgQXYf08BRIMfFGeVRd4icTjePCHghEwCAP52S7D0DnvpBvGOK1hOl3aCAaSycKpi7w5p2hnFqpiRHMCzxZa/ikGjVA1bJEdWUdaDKraws700NtphkUxKu/WlRMaEFPb02/DpkeVKDetPuUmLpTC1EdMySijSWNt5Hogv9m2UdJ5ahUktKa0TpbFSS8zKMUQK41qSlWP0Ogx7cNcaShojq+iiJsxH9Zhff2zSj2PcEnCFMYFNm/wYIzhT+IFD7MOqCarcZ2eM9tJERRrHqj0mJjhNw2RsMLZhZB53CyvZ0+Ek0GuJce4Irl+JpBljhPORwEoDRgB6nS7lDmOXg42oYeVoVAkJbCUYQW4GRRjZcBuUkEdBjJz3Y1UoVvLkVqC/VtYXCtlbBaWcP/MCu0XvwmpRAAAAAElFTkSuQmCC)

II. En yavaş indirme hızına sahip istemcinin yükleme hızını artırmak.

III. Tum istemcilerin yükleme hızlarını artırmak.

![](data:image/png;base64,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)

IV Tüm istemcilerin indirme hızlarını artırmak.

![](data:image/png;base64,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)

a) I ve IV

b) I ve III

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAB8AAAADCAMAAABcZCTrAAAAAXNSR0IArs4c6QAAAARnQU1BAACxjwv8YQUAAAAYUExUReYRI+cSJOcSI+cRJOYRJAAAAOYSIwAAACnMv/YAAAAIdFJOU/////////8A3oO9WQAAAAlwSFlzAAAOwwAADsMBx2+oZAAAABBJREFUGFdjYMIPKJNnZwIAI0oAwHk+LxUAAAAASUVORK5CYII=)

c) II ve IV

d) I ve Il

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAADEAAAAFCAMAAADbqfSVAAAAAXNSR0IArs4c6QAAAARnQU1BAACxjwv8YQUAAABvUExUReYRI+cSJOcSI+YSI+cTI+YTJOQQI+oQJOQPJOcPJ+8PHwAAAOYSJOYRJOcRJOURJOcRJegQJOcQJOYQJekQJf8AAOcRI/8fH+cXIuIVI+YQJOUSI+gSI/AOKuEOJOUUI+UTI+YSIuUSIugSJQAAAMBE02YAAAAldFJOU////////////////////////////////////////////////wA/z0JPAAAACXBIWXMAAA7DAAAOwwHHb6hkAAAATklEQVQYV32NQQ6AQAgDudoX4KUn//9GaZcEk1WnC0sIhSAG17z+CXBwreRYCyr3aFOOL+m1219JRDsfJE4mjjUzUkPOF8dGMllbfIe4ATIfGaNP5C2sAAAAAElFTkSuQmCC)

e) III ve IV
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20) İnternetin uygulamalara sağladığı taşıma katmanı protokolleri hakkında aşağıdakilerden hangileri söylenebilir?

1. Zamanlama garantisi istiyorsak UDP kullanmalıyız.

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABQAAAAMCAMAAABV0m3JAAAAAXNSR0IArs4c6QAAAARnQU1BAACxjwv8YQUAAABUUExURQAAAOcRI+cRJOcSJOgSI+UQJOYRI+cSI+cRIugTJOYSI+UMJuURI+QNKOYSIukVKucQJOwSJN0RIugRJOsTJ+gTIuYSJNoAJOoUKOYRJOYSJQAAAIgDe+UAAAAcdFJOU////////////////////////////////////wAXsuLXAAAACXBIWXMAAA7DAAAOwwHHb6hkAAAATklEQVQYV2XLORLAIAwDQPep5IZC//9n5GOcAKJBO7LxDMAT4Xo7QoJnW+bKwR/GCEv0YR56l8I5rATmakQRpnWtGONudetY7Po/sdvIF0LEFvO8w2uRAAAAAElFTkSuQmCC)

II. Veri bütünlüğü istiyorsak TCP kullanmalıyız.

![](data:image/png;base64,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)

III. Güvenli veri transferi istiyorsak UDP kullanmalıyız.
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IV. Sıralı teslimat istiyorsak TCP kullanmalıyız.

a) i ve IV

b) I ve III

c) II ve IV
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d) I ve II

e) III ve IV