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1. Problem 1
   1. Greatest common denominator for 26 and 7 is 1. We need to find (7)-1 mod 26 or 7d = 1mod26. 1 = 15(7)mod26. 7d = 1 mod 26 or 7(15) = 1 mod 26 Thus the multiplicative inverse is 15.
   2. Greatest common denominator for 19 and 999 is 1. We need to find (19)-1 mod 999 or 19d = 1mod999. 1 = 631(19)mod999. 19d = 1 mod 999 or 19(631) = 1 mod 999 Thus the multiplicative inverse is 631.
2. Problem 2
   1. φ(p) = (p1−p0) =p−1
   2. φ(p\*q) = (p-1) \* (q-1)
3. Problem 3
   1. e = 3 and y = 26
   2. d = 27 and y = 14
4. Problem 4
   1. Encryption formula: y = xe mod n. We can’t solve the equation because xe is a part of a finite integer ring. There are no efficient algorithms for computing the roots.
   2. The formula is φ(n) = p\*q. We can’t use this formula because we do not know p and
   3. The results of the factoring: q = 61 and p = 43. Φ(n) = 42 · 60 = 2520. d ≡ ![e^{-1}](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABgAAAAQBAMAAAD+CqKmAAAAMFBMVEX///8AAACYmJh2dnZERESqqqrMzMy6uroyMjLu7u4QEBBmZmbc3NyIiIgiIiIAAABcqIp7AAAAAXRSTlMAQObYZgAAAF1JREFUeNpjYICDIwgmA5MdAxOc828CEgckicHhNTY2vsCAAs6hKmNmYFKUfwFisbu3MDC4MqTDDWC25rwE57AbSYbDOe189woQ9lxg4IQbx1HAoAaXYTyklAXjAAAMSA4BUp1G0gAAAABJRU5ErkJggg==) mod 2520 ≡ 191. Thus x = 1088. For larger number of length 1024 bits or more this process would become very time consuming since the complexity is exponential. Thus this would not be suitable for these larger numbers.