1. Login

Request

localhost:5000/auth/token/login [POST]

Authorization:

Token [3183c1ed67760348c214a5f51853f382e77b65ea](http://127.0.0.1:5000/admin/authtoken/token/3183c1ed67760348c214a5f51853f382e77b65ea/change/)

or Basic Auth

username : admin

password: 1234

body(sample):

{

"username":"abhi2",

"password":"abhijith123"

}

response :

{

"auth\_token": "919de8f99fd8eec452492aafab7d6407a63b7832"

}

**2.user registration**

request :

localhost:5000/auth/users/ [POST]

body(sample):

{

"username":"abhi3",

"email":"abhi3@gmail.com",

"password":"abhijith12",

"re\_password":"abhijith12"

}

response :

{

"email": "abhi3@gmail.com",

"username": "abhi3",

"id": 16

}

**3.validating phone number**

request:

localhost:5000/api/profile\_add/user=16/

body(sample):

{

"phone\_number":"+919744751201"

}

response:

{

"success": "create successfull"

}

4. for update user details

request:

localhost:5000/api/user\_update/ [PUT]

Authorization:

token authentication or basic authentication

eg: (basic auth)

username :abhi3

password : abhijith12

body:

{

"username":"abhi3",

"email":"abhi34@gmail.com"

}

response:

{

"success": "update success"

}

**5.change password**

request :

localhost:5000/auth/users/set\_password/

authorization:

Authorization:

token authentication or basic authentication

eg: (basic auth)

username :abhi3

password : abhijith1234

body:

{

"new\_password":"abhijith12345",

"current\_password":"abhijith1234"

}

response:

[]

**6.logout**

localhost:5000/auth/token/logout/ [POST]

Authorization:

token authentication or basic authentication

eg: (basic auth)

username :abhi3

password : abhijith1234

body:

{}

response:

HTTP\_204\_NO\_CONTENT