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Module Eight Journal: Portfolio Reflection

Today, security has to be a major concern for any company that stores information no matter how sensitive that data may appear to be. Data breaches are becoming more dangerous because we are in an age where most of our personal information is stored digitally. A single data breach can cause millions of people's personal information exposed to attackers and hackers looking to exploit that information (*The 18 biggest data breaches*, 2024). There are multiple ways for companies to combat the security issues they are facing. The first is to adopt a coding standard. SEI has put together a set of coding standards that when implemented can help to prevent common vulnerabilities within the code (*SEI CERT C Coding Standard*, 2024). As a company, a document should be drafted that should outline all of the coding standards that developers should use while creating projects and programs for the company. The SEI coding standards are great examples to use as inspiration for a company’s coding standard or implemented directly. Adopting a secure coding standard will drastically reduce the chances of data breaches happening because of code exploits.

Adopting a secure coding standard is great for the implementation phase of the software development lifecycle, but security should never be concentrated in just one phase. We are realizing more and more that security should be thought about and addressed at each phase (Seacord, 2013). One of the reasons for this is that the later in the development cycle a problem is found the more costly it is to fix (Hambling et al., 2019, p. 20). For example, if security is just focused at the end of the development cycle, if an issue is found a company may have to go back and update requirements and design documents as well as code. This will become very costly. But if security concerns were thought about at the requirements or design phase, the problem may have been found and corrected much earlier. Microsoft has developed a process called the security development cycle that provides guidance for companies to incorporate security into each cycle of the current software development cycle.

Even if programs are developed with security in mind and vulnerabilities are kept to a minimum, that doesn't mean that the program is secure. Once a program has been released there are other vulnerabilities to consider. Users that login to a system and use that system need to be authenticated so that an attacker or hacker is not let in. Once logged in, users need to be restricted in the operations they perform. Also, any actions that users perform while logged in need to be "accounted" or recorded in case a data breach does occcur the source of that breach can be investigated. These three A's make up the concept of triple-A security (Mylonas, 2018). An extension of the triple-A concept is the concept of zero trust. With a zero trust policy, instead of a more traditional view of "trust but verify" when it comes to users, the view of "never trust/always verify" is used (Kueh, 2020). This means that users need to have some form of multi-factor authentication and possibly re-verify who they are multiple times while using the system.

By adopting a secure coding standard, not waiting until the end to think about security, incorporating the triple-a strategy, and utilizing the concept of zero trust, a company can make sure they are doing everything possible to prevent security breaches in their system. These concepts should be developed and documented into a complete security policy. That way when new employees and developers are hired at a company, they can understand these concepts and incorporate them into their work. It cannot be stressed enough that companies need to focus on security today in order for our information to be protected in the future
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