At least five intersections with other Fourth Amendment doctrine will limit these protections. First, observing plaintext in plain view is not a search. Something is in plain view if police view it from a lawful position, its incriminating character is immediately apparent, and police have lawful access to it.[[1]](#footnote-1) Similarly, there is no reasonable expectation of privacy in information in plain view even if it is encrypted at other times or elsewhere.

Second, poorly or improperly encrypted information deserves less protection. There is no reasonable expectation of privacy in an otherwise private yard viewable only by low-altitude aircraft.[[2]](#footnote-2) Similarly, if a suspect uses weak encryption or exhibits security deficiencies that a novice hacker could exploit, protections are weakened. But if law enforcement accesses encrypted data using tools unavailable to the general public, then *Kyllo* is more applicable.

Third, it may matter who does the encrypting. Under third-party doctrine, you have no reasonable expectation of privacy in information shared with others.[[3]](#footnote-3) The Supreme Court limited third-party doctrine in *Carpenter v. United States*, holding that it did not extend to 127 days of location data shared warrantlessly with a wireless carrier.[[4]](#footnote-4) And the Court signaled interest in strengthening Fourth Amendment protections for sensitive data shared with third parties.[[5]](#footnote-5) But under current doctrine, if a third party encrypts your data but can lawfully access the plaintext or key, then they can warrantlessly share either with law enforcement.

Fourth, protections for encrypted information will change at the border. For example, the Ninth Circuit held that forensic examination of physical devices at the border, to include the use of software that accesses encrypted files, requires only reasonable suspicion.[[6]](#footnote-6)

Fifth, abandoned encrypted information may get less protection. In general, abandoned property has no Fourth Amendment protection,[[7]](#footnote-7) including discarded trash.[[8]](#footnote-8) Courts are now wrestling with whether to apply abandonment doctrine to discarded cell phones. One court applied *Riley* protections to an abandoned phone that was secured and password-protected,[[9]](#footnote-9) but several courts did not extend those protections to unsecure, abandoned phones.[[10]](#footnote-10)
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