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Детектор определяет ошибку, в ходе которой метод выполняет синхронизацию объекта, реализующего java.util.concurrent.locks.Lock. Такой объект блокируется/разблокируется с помощью метода Acquire()/release(), а не с помощью конструкции Synchronized (...).

Таблица №1 – Основные характеристики детектора

|  |  |
| --- | --- |
| Категория критичности | MAJOR |
| Надежность | Unknown |
| Источник | SpotBugs |
| Тип ошибки | Ошибка разработчика |
| CWE | — |
| CVE | — |
| Возможные последствия | Использование конструкции synchronized на объекте, реализующем интерфейс java.util.concurrent.locks.Lock, может привести к путанице и неправильному управлению блокировками. |
| Комментарий | Для объектов, реализующих Lock, следует использовать явные методы блокировки и разблокировки (lock()/unlock()), а не синхронизированные блоки, чтобы сохранить ясность и корректность управления параллельным доступом. |

Таблица №2 – Примеры срабатывания детектора и устранения уязвимости

|  |  |
| --- | --- |
| Некорректное написание | Корректное написание |
| public static void incorrectTest() {  class Test {  private final Lock lock = new ReentrantLock();  public void method() {  // синхронизация на объекте Lock  synchronized (lock) {  System.out.println("Executing critical section");  }  }  }  } | public static void correctTest() {  class Test {  private final Lock lock = new ReentrantLock();  public void method() {  // явная блокировка  lock.lock();  try {  // ...  System.out.println("Executing critical section");  } finally {  // разблокировка  lock.unlock();  }  }  }  } |