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Детектор указывает на ситуацию, когда происходит переполнение целочисленного типа данных в цикле.

Таблица №1 – Основные характеристики детектора

|  |  |
| --- | --- |
| Категория критичности | Normal |
| Надежность | VeryLow |
| Источник | SvEng |
| Тип ошибки | Ошибка разработчика |
| CWE | CWE190;CWE191;CWE194;CWE195;CWE196;CWE197 |
| CVE | — |
| Возможные последствия | Переполнение в цикле может привести к непредсказуемым результатам, ошибкам в логике программы и даже к сбоям или нарушению целостности данных. |
| Комментарий | Необходимо внимательно контролировать значения, изменяемые в цикле, и обеспечить проверку на переполнение до выполнения операций, чтобы избежать потери данных или некорректных вычислений. |

Таблица №2 – Примеры срабатывания детектора и устранения уязвимости

|  |  |
| --- | --- |
| Некорректное написание | Корректное написание |
| public static void incorrectTest() {  int result = 0;  for (int i = 0; i < Integer.MAX\_VALUE; i++) {  result += i;  if (result < 0) {  System.out.println("Overflow detected!");  break;  }  }  } | public static void correctTest() {  // Используем long, чтобы избежать переполнения  long result = 0;  for (int i = 0; i < Integer.MAX\_VALUE; i++) {  result += i;  if (result > Integer.MAX\_VALUE) {  System.out.println("Overflow detected!");  break;  }  }  } |